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Cisco IP Conference Phone 8832 Release Notes for Firmware Release 

14.2(1)SR1 

These release notes support the Cisco IP Phone 8832 and 8832NR running SIP Firmware Release 

14.2(1)SR1. 

New and Changed Features 

New Hardware 

The Cisco IP Conference Phone 8832 hardware has been updated. The new hardware version is V8. 

Phones manufactured with the new hardware updates must run Firmware Release 14.2(1)SR1 or later. 

The phone firmware does not allow the phone to be downgraded to releases earlier than Firmware 

Release 14.2(1)SR1. 

Features Available with the Firmware Release 

The following sections describe the features available with the Firmware Release.  

Multi-server (SAN) Tomcat Certificate with Cisco UCM 

Starting from this release, the phone supports Cisco UCM with Multi-server (SAN) Tomcat Certificates 

configured. The TFTP server address can still be found in the phone ITL file. 

This feature requires: 

 Cisco Unified Communication Manager Release: 14 or later 

Where to Find More Information 

 How To Configure Multi-server (SAN) Tomcat certificate with Cisco UCM  

 Security Guide for Cisco Unified Communications Manager Release 14 and SUs 

 Cisco IP Conference Phone 8832 Administration Guide 

Localization Improvement on Enhanced Survivability 

The feature Enhanced Survivability only applies to Webex Calling Dedicated Instance. Since from this 

release, the phone improves the localization support on this feature. The supported languages can be 

referred to Cisco IP Phone 7800 Series Data Sheet. 

Where to Find More Information 

 Enhanced Survivability for Webex Calling Dedicated Instance 

S6 Enhancement 

 CSCuv46831 Improve NTP accuracy 

https://community.cisco.com/t5/collaboration-blogs/how-to-configure-multi-server-san-tomcat-certificate-with-cisco/ba-p/4764135
https://www.cisco.com/c/en/us/td/docs/voice_ip_comm/cucm/security/14SU2/cucm_b_security-guide-14su2/cucm_m_default-security-setup_su2_reorg.html#CUCM_RF_C7069AA4_00
https://www.cisco.com/c/en/us/products/collateral/collaboration-endpoints/unified-ip-phone-7800-series/data-sheet-c78-729488.html
https://help.webex.com/en-us/article/nwb8iyx/Enhanced-Survivability-for-Webex-Calling-Dedicated-Instance
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Caveats 

View Caveats 

We report open and resolved customer-found bugs of severity 1 to 3. You can find details about listed 

bugs and search for other bugs by using the Cisco Bug Search Tool. For more info on using the Bug 

Search, see . Bug Search Tool Help

 Use this URL for all caveats: 

https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=1

4.2(1)SR1&sb=anfr&svr=3nH&bt=custV  

 Use this URL for all open caveats: 

https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=1

4.2(1)SR1&sb=afr&sts=open&svr=3nH&bt=custV   

 Use this URL for all resolved caveats:  

https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=1

4.2(1)SR1&sb=fr&sts=fd&svr=3nH&bt=custV 

 

Cisco IP Phone Firmware Support Policy 

For information on the support policy for phones, see .  https://cisco.com/go/phonefirmwaresupport

 

https://www.cisco.com/c/en/us/support/web/tools/bst/bsthelp/index.html
https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=14.2(1)SR1&sb=anfr&svr=3nH&bt=custV
https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=14.2(1)SR1&sb=anfr&svr=3nH&bt=custV
https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=14.2(1)SR1&sb=afr&sts=open&svr=3nH&bt=custV
https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=14.2(1)SR1&sb=afr&sts=open&svr=3nH&bt=custV
https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=14.2(1)SR1&sb=fr&sts=fd&svr=3nH&bt=custV
https://bst.cloudapps.cisco.com/bugsearch/search?kw=*&pf=prdNm&pfVal=284729655&rls=14.2(1)SR1&sb=fr&sts=fd&svr=3nH&bt=custV
https://cisco.com/go/phonefirmwaresupport

