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Preface

The Cisco |OS XR MPLS Command Reference for the Cisco CRS-1 Router preface contains these sections:

« Communications, Services, and Additional Information, on page xv

Communications, Services, and Additional Information

* To receive timely, relevant information from Cisco, sign up at Cisco Profile Manager.
* To get the business impact you’re looking for with the technologies that matter, visit Cisco Services.
* To submit a service request, visit Cisco Support.

* To discover and browse secure, validated enterprise-class apps, products, solutions and services, visit
Cisco Marketplace.

* To obtain general networking, training, and certification titles, visit Cisco Press.

* To find warranty information for a specific product or product family, access Cisco Warranty Finder.

Cisco Bug Search Tool

Cisco Bug Search Tool (BST) is a web-based tool that acts as a gateway to the Cisco bug tracking system
that maintains a comprehensive list of defects and vulnerabilities in Cisco products and software. BST provides
you with detailed defect information about your products and software.
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MPLS Label Distribution Protocol Commands

This module describes the commands used to configure Label Distribution Protocol (LDP) in a Multiprotocol
Label Switching (MPLS) network on Cisco CRS Routers.

LDP provides a standard methodology for hop-by-hop (or dynamic label) distribution in an MPLS network
by assigning labels to routes that have been chosen by the underlying Interior Gateway Protocol (IGP) routing
protocols. The resulting labeled paths, called label switch paths (LSPs), forward labeled traffic across an
MPLS backbone.

LDP also provides the means for label switching routers (LSRs) to request, distribute, and release label prefix
binding information to peer routers in a network. LDP enables LSRs to discover potential peers and establish
LDP sessions with those peers to exchange label binding information.

For detailed information about MPLS concepts, configuration tasks, and examples, see MPLSConfiguration
Guide for the Cisco CRS Routers.
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backoff

MPLS Label Distribution Protocol Commands |

To configure the parameters for the Label Distribution Protocol (LDP) backoff mechanism, use the backoff
command in MPLS LDP configuration mode. To return to the default behavior, use the no form of this
command.

backoff initial maximum

Syntax Description

Command Default

Command Modes

initial  Initial backoff delay, in seconds. Range is 5 to 50331.

meximum Maximum backoff delay, in seconds. Range is 5 to 50331.

initial : 15

maximum : 120

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 2.0 This command was introduced.
Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

The LDP backoff mechanism prevents two incompatibly configured label switch routers from engaging in
an unthrottled sequence of session setup failures. If a session setup attempt fails (due to incompatibility), each
Label Switching Router (LSR) delays the next attempt, increasing the delay exponentially with each successive
failure until the maximum backoff delay is reached.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to configure the initial backoff delay to 30 seconds and the
maximum backoff delay to 240 seconds:
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RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO
RP/0/RP0O/CPUO

backoff .

:router# configure
:router (config) # mpls 1ldp
:router (config-1dp) # backoff 30 240

Related Commands

Command

Description

show mpls Idp backoff

Displays information about the configured session setup backoff parameters and
LDP peers.

show mpls 1dp parameters

Displays current LDP parameter settings.
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. clear mpls Idp forwarding

clear mpls ldp forwarding

To clear (or reset) the MPLS Label Distribution Protocol (LDP) forwarding rewrites, use the clear mplsidp
forwar ding command in EXEC mode.

clear mplsldp [vrf vrf-name] [ipv4 |ipv6] forwarding [prefix/length ]

Syntax Description  vrf vrf-name (Optional) Clears the VRF
information for the specified VRF.

ipv4 (Optional) Specifies IP version 4
address family.

ipv6 (Optional) Specifies IP version 6
address family.

prefix (Optional) Destination prefix,
written in A.B.C.D format.

length (Optional) Network mask length,
in bits. Range is 0 to 32.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification

Release 4.0.1 This command was introduced.

Release 5.0.0 This command was introduced.

Release 5.1.1 The vrf and ipv4 keywords were added.

Release 5.3.0 The ipv6 keyword was added.

Usage Guidelines This command resets LDP installed forwarding state for all prefixes or a given prefix. It is useful when installed
LDP forwarding state needs to be reprogrammed in LSD and MPLS forwarding.

Task ID Task ID Operations

mpls-ldp read,
write

Example

This example shows how to clear (or reset) the MPLS LDP forwarding rewrites using the clear mpls
Idp forwar ding command:
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clear mpls Idp forwarding .

RP/0/RPO/CPUO:router# clear mpls ldp forwarding

Related Commands | Command Description

show mpls Idp forwarding Displays the LDP forwarding state
installed in MPLS forwarding.

show mpls forwarding Displays the contents of the MPLS
Label Forwarding Information Base
(LFIB).

graceful-restart (MPLS LDP), on page 30 Configures the LDP graceful restart
feature.

show mpls 1dp bindings, on page 82 Displays the contents of LDP LIB.

MPLS Command Reference for the Cisco CRS Router .



MPLS Label Distribution Protocol Commands |
. clear mpls Idp msg-counters neighbor

clear mpls Idp msg-counters neighbor

To clear the Label Distribution Protocol (LDP) message counters, use the clear mplsldp msg-counters
neighbor command in EXEC mode.

clear mplsldp [vrf vrf-name] msg-countersneighbor [lsr-id ldp-id]

Syntax Description  vrf vrf-name (Optional) Clears the VRF
information for the specified VRF.
lsr-id LSR ID of neighbor in A.B.C.D
format.
Idp-id LDP ID of neighbor in A.B.C.D:
format.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 5.1.1 The vrf keyword was added.

Usage Guidelines Use the clear mpls|dp msg-counters neighbor command to clear the statistics on message counters for a
specific neighbor (IP address) or for all neighbors. These message counters count the number of LDP protocol
messages sent to and received from LDP neighbors.

Task ID Task ID Operations

mpls-ldp read,
write
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Examples

clear mpls Idp msg-counters neighbor .

The following example shows how to clear message counters for neighbor 10.20.20.20:

RP/0/RPO/CPUO:router# clear mpls ldp msg-counters neighbor 10.20.20.20

Related Commands

Command

Description

show mpls 1dp statistics msg-counters, on page
125

Displays statistics about the type and count of the messages
sent and received from neighbors.
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. clear mpls Idp neighbor

clear mpls Idp neighbor

To force Label Distribution Protocol (LDP) session restart, use the clear mplsldp neighbor command in
EXEC mode.

clear mpls Idp [vrf all] [vrf vrf-name] neighbor [ip-address|dp-id]

Syntax Description vrf all (Optional) Clears all LDP
configured VRF neighbors.
vrf vrf-name (Optional) Clears the VRF
information for the specified VRF.
ip-address (Optional) Neighbor IP address.
Idp-id (Optional) Neighbor LDP ID in
A.B.C.D: format.
Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 5.1.1 The vrf and vrf all keywords were added.

Usage Guidelines Use the clear mpls|dp neighbor command to restart a single LDP session or all LDP sessions (without
restarting the LDP process itself).

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to force an unconditional LDP session restart:
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clear mpls Idp neighbor .

RP/0/RPO/CPUO:router# clear mpls ldp neighbor 10.20.20.20

Related Commands | Command Description

show mpls ldp neighbor, on page 108 | Displays information about LDP neighbors.
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clear mpls Idp nsr statistics neighbor

To clear the nonstop routing (NSR) statistics, use the clear mplsldp nsr statistics neighbor command in
EXEC mode.

clear mpls Idp [vrf wrf-name] nsr statistics neighbor [lsr-id Idp-id]

Syntax Description vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.
Isr-id (Optional) LSR ID of neighbor in
A.B.C.D format.
Idp-id (Optional) LDP ID of neighbor in
A.B.C.D: format.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read

Example

The following example shows how to clear NSR statistics for neighbor 10.20.20.20:

RP/0/RP0O/CPUO:routerf#clear mpls 1ldp nsr statistics neighbor 10.20.20.20
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debug mpls Idp rsi

To enable the display of MPLS LDP router space infrastructure (RSI) debugging events, use the debug mpls
Idp rsi command in EXEC mode. To disable the display of MPLS LDP RSI debugging information, use the

no form of this command.

debug mpls Idp rs [location node-id]

debug mpls Idp rsi .

Syntax Description

Command Default

location node-id

(Optional) Displays location
information for the specified node
ID.

No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID Operation

mpls-ldp read

Example

The following example shows how to enable MPLS LDP RSI debugging events:

RP/0/RP0O/CPUO:router# debug mpls ldp rsi
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debug mpls Idp vrf
To enable the display of MPLS LDP virtual routing and forwarding (VRF) debugging events, use the debug

mplsldp vrf command in EXEC mode. To disable the display of MPLS LDP VRF debugging information,
use the nNo form of this command.

debug mpls Idp vrf [location node-id]

Syntax Description location node-id (Optional) Displays location
information for the specified node
ID.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read

Example

The following example shows how to enable MPLS LDP VRF debugging events:

RP/0/RP0O/CPUO:router# debug mpls ldp vrf
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default-route

Syntax Description

Command Default

Command Modes

To enable Multiprotocol Label Switching (MPLS) switching for IP default route by allocating and advertising
non-null label, use the default-route command in MPLS LDP configuration mode. To return to the default
behavior, use the no form of this command.

default-route

This command has no arguments or keywords.

Allocates null (implicit or explicit) local label for IP default route prefix 0.0.0.0/0.

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

When the IP default route 0.0.0.0/0 is configured on an egress router, it is advertised through Interior Gateway
Protocol (IGP) to other routers to enable default IP forwarding. When MPLS LDP is configured and establishing
label switch paths (LSPs) for other prefixes, you can emulate default forwarding and switching for MPLS in
the same way as IP forwarding. To do so, allocate a non-null local label and advertise this label to its peers.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to enable default MPLS switching for default prefix:

RP/0/RP0O/CPUO:router (config-1dp) # default-route

Related Commands

Command Description

show mpls 1dp bindings, on page 82 | Displays LDP label bindings.
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Command Description

show mpls Idp forwarding, on page 95 | Displays LDP installed forwarding state.
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default-vrf implicit-ipv4 disable

Command Default

Command Modes

To disable the implicitly enabled IPv4 address family for default VRF, use the default-vrf implicit-ipv4
disable command in MPLS LDP configuration mode.

default-vrf implicit-ipv4disable

This command has no keywords or arguments.
No default behavior or values

MPLS LDP configuration

Command History

Release Modification
Release This command was introduced.
5.3.0

Task ID

Task ID Operation

mpls  read,
1dp write

Example

The following example shows how to disable the implicitly enabled IPv4 address family for default
VREF:

RP/0/0/CPUO:ios#configure

RP/0/0/CPUO:ios (config) #mpls 1ldp

RP/0/0/CPUO:i0s (config-1dp) #router-id 5.5.5.5

RP/0/0/CPUO:ios (config-1dp) #default-vrf implicit-ipv4 disable
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discovery hello

To configure the interval between transmission of consecutive Label Distribution Protocol (LDP) discovery
hello messages and the holdtime for a discovered LDP neighbor, use the discovery hello command in MPLS
LDP configuration mode. To return to the default behavior, use the no form of this command.

discovery hello holdtime seconds| interval seconds

Syntax Description hddtime Sets the time, in seconds, a discovered LDP neighbor is remembered without receipt of an LDP
hello message from the neighbor. Default is 15.

interval Sets the time, in seconds, between consecutive hello messages. Default is 5.

seconds Time value, in seconds. Range is 1 to 65535 (65535 means infinite).

Command Default holdtime: 15
interval: 5

cOmmand Modes MPLS LDP COnﬁguratiOn

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to configure the link hello holdtime to 30 seconds:
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discovery hello .

RP/0/RPO/CPUO:router (config-1dp) # discovery hello holdtime 30
The following example shows how to configure the link hello interval to 10 seconds:

RP/0/RP0O/CPUO:router (config-1dp) # discovery hello interval 10

Related Commands

Command

Description

#unique 20

Configures targeted-hello messages.

MPLS Command Reference for the Cisco CRS Router .



MPLS Label Distribution Protocol Commands |
. discovery instance-tlv disable

discovery instance-tlv disable

To disable transmit and receive processing for Type-Length-Value (TLV), use the discovery instance-tlv
disable command in MPLS LDP configuration mode. To return to the default behavior, use the no form of
this command.

discovery instance-tlv disable

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes MPLS LDP configuration

Command History Release Modification

Release 3.4.0 This command was
introduced.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to disable transmit and receive processing for TLV:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls 1ldp
RP/0/RP0/CPUO:router (config-1dp) # discovery instance-tlv disable

Related Commands Command |Description

#unique 20 | Configures targeted-hello messages.
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discovery targeted-hello

To configure the interval between transmission of consecutive Label Distribution Protocol (LDP) discovery
targeted-hello messages, the hold time for a discovered targeted LDP neighbor, and to accept targeted hello
from peers, use the discovery targeted-hello command in MPLS LDP configuration mode. To return to the
default behavior, use the no form of this command.

discovery targeted-hello address-family ipv4 |ipv6accept | [from acl] | holdtime seconds|interval

seconds
Syntax Description  accept Accepts targeted hellos from any source.
ipv4 Specifies IP version 4 address family.
ipv6 Specifies IP version 6 address family.

from acl (Optional) Accepts targeted hellos from LDP peers as permitted by the access-list.

holdtime  Configures the time a discovered LDP neighbor is remembered without receipt of an LDP hello
message from a neighbor.

interval Displays time between consecutive hello messages.

seconds Time value, in seconds. Range is 1 to 65535.

Command Default accept : Targeted hello messages are not accepted from any source (neighbor).
holdtime : 90
interval : 10

Command Modes MPLS LDP configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.2 Support was added for the from acl keyword and argument under the accept command.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.
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Release Modification

Release 3.9.0 No modification.

Release 5.3.0 The ipv6 keyword was added.

Usage Guidelines

Task ID Task ID Operations
mpls-ldp read,
write
Examples

LDP supports IPv4 standard access lists only.

The following example shows how to configure the targeted-hello holdtime to 45 seconds:

RP/0/RP0/CPUO:router (config-1dp) # discovery targeted-hello holdtime 45

The following example shows how to configure the targeted-hello interval to 5 seconds:

RP/0/RP0/CPUO:router (config-1dp) # discovery targeted-hello interval 5

The following example shows how to configure acceptance of targeted hellos from all peers:

RP/0/RPO/CPUO:router (config-1dp) # discovery targeted-hello accept

The following example shows how to configure acceptance of targeted hello from peers 10.1.1.1 and

10.2.2.2 only:

RP/0/RP0/CPUO:router
RP/0/RP0O/CPUO:router
RP/0/RP0O/CPUO:router
RP/0/RP0O/CPUO: router

config)# ipv4 access-list peer_acl_10

config-ipv4-acl) # permit 10.1.1.1

config-ipvé4-acl)# permit 10.2.2.2

config-1ldp) # discovery targeted-hello accept from peer_acl_10

Related Commands Command

Description

show mpls Idp discovery, on page 90

Displays LDP discovery information.

show mpls ldp parameters, on page 118

Displays LDP parameters information.
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discovery transport-address .

To provide an alternative address for a TCP connection, use the discovery transport-address command in
MPLS LDP interface configuration mode. To return to the default behavior, use the no form of this command.

[vrf vrf-name [interface type interface-path-id]] address-family

ipv4d |ipv6

discovery transport-address ip-address | interface

Syntax Description vrf vrf-name

(Optional) Specifies the VRF name.

interface type

(Optional) Interface type. For more
information, use the question mark
(?) online help function.

interface-path-id

Physical interface or a virtual
interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

address-family ipv4

Specifies IP version 4 address
family.

ipv6 Specifies IP version 6 address
family.

ip-address IP address to be advertised as the
transport address in discovery hello
messages.

interface Advertises the IP address of the

interface as the transport address in
discovery hello messages.

Command Default LDP advertises its LDP router ID as the transport address in LDP discovery hello messages.

Command Modes MPLS LDP interface configuration

Command History Release Modification

Release 2.0  This command was introduced.

MPLS Command Reference for the Cisco CRS Router .



MPLS Label Distribution Protocol Commands |

. discovery transport-address

Usage Guidelines

Release Modification

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 5.1.1 The following items were added:

* The vrf keyword was added.
* The interface keyword was added.

* The address-family ipv4 keyword was
added.

Release 5.3.0 The ipv6 keyword was added.

Establishing an LDP session between two routers requires a session TCP connection. To establish the session
TCP connection, each router must know the transport address (IP address) of the other router.

The LDP discovery mechanism provides the means for a router to advertise transport addresses. Transport
address is implicit or explicit. Implicit addresses do not appear as part of the contents of the discovery hello
messages sent to the peer. If explicit, the advertisement appears as part of the contents of discovery hello
messages sent to the peer.

The discovery transport-addr esscommand modifies the default behavior described above. Using the interface
keyword, LDP advertises the IP address of the interface in LDP discovery hello messages sent from the
interface. Using the ip-address argument, LDP advertises the IP address in LDP discovery hello messages
sent from the interface.

Note

When a router has multiple links connecting it to its peer device, the router must advertise the same transport
address in the LDP discovery hello messages it sends on all such interfaces.

Task ID

Task ID Operations

mpls-ldp read,
write
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Examples The following example shows how to specify an exiting address (10.10.3.1) as the transport address

on an interface POS 0/1/0/0:

RP/0/RP0/CPUO:router (config-1dp) # interface POS 0/1/0/0
RP/0/RP0O/CPUO:router (config-1dp-if) # address-family ipv4
RP/0/RP0/CPUO:router (config-ldp-if-af) #discovery transport-address 10.10.3.1

RP/0/RPO/CPUO:router# show mpls ldp neighbor

Peer LDP Identifier: 10.44.44.44:0
TCP connection: 10.44.44.44:65520 - 10.10.3.1:646
Graceful Restart: Yes (Reconnect Timeout: 15 sec, Recovery: 180 sec)
State: Oper; Msgs sent/rcvd: 13/9
Up time: 00:00:11
LDP Discovery Sources:
POS 0/1/0/0

Addresses bound to this peer:

10.10.3.2 10.44.44.44

Related Commands | Command Description

show mpls Idp discovery, on page 90 | Displays the status of the LDP discovery process.

show mpls ldp neighbor, on page 108 | Displays information about LDP neighbors.
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downstream-on-demand

To configure MPLS Label Distribution Protocol (LDP) downstream-on-demand mode, use the
downstream-on-demand command in MPLS LDP configuration mode. To return to the default behavior,
use the nNo form of this command.

[vrf vrf-name session]
downstream-on-demand with access-list

Syntax Description  vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.
session (Optional) Configures session
parameters.
with Displays access list of LDP peers.
access-list IPv4 access-list name.

Command Default No default behavior or values

Command Modes MPLS LDP configuration

Command History Release Modification

Release 6.0 This command was introduced.
Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task ID Operation

mpls-ldp read,
write

Examples This is a sample output from the downstream-on-demand command:

RP/0/RP0/CPUO:router (config-1dp) # downstream-on-demand with access-list
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explicit-null

To configure a router to advertise explicit null labels instead of implicit null labels, use the explicit-null
command in MPLS LDP configuration mode. To return to the default behavior, use the no form of this

command.

[vrf vrf-name] address-family ipv4 |ipv6 label local advertise
explicit-null [to peer-acl |for prefix-acl [to peer-acl]]

explicit-null .

Syntax Description

Command Default

Command Modes

vrf vrf-name

(Optional) Specifies the VRF name.

address-family ipv4

Specifies IP version 4 address
family.

ipv6 Specifies IP version 6 address
family.

label Configures label control and
policies.

local Configures local label control and
policies.

advertise Configures outbound label
advertisement control.

to peer-acl (Optional) Specifies LDP peers for
which explicit-null is advertised
instead of implicit-null. Range is 1
to 99.

for prefix-acl (Optional) Specifies prefixes for

which explicit-null is advertised
instead of implicit-null. Range is 1
to 99.

Implicit null is advertised as default null label for routes, such as directly connected routes.

MPLS LDP configuration

Command History

Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.2  Support was added for the for and to keywords

Release 3.3.0 No modification.

Release 3.4.0 No modification.
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Usage Guidelines

MPLS Label Distribution Protocol Commands |

Release Modification

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 5.0.0 This command was introduced.

Release 5.1.1 * The vrf keyword was added.
* The adress-family ipv4 keyword was added.
* The label keyword was added.
* The local keyword was added.

* The advertise keyword was added.

Release 5.3.0 The ipv6 keyword was added.

Normally, LDP advertises an implicit null label for directly connected routes. The implicit null label causes
the previous hop router to perform next to last router hop popping.

The explicit-null command advertises the explicit-null labels in place of implicit null labels for directly
connected prefixes.

LDP supports IPv4 standard access lists only.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following command shows how to advertise explicit null for all directly connected routes to all
LDP peers:

RP/0/RPO/CPUO:router (config-ldp-af-1bl-1lcl-advt) # explicit-null

The following command sequence shows how to advertise explicit-null for directly connected route
192.168.0.0 to all LDP peers and implicit-null for all other directly connected routes:

RP/0/RPO/CPUO:router (config)# ipv4 access-list pfx acl_192_168
RP/0/RP0/CPUO:router (config-ipvd-acl) # permit 192.168.0.0
RP/0/RP0O/CPUO:router (config-ldp-af-1bl-lcl-advt) # explicit-null for pfx_acl_192 168
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explicit-null .

The following command sequence shows how to send explicit-null for all directly connected routes
to peers 10.1.1.1 and 10.2.2.2 and implicit-null to all other peers:

RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO
RP/0/RP0O/CPUO

RP/0/RP0O/CPUOQ

:router (config) # ipv4 access-list peer_ acl_ 10
:router (config-ipvé4-acl)# permit 10.1.1.1
:router (config-ipv4-acl) # permit 10.2.2.2

:router (config-ldp-af-lbl-lcl-advt)# explicit-null to peer_ acl 10

The following command shows how to advertise explicit-null for prefix 192.168.0.0 to peers 10.1.1.1
and 10.2.2.2 and advertise implicit-null for all other applicable routes to all other peers:

RP/0/RP0O/CPUO:

peer_acl 10

router (config-ldp-af-lbl-lcl-advt)# explicit-null for pfx acl 192 168 to

Related Commands

Command

Description

show mpls 1dp bindings, on page 82 Displays the contents of LDP LIB.

show mpls Idp forwarding, on page 95 | Displays the contents of the LDP forwarding database.

show mpls ldp parameters, on page 118 | Displays current LDP parameter settings.
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graceful-restart (MPLS LDP)

To configure graceful restart, use the graceful-restart command in MPLS LDP configuration mode. To return
to the default behavior, use the no form of this command.

graceful-restart [reconnect-timeout seconds | forwarding-state-holdtime seconds]

Syntax Description  reconnect-timeout seconds (Optional) Configures the time that
the local LDP sends to its graceful
restartable peer, indicating how
long its neighbor should wait for
reconnection in the event of a LDP
session failure, in seconds. Range
is 60 to 1800.

forwarding-state-holdtime seconds (Optional) Configures the time the
local forwarding state is preserved
(without being reclaimed) after the
local LDP control plane restarts, in
seconds. Range is 60 to 1800.

Command Default By default, graceful restart is disabled.
reconnect-timeout: 120

forwarding-state-holdtime: 180

Command Modes MPLS LDP configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0  No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The maximum value for the seconds argument is 1800.

. MPLS Command Reference for the Cisco CRS Router



| MPLS Label Distribution Protocol Commands

Usage Guidelines

\}

graceful-restart (MPLS LDP) .

Use the LDP graceful restart capability to achieve nonstop forwarding (NSF) during an LDP control plane
communication failure or restart. To configure graceful restart between two peers, enable LDP graceful restart
on both label switch routers (LSRs).

When an LDP graceful restart session is established and there is control plane failure, the peer LSR starts
graceful restart procedures, initially keeps the forwarding state information pertaining to the restarting peer,
and marks this state as stale. If the restarting peer does not reconnect within the reconnect timeout, the stale
forwarding state is removed. If the restarting peer reconnects within the reconnect time period, it is provided
recovery time to resynchronize with its peer. After this time, any unsynchronized state is removed.

The value of the forwarding state hold time keeps the forwarding plane state associated with the LDP
control-plane in case of a control-plane restart or failure. If the control plane fails, the forwarding plane retains
the LDP forwarding state for twice the forwarding state hold time. The value of the forwarding state hold
time is also used to start the local LDP forwarding state hold timer after the LDP control plane restarts. When
the LDP graceful restart sessions are renegotiated with its peers, the restarting LSR sends the remaining value
of this timer as the recovery time to its peers. Upon local LDP restart with graceful restart enabled, LDP does
not replay forwarding updates to MPLS forwarding until the forwarding state hold timer expires.

Note

In the presence of a peer relationship, any change to the LDP graceful restart configuration will restart LDP
sessions. If LDP configuration changes from nongraceful restart to graceful restart, all the sessions are restarted.
Only graceful restart sessions are restarted upon graceful restart to nongraceful restart configuration changes.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to configure an existing session for graceful restart:

RP/0/RP0O/CPUO: router (config-1dp) # graceful-restart

RP/0/RP0O/CPUO:router:Apr 3 10:56:05.392 : mpls 1dp[336]: %ROUTING-LDP-5-NBR CHANGE : Nbr
172.16.0.1:0, DOWN

RP/0/RP0O/CPUO:router:Apr 3 10:56:05.392 : mpls 1dp[336]: %ROUTING-LDP-5-NBR CHANGE : Nbr
192.168.0.1:0, DOWN

RP/0/RP0O/CPUO:router:Apr 3 10:56:09.525 : mpls 1dp[336]: %ROUTING-LDP-5-NBR CHANGE : Nbr
192.168.0.1:0, UP

RP/0/RP0O/CPUO:router:Apr 3 10:56:11.114 : mpls 1dp[336]: %ROUTING-LDP-5-NBR CHANGE : Nbr
172.16.0.1:0, UP

RP/0/RPO/CPUO:router# show mpls ldp neighbor brief

Peer GR Up Time Discovery Address
192.168.0.1:0 Y 00:01:04 3 8
172.16.0.1:0 N 00:01:02 2 5

RP/0/RP0O/CPUO:router# show mpls ldp graceful-restart

Forwarding State Hold timer : Not Running
GR Neighbors : 1

Neighbor ID Up Connect Count Liveness Timer Recovery Timer
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192.168.0.1 Y 1 - -

Related Commands Command Description

show mpls ldp forwarding, on page 95 Displays the contents of the LDP forwarding database.

show mpls ldp graceful-restart, on page 100 | Displays information related to graceful restart.

show mpls Idp neighbor, on page 108 Displays information about LDP neighbors.
show mpls 1dp parameters, on page 118 Displays current LDP parameter settings.
show mpls Idp summary, on page 127 Displays summarized information regarding the LDP process.
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session holdtime (MPLS LDP)

To change the time for which an Label Distribution Protocol (LDP) session is maintained in the absence of
LDP messages from the session peer, use the session holdtime command in MPLS LDP configuration mode.
To return to the default behavior, use the no form of this command.

session holdtime seconds

Syntax Description soonds Time, in seconds, that an LDP session is maintained in the absence of LDP messages from the
session peer. Range is 15 to 65535.

Command Default seconds: 180

Command Modes MPLS LDP configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to change the hold time of LDP sessions to 30 seconds:
RP/0/RP0O/CPUO:router (config-1dp) # session holdtime 30
Related Commands Command Description

show mpls ldp parameters, on page 118 | Displays current LDP parameter settings.
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. hw-module I3 feature mpls-over-udp-decap enable

hw-module I3 feature mpls-over-udp-decap enable

Command Default

Command Modes

To enable UDP decapsulation of UDP-encapsulated MPLS traffic on the ASR 9000 Series router, configure
the hw-module|3 feature mpls-over-udp-decap enable command in Global Configuration mode. To return
to the default behavior, use the no form of this command.

hw-module |3 feature mpls-over-udp-decap enable

This command has no keywords or arguments.
UDP decapsulation function is disabled.

Global Configuration mode

Command History

Usage Guidelines

Release Modification
Release This command was introduced.
7.0.1

When you enable this command on a WAN edge ASR 9000 Series router, the UDP header is removed from
UDP-encapsulated MPLS traffic. Based on the MPLS label, the traffic is forwarded towards the destination.
If you don’t enable this function, the WAN edge router drops the UDP-encapsulated MPLS traffic it receives.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to configure UDP decapsulation function:

Router# configure
Router (config) # hw-module 13 feature mpls-over-udp-decap enable
Router (config) # commit
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igp auto-config disable

To disable Label Distribution Protocol (LDP) auto-configuration, use the igp auto-config disable command
in MPLS LDP interface configuration mode. To return to the default behavior, use the no form of this command.

Syntax Description

Command Default

Command Modes

igp auto-config disable

igp auto-config disable .

This command has no arguments or keywords.

No default behavior or values

MPLS LDP interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.5.0 This command was
introduced.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

IGP auto-configuration can be enabled on ISIS and OSPF. Configuration details are described in Cisco 10S
XR Routing Configuration Guide for the CRS-1 Router.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to disable LDP auto-configuration on POS 0/1/0/3:

RP/0/RPO/CPUO:router (config) # mpls ldp
RP/0/RP0O/CPUO:router (config-1dp) # interface pos 0/1/0/3
RP/0/RP0/CPUO:router (config-1dp-if)# igp auto-config disable

Related Commands

Command

Description

show mpls ldp interface, on page 105

Displays information about LDP-enabled interfaces.
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igp sync delay

To enable Label Distribution Protocol (LDP) Interior Gateway Protocol (IGP) sync delay timer feature, use
the igp sync delay command in MPLS LDP configuration mode. To return to the default behavior, use the
no form of this command.

igp sync delay seconds

Syntax Description sonds  Time, in seconds, that declaration of LDP sync state being up is delayed after session establishment
upon link coming up. Range is 5 to 300.

Command Default LDP does not delay declaration of sync up and notifies IGP as soon as sync up conditions are met for a link.

Command Modes MPLS LDP configuration

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines * By default, LDP declares LDP sync up as soon as all the requisite conditions are met, namely:

* LDP session is up.
» LDP has sent all its label bindings to at least one peer.
* LDP has received at least one label binding from a peer.

This minimizes traffic loss on link up but can still lead to substantial traffic loss under certain circumstances
(for example, when interoperating with an LSR with ordered mode operation). It may be necessary to
delay declaration of sync up after the session comes up by configuring a timeout period.

» When the graceful-restart event is configured, the IGP sync delay timer does not take effect.

Task ID Task ID Operations

mpls-ldp read,
write

. MPLS Command Reference for the Cisco CRS Router



| MPLS Label Distribution Protocol Commands
igp sync delay .

Examples The following example shows how to configure LDP to delay declaration of sync-up to 30 seconds:
RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls ldp
RP/0/RP0O/CPUO:router (config-1dp)# igp sync delay 30

Related Commands | Command Description

show mpls ldp igp sync, on page 102 | Displays LDP IGP sync information for link(s).
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Igp sync delay on-proc-restart

To delay the declaration of synchronization events to the Interior Gateway Protocol (IGP) when the label
distribution protocol (LDP) fails or restarts, use the igp sync delay on-proc restart command in MPLS LDP
configuration mode. To return to the default behavior, use the no form of this command.

igp sync delay on-proc restart seconds

Syntax Description

Command Default

Command Modes

sonds  Time, in seconds, duration of process-level delay for synchronization events when the LDP fails or
restarts. Range is from 60 to 600.

This command is disabled by default.

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

The igp sync delay on-proc restart command enables a process-level delay for synchronization events when
the LDP fails or restarts. This delay defers the sending of sync-up events to the IGP until most or all the LDP
sessions converge and also allows the LDP to stabilize. This allows the LDP process failure to be less stressful
because IGPs receive all the sync-up events in bulk. This means that the IGP is required to run the shortest

path first (SPF) and link-state advertisements (LSAs) only one time with an overall view of the sync-up events.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to configure LDP to delay the declaration of synchronization
events to IGP by 60 seconds:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls ldp
RP/0/RPO/CPUO:router (config-1dp) # igp sync delay on-proc restart 60

The following example shows the status following execution of the command:

RP/0/RPO/CPUO:router# show mpls 1ldp igp sync

Process Restart Sync Delay: 60 sec, Gloal timer running (15 sec remaining)
GigabitEthernet0/3/0/2:
Sync status: Deferred
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When the timer is not running, the output displays the following:

Process Restart Sync Delay: 60 sec, Global timer not running

Related Commands Command Description

show mpls ldp igp sync, on page 102 | Displays LDP IGP sync information for link(s).

MPLS Command Reference for the Cisco CRS Router .



MPLS Label Distribution Protocol Commands |
[l interface (MPLS LDP)

interface (MPLS LDP)

To configure or enable Multiprotocol Label Switching (MPLS) Label Distribution Protocol (LDP) on an
interface, use the interface command in MPLS LDP configuration mode. To return to the default behavior,
use the nNo form of this command.

interface type interface-path-id

Syntax Description type Interface type. For more
information, use the question mark
(?) online help function.

interface-path-id Physical interface or a virtual
interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

Command Default No default behavior or values

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The tunnel-ip interface example was added to show that MPLS LDP is supported over GRE
tunnels.
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Usage Guidelines

\}

interface (MPLS LDP) [

When you configure LDP on an interface, the LDP process begins neighbor discovery, sending link hello
messages on the interface. This can result in a session setup with discovered neighbors. When LDP is enabled
on tunnel-te interfaces, targeted discovery procedures apply.

LDP interface configuration supports forward reference; accordingly, it is possible to configure a nonexisting
interface under LDP.

Note

You cannot enable LDP on loopback interfaces.

MPLS LDP is supported over Generic Route Encapsulation (GRE) tunnels by configuring the tunnel-ip
interface. LDP establishes a link session (as opposed to a targeted LDP session) over the GRE tunnel.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to configure LDP on POS interface 0/1/0/0:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls ldp
RP/0/RP0O/CPUO:router (config-1dp) # interface POS 0/1/0/0
RP/0/RP0O/CPUO:router (config-1dp-if) #

The following example shows how to configure LDP on an MPLS TE tunnel:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls ldp
RP/0/RP0/CPUO:router (config-1dp) # interface tunnel-te 123
RP/0/RPO/CPUO:router (config-1ldp-if) #

The following example shows how to configure MPLS LDP over GRE tunnels:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls ldp
RP/0/RPO/CPUO:router (config-1dp) # interface tunnel-ip 1
RP/0/RPO/CPUO:router (config-1ldp-if) #

Related Commands

Command Description

show mpls ldp parameters, on page 118 | Displays current LDP parameter settings.

show mpls Idp neighbor, on page 108 | Displays LDP neighbor session parameters.
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I2vpn neighbor all Idp flap

To flap the LDP sessions in order to enable interoperability with the peer router which does not support label
request, use the 12vpn neighbor all Idp flap command in Global Configuration mode.

To return to the default behavior, use the no form of this command.

[2vpn neighbor all Idp flap

Syntax Description ~ This command has no arguments or keywords.

Command Default None

Command Modes Global Configuration mode

Command History Release Modification
Release This command was introduced.
434

Usage Guidelines Configuring the |2vpn neighbor all Idp flap command flaps all the LDP sessions when a route processor fail

over (RPFO) occurs.
Task ID Task  Operation
ID
12vpn read,
write

The following example shows how to flap the LDP sessions:

RP/0/RP0O/CPUO: router#config
RP/0/RP0O/CPUO:router#l2vpn neighbor all 1ldp flap
RP/0/RP0/CPUO: router#commit
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label accept .

label accept

To control the receipt of labels (remote bindings) for a set of prefixes from a peer, use the label accept
command in MPLS LDP configuration mode. To return to the default behavior, use the no form of this
command.

label accept for prefix-acl from ip-address

Syntax Description

Command Default

Command Modes

for prefix-acl Accepts and retains remote bindings for prefixes that are permitted by the prefix access
list prefix-acl argument.

from ip-address Displays the peer IP address.

LDP accepts and retains label bindings for all prefixes from all peers.

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

By default, LDP accepts labels (as remote bindings) for all prefixes from all its peers. To save resources (such
as memory) configure the access list to specify label and binding acceptance for a set of prefixes from a peer.

If the inbound label filtering policy changes such that it now allows previously denied prefixes from a peer,
you must reset the LDP session with the peer using the clear mplsIdp neighbor command.

LDP supports IPv4 standard access lists only.

Note

Label acceptance control is also referred to as LDP inbound label filtering.

Task ID

Task ID Operations

mpls-ldp read,
write
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Examples The following example shows how to configure inbound label filtering policy. In this example, an

LSR is configured to accept and retain label bindings for prefixes 192.168.1.1 (pfx_acl 1) from peer
10.0.0.1, prefix 192.168.2.2 (pfx_acl_2) from peer 172.16.0.1, and prefixes 192.168.1.1, 192.168.2.2,
192.168.3.3 (pfx_acl 3) from peer 209.165.201.1:

RP/0/RPO/CPUO:router (config-1dp) # label accept

RP/0/RP0O/CPUO:router (config-ldp-lbl-acpt) # for pfx_acl 1 from 10.0.0.1
RP/0/RP0O/CPUO:router (config-ldp-lbl-acpt)# for pfx acl 2 from 172.16.0.1
RP/0/RPO/CPUO:router (config-ldp-1lbl-acpt)# for pfx acl 3 from 209.165.201.1

Related Commands | Command Description

label advertise, on page 45 Controls advertisement of LDP local label bindings (outbound label
filtering).

show mpls I1dp bindings, on page 82 | Displays LDP binding information.
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label advertise

To control the advertisement of local labels, use the label advertise command in MPLS LDP configuration
mode. To return to the default behavior, use the no form of this command.

label advertise .

label advertise [disable|for prefix-acl [to peer-acl] | interface type interface-path-id]

Syntax Description

Command Default

Command Modes

disable (Optional) Disables label advertisement to all peers for all prefixes.

for prefix-acl (Optional) Specifies prefix destinations for which labels will be advertised.

to peer-acl (Optional) Specifies which LDP neighbors will receive label advertisements.

interface (Optional) Specifies an interface for label allocation and advertisement of its interface
IP address.

type Interface type. For more information, use the question mark (?) online help function.

interface-path-id

Physical interface or a virtual interface.

Note Use the show interfaces command to see a list of all possible interfaces
currently configured on the router.

For more information about the syntax for the router, use the question mark (?) online
help function.

LDP advertises labels for all known prefixes to all peers. LDP does not advertise labels for local interfaces
addresses other than Loopback interfaces.

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.2  This command was introduced.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

The label advertise command determines how the label switch router (LSR) advertises local labels. The
following rules describe the effects of running multiple commands:
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» Every command has a prefix-acl or peer-acl pair associated with it, as follows:

* In the absence of the for or to keywords, the access list pair is (none, none).

» When using the for keyword without the to keyword, the access list is (prefix-acl, none).

* A prefix can have a maximum of one (prefix-acl, peer-acl) pair, as follows:

* A (prefix-acl, peer-acl) pair applies to a prefix only if the prefix-acl matches the prefix. A match
occurs if the prefix-acl permits the prefix.

« If more than one (prefix-acl, peer-acl) pair from multiple label advertise commands matches a
prefix, the (prefix-acl, peer-acl) pair in the first command applies to the prefix. The order in which
the label advertise commands are processed is sorted based on the ACL names in a
MIB-lexicographical way (shorter ACL name length will be processed first, if two ACLs are of
equal length, then dictionary ordering is used).

* When an LSR is ready to advertise a label for a prefix, the LSR determines whether a (prefix-acl, peer-acl)
pair applies to the prefix.

« If none applies, and if the disable keyword has been configured for the command, the label for the
prefix is not advertised to any peer; otherwise, the label is advertised to all peers.

* If a (prefix-acl, peer-acl) pair applies to the prefix, and if the prefix-acl denies the prefix, the label
is not advertised to the peers defined in the peer-acl. Nevertheless, the prefix may be matched in
subsequent (prefix-acl, peer-acl) entries and advertised to other peers.

« If (prefix-acl, peer-acl) pair applies to the prefix and if the prefix-acl denies the prefix, the label is
not advertised to peers defined in the peer-acl. Nevertheless, the prefix may be matched in subsequent
(prefix-acl, peer-acl) entries and advertised to other peers.

« If the prefix-acl permits the prefix and there is a peer-acl, the label is advertised to all peers permitted
by the peer-acl.

Normally, LDP advertises labels for non-BGP routes present in the routing table. Additionally, LDP
advertises labels from /32 IP addresses on Loopback interfaces and does not advertise /32 addresses for
other non-Loopback interfaces. To control advertisement of labels for /32 IP addresses on these interfaces,
use the label advertise interface command.

LDP supports IPv4 standard access lists only.

A\

Note Label advertisement control is also referred to as LDP outbound label
filtering.

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to disable advertisement of all locally assigned labels to all peers:
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RP/0/RP0O/CPUO:
RP/0/RPO/CPUO:

label advertise .

router (config-1dp) # label advertise
router (config-ldp-1bl-advt) # disable

The following example shows how to send labels only for prefixes 10.1.1.0 and 20.1.1.0 to all peers:

RP/0/RP0O/CPUO
RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO

RP/0/RP0/CPUO
RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO

:router (config) # ipv4 access-list pfx _acl 1
:router (config-ipvé4-acl) # permit 10.1.1.0
:router (config-ipv4-acl)# permit 20.1.1.0

:router (config-1dp) # label advertise
:router (config-ldp-lbl-advt) # disable
:router (config-ldp-lbl-advt) # for pfx acl_1

The following example shows how to send labels for prefix 10.0.0.0 to peers 10.1.1.1 and 10.2.2.2,
labels for prefix 20.0.0.0 to peer 20.1.1.1, and labels for all other prefixes to all other peers:

RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO

RP/0/RP0O/CPUO
RP/0/RP0O/CPUOQ

RP/0/RP0O/CPUO
RP/0/RP0/CPUO
RP/0/RP0O/CPUOQ

RP/0/RP0O/CPUO
RP/0/RP0/CPUO

RP/0/RP0O/CPUO
RP/0/RP0O/CPUO
RP/0/RP0O/CPUOQ

:router (config) # ipv4 access-list pfx acl_10
:router (config-ipvé4-acl)# permit 10.0.0.0

:router (config) # ipv4 access-list pfx acl_20
:router (config-ipvé4-acl) # permit 20.0.0.0

:router (config) # ipv4 access-list peer_acl_10
:router (config-ipvé4-acl)# permit 10.1.1.1
:router (config-ipvéd-acl) # permit 10.2.2.2

:router (config) # ipv4 access-list peer_ acl_ 20
:router (config-ipvéd-acl)# permit 20.1.1.1

:router (config-1dp) # label advertise
:router (config-ldp-lbl-advt)# for pfx acl_10 to peer_ acl_10
:router (config-ldp-lbl-advt)# for pfx acl_ 20 to peer_acl_20

Note

To advertise pfx_acl 10 to peer_acl 10 and pfx_acl 20 to peer_acl 20 and disable all other
advertisements to all other peers, include the disable keyword with the label advertise command.

The following example shows how to use the interface keyword to advertise /32 IP address for POS

0/1/0/0:

RP/0/RP0O/CPUO:
RP/0/RP0O/CPUO:

router (config-1dp) # label advertise
router (config-ldp-lbl-advt) # interface POS 0/1/0/0

Related Commands

Command

Description

show mpls 1dp neighbor, on page 108

Displays information about LDP neighbors.

show mpls Idp bindings, on page 82

Displays information about LDP label bindings.
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label allocate

To control allocation of local label only for a set of prefixes, use the label allocate command in MPLS LDP
configuration mode. To return to the default behavior, use the no form of this command.

label allocate for prefix-acl | host-routes

Syntax Description

Command Default

Command Modes

for Specifies set of prefixes for which local label needs to be allocated.

prefix-acl 1P access-list name or number. Range is from 1 to 99.

hogt-routes Allocates the label for host routes only.

LDP allocates local label for all learned routes (prefixes).

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The host-routeskeyword was added.

Local label allocation control lets you override the default label allocation policy and provides many benefits,
including reduced memory usage and fewer forwarding and network updates.

By default, LDP allocates local labels for all learned routes. There are times when you may want to limit label
allocation for a given set of prefixes; for example, when using LDP in the core network to provide MPLS
transport from one edge to another edge. In such cases, it is necessary to set up label switch packets (LSPs)
for Loopback /32 addresses for provider edge (PE) routers (rendering it unnecessary to allocate and advertise
local labels for other Interior Gateway Protocol (IGP) prefixes).

LDP supports IPv4 standard access lists only.

Task ID

Task ID Operations

mpls-ldp read,
write
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Examples The following example shows how to configure LDP to limit allocation of local labels to prefixes

192.168.1.1, 192.168.2.2, and 192.168.3.3 only:

RP/0/RPO/CPUO:router (config)# ipv4 access-list pfx acl 1
RP/0/RP0O/CPUO:router (config-ipvd-acl) # permit 192.168.1.1
RP/0/RP0/CPUO:router (config-ipv4d-acl) # permit 192.168.2.2
RP/0/RPO/CPUO:router (config-ipv4-acl) # permit 192.168.3.3

RP/0/RP0O/CPUO:router (config-1dp) # label allocate for pfx _acl_1

Related Commands | Command Description

show mpls Idp bindings, on page 82 | Displays information about LDP label bindings.

show mpls Idp forwarding, on page 95 | Displays the contents of the LDP forwarding database.

MPLS Command Reference for the Cisco CRS Router .



MPLS Label Distribution Protocol Commands |
. log graceful-restart

log graceful-restart

To set up notification describing graceful-restart (GR) session events, use the log graceful-restart command
in MPLS LDP configuration mode. To return to the default behavior, use the no form of this command.

log graceful-restart

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes MPLS LDP configuration

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines Use the log graceful-restart command to receive a syslog/console message when a graceful restart-related
session event occurs, including LDP graceful restart session disconnection, reconnection, and timeout.
S

Note A logging message is issued upon graceful restart session events.

Task ID Task ID Operations
mplsldp read,
write
Examples The following example shows how to enable logging messages for graceful restart session events:

RP/0/RP0O/CPUO:router (config-1dp) # log graceful-restart

The following sample output shows the logging events that can be displayed on the console:
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RP/0/RP0O/CPUO:router: mpls 1dp[340]: S$ROUTING-LDP-5-GR : GR session 4.4.4.4:0 (instance 1)
disconnected

RP/0/RP0O/CPUO:router: mpls 1dp[340]: $ROUTING-LDP-5-GR : GR session 4.4.4.4:0 (instance 2)
reconnected

RP/0/RP0O/CPUO:router: mpls 1dp[340]: $ROUTING-LDP-5-GR : GR session 5.5.5.5:0 (instance 3)
timed out

RP/0/RP0O/CPUO:router: mpls_1dp[336]: %ROUTING-LDP-5-GR_RESTART COMPLETE : GR forwarding
state hold timer has expired

Related Commands Command Description

show mpls Idp neighbor, on page 108 Displays information about LDP neighbors.

show mpls ldp graceful-restart, on page 100 | Displays information about LDP GR sessions.
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log neighbor

Syntax Description

Command Default

Command Modes

To enable logging of notices describing session changes, use the log neighbor command in MPLS LDP
configuration mode. To return to the default behavior, use the no form of this command.

log neighbor
This command has no arguments or keywords.
No default behavior or values

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 The log neighbor command replaced the former log neighbor changes command.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Use the log neighbor command to receive a syslog or console message when a neighbor goes up or down.

Task ID

Examples

\}

Task ID Operations

mpls-ldp read,
write

The following example shows how to enable logging messages for neighbor session up and down
events:

RP/0/RP0O/CPUO:router (config-1ldp) # log neighbor

Note

A logging message is issued when an LDP session state changes from up to down (and down to up).
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log neighbor .

The following shows sample output of logging events that can be displayed on the console:

RP/0/RP0O/CPUO:router:10 21:11:32.111:mpls 1dp[113]:%LDP-5-NBR CHANGE: Nbr 10.44.44.44:0,
DOWN

Related Commands

Command

Description

show mpls 1dp neighbor, on page 108

Displays information about LDP neighbors.
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log nsr

Syntax Description

Command Default

Command Modes

MPLS Label Distribution Protocol Commands |

To enable logging of nonstop routing (NSR) synchronization events, use the log nsr command in MPLS LDP
configuration mode. To return to the default behavior, use the no form of this command.

log nsr
This command has no arguments or keywords.
No default behavior or values

MPLS LDP configuration

Command History

Release Modification

Release 3.6.0 This command was
introduced.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to enable logging of NSR synchronization events:

RP/0/RPO/CPUO:router (config-1dp) # log nsr

. MPLS Command Reference for the Cisco CRS Router



| MPLS Label Distribution Protocol Commands

log session-protection .

log session-protection

Syntax Description

Command Default

Command Modes

To enable logging of notices describing LDP session protection events, use the log session-protection command
in MPLS LDP configuration mode. To return to the default behavior, use the no form of this command.

log session-protection
This command has no arguments or keywords.
No default behavior or values

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Use the log session-protection command to receive a syslog or console message when LDP session protection
event occurs. These events include LDP session protection initiation, recovery, and timeout.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to enable logging messages for session protection events:

RP/0/RPO/CPUO:router (config-1dp) # log session-protection

Note

Logging messages are issued when session protection events occur.

The following sample output shows the logging events that are displayed on the console:
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. log session-protection

RP/0/RP0O/CPUO:router:Apr 21 12:15:01.742: mpls_ 1dp[315] :%ROUTING-LDP-5-SESSION PROTECTION:
Session hold up initiated for peer 4.4.4.4:0

RP/0/RP0O/CPUO:router:Apr 21 12:18:04.987: mpls_ 1dp[315] :%$ROUTING-LDP-5-SESSION PROTECTION:
Session recovery succeeded for peer 4.4.4.4:0

Related Commands Command Description

show mpls 1dp neighbor, on page 108 | Displays information about LDP neighbors.
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make-before-hreak

To enable Multicast Label Distribution Protocol (MLDP) make-before-break (MBB) support, use
make-before-break command in MPLS LDP MLDP configuration.

address-family ipv4 make-before-break
[delay seconds|route-policy name]

Syntax Description  delay seconds (Optional) Specifies the MBB forwarding delay in seconds. Range is 0 to 600.

route-policy name (Optional) Specifies the route policy name.

Command Default No default behavior or values

Command Modes MPLS LDP MLDP configuration

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read,
write

Example

The following example shows how to enable MLDP MBB support:

RP/0/RPO/CPUO:router (config-ldp-mldp) # address-family ipv4 make-before-break
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Bl midp disable

mldp disable

To disable Multicast Label Distribution Protocol (MLDP) on Label Distribution Protocol (LDP) enabled
interfaces, use mldp disable command in MPLS LDP configuration mode.

interface type interface-path-id address-family ipv4 |ipv6 igp midp disable

Syntax Description interface type Interface type. For more information, use the question mark (?) online help function.

interface-path-id  Physical interface or a virtual interface.

Note Use the show interfaces command to see a list of all possible interfaces
currently configured on the router.

For more information about the syntax for the router, use the question mark (?) online
help function.

Command Default No default behavior or values

Command Modes MPLS LDP configuration

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read

Example

The following example shows how to disable MLDP on a LDP enabled interface:

RP/0/RPO/CPUO:router (config-ldp-if-af)# igp mldp disable

. MPLS Command Reference for the Cisco CRS Router



| MPLS Label Distribution Protocol Commands

mldp logging notifications .

mldp logging notifications

Syntax Description

Command Default

Command Modes

To enable Multicast Label Distribution Protocol (MLDP) system log notifications, use the mldp logging
notifications command in MPLS LDP MLDP configuration mode. To disable this function, use the no form
of this command.

mldp logging notifications

This command has no arguments or keywords.

No default behavior or values

MPLS LDP MLDP configuration

Command History

Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID Operation

mpls-ldp read

Example

The following example shows how to enable MLDP system log notifications:

RP/0/RP0O/CPUO:router (config-1dp) # mldp logging notifications
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. mofrr

mofrr

To enable Multicast Label Distribution Protocol (MLDP) multicast only fast reroute (MoFRR) support, use
mofrr command in MPLS LDP MLDP configuration.

address-family ipv4 mofrr [route-policy name]

Syntax Description route-policy name (Optional) Specifies the route policy name.

Command Default No default behavior or values

Command Modes MPLS LDP MLDP configuration

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read

Example

The following example shows how to enable MLDP MoFRR support:

RP/0/RP0/CPUO:router (config-ldp-mldp) # address-family ipv4 mofrr
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mpls Idp .

mpls Idp

To enter MPLS Label Distribution Protocol (LDP) configuration mode, use the mplsldp command in Global
Configuration mode.

mplsldp

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes Global Configuration mode

Command History Release Modification

Release 3.9.0 This command was
introduced.

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to MPLS LDP configuration mode:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls ldp
RP/0/RP0/CPUO:router (config-1dp)
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. mpls Isd app-reg-delay disable

mpls Isd app-reg-delay disable

Allows LDP to allocate labels with out any delay if segment routing will not be configured. By default, MPLS
Label Switching Database (LSD) waits for segment routing enabled IGPs to allocate labels first because of
their global significance. LSD allows LDP to allocate labels only after segment routing enabled IGPs complete
label allocation. If segment routing will not be configured, this leads to additional delay and may cause traffic
drops after router reload. This command avoids the delay in label allocation.

mplslsd app-reg-delay disable

This command has no arguments or keywords.

Command Default:

No default behavior or values

Command Modes:

Global Configuration mode

Release Modification

Release 5.3.3 This command was introduced.
Usage Guidelines No specific guidelines impact the use of this command.

Task ID Operations

mpls-1dp read, write

The following example shows how to configure mpls|sd app-reg-delay disable command:

RP/0/RSPO/CPUO:router# configure
RP/0/RSPO/CPUO:router (config) # mpls lsd app-reg-delay disable
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neighbor dual-stack tlv-compliance

Syntax Description

Command Default

Command Modes

To configure dual-stack TLV compliance check, use the neighbor dual-stack tlv-compliance command in
MPLS LDP configuration mode. To return to the default behavior, use the no form of this command.

neighbor dual-stack tlv-compliance
no neighbor dual-stack tlv-compliance

This command has no arguments or keywords.
Compliance check is disabled by default.

MPLS LDP configuration

Command History

Usage Guidelines

Release = Modification

Release This command was introduced.
6.0

No specific guidelines impact the use of this command.

Task ID

Task ID Operation

mpls-ldp read,
write

Example

The following example shows how to configure dual-stack TLV compliance check:

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls ldp
RP/0/RP0/CPUO:router (config-1dp) # neighbor dual-stack tlv-compliance
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. neighbor dual-stack transport-connection max-wait

neighbor dual-stack transport-connection max-wait

To configure the maximum time (in seconds) the preferred address family connection must wait to establish
before resorting to non-preferred address family or FCFS, use the neighbor dual-stack transport-connection
max-wait command in MPLS LDP configuration mode.

neighbor dual-stack transport-connection max-wait seconds

Syntax Description seconds  Specifies the maximum wait time in seconds for preferred transport connection establishment.
The range is from 0 to 60. Zero indicates no preference.

Command Default No default behavior or values

Command Modes MPLS LDP configuration

Command History Release Modification
Release This command was introduced.
5.3.0
Task ID Task ID Operation
mpls  read,
1dp write
Example

The following example shows how to configure the maximum wait time for preferred transport
connection establishment:

RP/0/0/CPUO:ios#configure
RP/0/0/CPUO:ios (config) #mpls ldp
RP/0/0/CPUO:ios (config-1dp) #neighbor dual-stack transport-connection max-wait 5
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neighbor dual-stack transport-connection prefer ipv4 for-peers .

neighbor dual-stack transport-connection prefer ipv4 for-peers

To configure preferred transport as [Pv4 for set of peers to establish TCP connection in a dual-stack setup,
use the neighbor dual-stack transport-connection prefer ipv4 for-peers command in the MPLS LDP
configuration mode.

neighbor dual-stack transport-connection prefer ipv4 for-peers access-ist

Syntax Description

Command Default

Command Modes

access-list  IPv4 access-list (specifies peer LSR IDs in A.B.C.D format).

No default behavior or values

MPLS LDP configuration

Command History

Release Modification
Release This command was introduced.
5.3.0

Task ID

Task ID Operation

mpls  read,
ldp write

Example

The following example shows how to configure preferred transport as IPv4 for set of peers:
RP/0/0/CPUQO:ios#configure

RP/0/0/CPUO:ios (config) #mpls 1ldp

RP/0/0/CPUO:i0s (config-1ldp) #neighbor dual-stack transport-connection prefer ipv4 for-peers
3.3.3.3
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neighbor password

To configure password authentication using the TCP Message Digest 5 (MDS5) option for a neighbor, use the
neighbor password command in MPLS LDP configuration mode. To return to the default behavior, use the
no form of this command.

[vrf vrf-name] neighbor Idp-id password clear | disable|encrypted password
no [vrf vrf-name] neighbor ldp-id password

Syntax Description

Command Default

Command Modes

vrf vrf-name (Optional) Specifies the VRF name.

Idp-id LDP ID of neighbor in A.B.C.D:0
format.

clear Clears the password for the

encyrption parameter to specify that
an unencrypted password will

follow.

disable Disables the global password from
the specified neighbor.

encrypted Specifies that an encrypted

password will follow.

password (Clear text) Encrypted or
unencrypted password string.

LDP sessions are negotiated without any password (and MDS5).

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced.

Release 3.2  The command was changed to use clear and encrypted instead of the numbers0/7 .

Release 3.8.0 The command functionality was modified in the way the neighbor password command was
being used for configuring global default passwords.

Release 5.1.1 The vrf and disable keywords were added.

This security feature is enabled per neighbor, so that a session establishment attempt is allowed only when a
password match has been configured. This option must be configured so that both peer passwords match.

To override the default password for a specific neighbor, use the neighbor Idp-id passwor d command, where
the ldp-id argument is the LDP ID of the neighbor.
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\}

neighbor password .

Note

The global default password must be configured before being able to override the default password for a

specific neighbor.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to configure the password abc for neighbor 10.20.20.20:

RP/0/RP0/CPUO:router (config-1dp) # neighbor 10.20.20.20:0 password clear abc

Related Commands

Command

Description

neighbor targeted, on page 69

Configures transmission of targeted hellos towards a neighbor.
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. neighbor password disable

neighbor password disable

To override an individual neighbor which requires no password, use the neighbor passwor d disable command
in MPLS LDP configuration mode.

neighbor |P-address password disable

Syntax Description

Command Default

Command Modes

IP-address Neighbor IP
address.

LDP sessions are negotiated without any password (and MDS5).

MPLS LDP configuration

Command History

Usage Guidelines

\}

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

The system uses the global password to compute each neighbor's effective password and overrides the global
password with the individual neighbor password, if configured. The session remains stable if you shift from
an individual neighbor password to an equal global password. However, if the effective password changes
during configuration, the session might be rendered unstable.

Note

You must configure the password for an individual neighbor using the neighbor’s LSR ID.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to override the individual password abc, for the neighbor:

RP/0/RP0/CPUO:router (config-1dp) # neighbor 10.20.20.20 password disable abc
RP/0/RP0O/CPUO:router (config-1dp) #

. MPLS Command Reference for the Cisco CRS Router



| MPLS Label Distribution Protocol Commands

neighbor targeted

To configure transmission of targeted hellos toward a neighbor for setting up an LDP session, use the neighbor
targeted command in MPLS LDP configuration mode. To return to the default behavior, use the no form of

this command.

neighbor targeted .

address-family ipv4 |ipv6 neighbor IP address targeted
no address-family ipv4 |ipv6 neighbor IP address targeted

Syntax Description

Command Default

Command Modes

IP Neighbor IP address.

address

ipv4 Specifies IP version 4 address family.
ipv6 Specifies IP version 6 address family.

No default behavior or values

MPLS LDP configuration

Command History

Release Modification

Release 3.3.0 This command was introduced.

Release 5.3.0 The ipv6 keyword was added.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to set up a targeted discovery session for neighbor 200.1.1.1:

RP/0/RP0/CPUO:router (config-1dp) # neighbor 200.1.1.1 targeted

Related Commands

Command

Description

neighbor password, on page 66

Configures password authentication using MD5.

show mpls ldp neighbor, on page 108

Displays information about LDP neighbors.

show mpls 1dp discovery, on page 90

Displays information about LDP discovery sources.
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nsr (MPLS-LDP)

Syntax Description

Command Default

Command Modes

To configure nonstop routing for LDP protocols in the event of a disruption in service, use the NSt command
in MPLS LDP configuration mode. To return to the default behavior, use the no form of this command.

nsr
no nsr

This command has no arguments or keywords.
By default, MPLS LDP NSR is disabled.

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.6.0 This command was
introduced.

A disruption in service may include any of the following events:

* Route processor (RP) or distributed route processor (DRP) failover
* LDP process restart

* In-service system upgrade (ISSU)

* Minimum disruption restart (MDR)

Enabling NSR causes events such as these to be invisible to the routing peers and provide minimal service
disruption.

Note

The LDP Process restart is supported by NSR only if the NSR process-failures switchover is configured, else
the process restart causes the session to be unstable.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to enable MPLS LDP NSR:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls ldp
RP/0/RPO/CPUO:router (config-1dp) # nsr
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nsr (MPLS-LDP) [}

Related Commands | Command Description

nsr process-failures switchover Configures switchover as a recovery action for active instances to
switch over to a standby RP or a DRP, to maintain NSR. For more
information, see Cisco |OS XRIP Addresses and Services Command
Reference for the Cisco CRS-1Router.

show mpls Idp neighbor, on page 108 | Displays standby node specific information.
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recursive-fec

To enable Multicast Label Distribution Protocol (MLDP) recursive-fec support, use recur sive-fec command
in MPLS LDP MLDP configuration.

address-family ipv4 recursive-fec [route-policy name]

Syntax Description

Command Default

Command Modes

route-policy name (Optional) Specifies the route policy name.

No default behavior or values

MPLS LDP MLDP configuration

Command History

Usage Guidelines

Release Modification

Release 6.0 This command was introduced.

No specific guidelines impact the use of this command.

Task ID

Task ID Operation

mpls-ldp read

Example

The following example shows how to enable MLDP recursive fec support:

RP/0/RP0/CPUO:router (config-1ldp-mldp) # address-family ipv4 recursive-fec
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redistribute (MPLS LDP)

To redistribute routes from a Border Gateway Protocol (BGP) autonomous system into an MPLS LDP, use
the redistribute command in MPLS LDP configuration mode. To disable route redistribution, use the no
form of this command.

redistribute bgp as as-number | advertise-to access-list-name
noredistribute bgp as as-number | advertise-to access-list-name

Syntax Description

Command Default

Command Modes

bgp Redistributes information from BGP protocols.
as as-number Specifies the BGP autonomous system number.
advertise-to access-list Advertise the redistributed route information.

No default behavior or values

MPLS LDP configuration

Command History

Release Modification
Release This command was introduced.
4.1.0

Task ID

Task ID Operation

MPLS read,
LDP write

The following example shows how to redistribute BGP information to MPLS LDP peers:

RP/0/RPO/CPUO:router (config)# mpls ldp

RP/0/RPO/CPUO:router (config-1dp) # redistribute bgp ?
advertise-to IP access list specifying LDP peers to advertise
as BGP AS-number
<cr>

RP/0/RPO/CPUO:router (config-1dp) # redistribute bgp as 10000

RP/0/RPO/CPUO:router (config-1dp) # commit

RP/0/RPO/CPUO:router# show run mpls ldp | b bgp

bgp
as 10000
|
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router-id (MPLS LDP)

To specify an IPv4 address to act as the router ID, use the router-id command in MPLS LDP configuration
mode. To return to the default behavior, use the no form of this command.

[vrf vrf-name]
router-id lsr-id
no [vrf vrf-name] router-id

Syntax Description  vrf vrf-name (Optional) Specifies the VRF name.

|sr-id LSR ID in A.B.C.D format.

Command Default LDP uses router ID as determined by global router ID agent, IP Address Repository Manager (IP ARM).

Command Modes MPLS LDP configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.4.0 Deprecated interfacekeyword.

Release 5.1.1 The vrf keyword was added.

Usage Guidelines LDP uses the router ID from different sources in the following order:

1. Configured LDP router ID.
2. Global router ID (if configured).

3. Calculated (computed) using the primary IPv4 address of the highest numbered configured loopback
address. We recommend configuring at least one loopback address.

Note We recommend that you configure an IP address for the LDP router-id to avoid unnecessary session flaps.

Task ID Task ID Operations

mpls-ldp read,
write

Examples The following example shows how to specify an LSR ID as the router ID:

RP/0/RP0O/CPUO:router (config-1dp) #router-id 10.0.0.1
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router-id (MPLS LDP) [

Related Commands

Command

Description

show mpls Idp discovery, on page 90

Displays the status of the LDP discovery process.

show mpls Idp neighbor, on page 108

Displays information about LDP neighbors.

show mpls ldp parameters, on page 118

Displays current LDP parameter settings.
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router ospf

To enable Open Shortest Path First (OSPF) LDP IGP synchronization for a specific VRF or a specific VRF
area or a specific VRF area interface, use the router ospf command in Global Configuration mode.

router ospf process-id [vrf vrf-name [area area-idip-address] [interface type interface-path-id]
mpls Idp sync [disable]]

Syntax Description process-id Internally used identification
parameter for an OSPF routing
process. It is locally assigned and
can be any positive integer. A
unique value is assigned for each
OSPF routing process.

vrf vrf-name (Optional) Specifies the name of
the VRF instance to associate with
OSPF VREF processes.

area (Optional) Enters the OSPF area

configuration submode.

area-id Specifies the OSPF area ID as a
decimal value.

ip-address Specifies the OSPF area ID as an
IP address in A.B.C.D format.

interface (Optional) Enters the OSPF
interface configuration submode.

type Interface type. For more
information, use the question mark
(?) online help function.

interface-path-id Physical interface or a virtual
interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

sync Enables LDP IGP synchronization
on the specified interface.
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disable (Optional) Disables MPLS LDP
synchronization.

Command Default No default behavior or values

Command Modes Global Configuration mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read,
write

Example
The following example shows how to enable OSPF LDP IGP synchronization for a specific VRF:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) #router ospf 109
RP/0/RPO/CPUO:router (config-ospf) #

MPLS Command Reference for the Cisco CRS Router .



. session protection

MPLS Label Distribution Protocol Commands |

session protection

To enable the LDP session protection feature for keeping LDP peer session up by means of targeted discovery
following the loss of link discovery with a peer, use the session protection command in MPLS LDP
configuration mode. To return to the default behavior, use the no form of this command.

session protection [duration seconds| infinite] [for peer-acl]
Nno session protection

Syntax Description

Command Default

Command Modes

duration seconds (Optional) Specifies the protection duration, that is, the number of seconds that targeted
discovery should continue following the loss of link discovery to a neighbor. Range is

30 to 21474383.
infinite (Optional) Specifies session protection to last forever after loss of link discovery.
for peer-acl (Optional) Specifies set of LDP peers for which session protection is to be enabled.

By default, session protection is disabled. When enabled without peer-acl and duration, session protection is
provided for all LDP peers and continues for 24 hours after a link discovery loss.

MPLS LDP configuration

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 Default value for duration keyword changed from infinite to 24 hours. The infinite keyword
was added for duration value.

LDP session protection feature allows you to enable the automatic setup of targeted hello adjacencies with
all or a set of peers and specify the duration for which session needs to be maintained using targeted hellos
after loss of link discovery.

LDP supports only [Pv4 standard access lists.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to enable session protection for all discovered peers with unlimited
duration to maintain the session after link discovery loss:

RP/0/RP0O/CPUO:router (config-1dp) # session protection

The following example shows how to enable session protection for a set of peers (as permitted by a
peer ACL) with duration of 30 seconds to maintain the session after link discovery loss:
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RP/0/RP0O/CPUO:router (config-1dp) # session protection for peer acl duration 30

Related Commands | Command Description

show mpls ldp neighbor, on page 108 | Displays information about LDP neighbors.
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show mpls Idp backoff

To display information about the configured session setup backoff parameters and any potential LDP peers
with which session setup attempts are being throttled, use the show mplsldp backoff command in EXEC
mode.

show mpls Idp [vrf vrf-name] backoff [location node-id | standby]

Syntax Description vrf vrf-name (Optional) Displays the VRF information for the specified VRF.

location node-id (Optional) Displays location information for the specified node ID.

standby (Optional) Displays standby-node-specific information.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 5.1.1 The vrf keyword was added.

Usage Guidelines You must enable the MPLS LDP application to use the show mplsldp backoff command.

Task ID Task ID Operations

mpls-ldp read

Examples The following shows a sample output from the show mpls|dp backoff command:

RP/0/RPO/CPUO:router# show mpls ldp backoff

Backoff Time:
Initial:15 sec, Maximum:120 sec

Backoff Table: (2 entries)

LDP Id Backoff (sec) Waiting (sec)
33.33.33.33:0 15 15
11.11.11.11:0 30 30
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show mpls Idp backoff .

This table describes the significant fields shown in the display.

Table 1: show mpls Idp backoff Command Field Descriptions

Field Description
Backoff Time | Initial and maximum backoff time parameters, in seconds.
Backoff List of discovered LDP neighbors for which session setup is being delayed because of previous
Table failures to establish a session due to incompatible configuration. The backoff table incorporates
the following information:
LDPId
Identifies the LDP neighbors.
Backoff (sec)
Specifies the time that the session setup is delayed.
Waiting (sec)
Specifies an approximate time the session setup has been delayed.
Related Commands | Command Description
#unique 65 Configures LDP backoff parameters.

show mpls Idp forwarding, on page 95 | Displays the contents of MPLS forwarding table.

show mpls Idp bindings, on page 82 | Displays the contents of LDP LIB.
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To display the contents of the Label Information Base (LIB), use the show mplsldp bindings command in

EXEC command.

show mplsldp [afi-all] [vrfall] [vrf vrf-name] [ipv4 |ipv6] bindings [prefix/length ]
[advertisement-acls] [brief] [detail] [local] [local-label label [to label]] [local-only] [neighbor
address] [remote-only][remote-label label [to label]] [summary] [location node-id | standby] [all]

Syntax Description afi-all

(Optional) Displays all address
families.

vrf all (Optional) Displays all LDP
configured VRFs.

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.

ipv4 (Optional) Specifies IP version 4
address family.

ipv6 (Optional) Specifies IP version 6
address family.

prefix (Optional) Destination prefix,
written in A.B.C.D format.

length (Optional) Network mask length,

in bits. Range is 0 to 32.

advertisement-acls

(Optional) Displays the label
bindings as applied for
(advertisement) outbound label
filtering ACLs.

brief

(Optional) Displays all the prefixes
in the LDP database.

detail

(Optional) Displays the total counts
of advertised-to and remote-binding
peers in [P address sort order, with
remote bindings in tabular format.

local

(Optional) Displays the local label
bindings.

local-label label [to label]

(Optional) Displays entries
matching local label values. Add
the label to label argument to
indicate the label range.
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Command Default

Command Modes

show mpls Idp bindings .

local-only

(Optional) Displays binding
matches with a local label only.

neighbor address

(Optional) Displays the label
bindings assigned by the selected
neighbor.

remote-only

(Optional) Displays bindings
matches with a remote label only.

remote-label label [to label]

(Optional) Displays entries
matching the label values assigned
by a neighbor router. Add the label
tolabel argument to indicate the
label range. Range is from 0 to
2147483647.

summary

(Optional) Displays a summary of
the contents of the Label
Information Base (LIB).

location node-id

(Optional) Displays location
information for the specified node
ID.

standby

(Optional) Displays
standby-node-specific information.

all

(Optional) Displays the aggregate
summary across LDP processes and
all VRFs.

No default behavior or values

EXEC

Command History

Release Modification

Release 2.0  This command was introduced.

Release 3.2  The advertisement-acls keyword was supported.

Release 3.6.3 The location, standby,remote-only,remote-label, and local-onlykeywords were added.

Release 5.1.1 The following items were added:

* The vrf all keyword was added.
* The vrf keyword was added.

* The ipv4 keyword was added.

* The all keyword was added.

Release 5.3.0 The ipv6 and afi-allkeywords were added.
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Usage Guidelines
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The show mplsIdp bindings command displays local and remote label bindings learned from neighbors for

non-BGP routes (such as IGP prefixes and static routes).

You can choose to view the entire database or a subset of entries according to the following criteria:

\}

* Prefix

* Input or output label values or ranges
* Neighbor advertising the label

Note

The show mplsldp bindings summary command displays summarized information from the LIB and is

used when testing scalability or when deployed in a large scale network.

Task ID

Task ID Operations

mpls-ldp read

Examples

The following sample output displays the contents of the LIB for the default routing domain:

RP/0/RPO/CPUO:router# show mpls ldp bindings

5.43.9.98/32 ,

10.

10.

22

33

.33.33.33/32 ,

5.41.0.0/16 , rev 4
local binding: label:IMP-NULL
No remote bindings
rev 6
local binding: label:IMP-NULL
No remote bindings
0/24 , rev 12
local binding:
remote bindings
1sr:10.255.255.255:0,
1sr:10.256.256.256:0,
0/24 , rev 10
local binding:
remote bindings

10.2.
label:IMP-NULL

10.3.
label:IMP-NULL

1sr:10.255.255.255:0, label:
1sr:10.256.256.256:0, label
.22.22.22/32 , rev 14
local binding: label:16
remote bindings
1sr:10.255.255.255:0, label:
1sr:10.256.256.256:0, label:

rev 2

local binding:

remote bindings
1sr:10.255.255.255:0,
1sr:10.256.256.256:0,

label:IMP-NULL

label

label:
label:

label:
:23

16
IMP-NULL

IMP-NULL

122

17
IMP-NULL

18

The following sample output shows detailed information for the total counts of advertised-to and
remote-binding peers in IP address sort order, with remote bindings for 150.150.150.150/32:

RP/0/RP0/CPUO:router# show mpls ldp bindings 150.150.150.150/32 detail

150.150.150.150/32,

rev 2

Local binding: label: IMP-NULL
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Advertised to: (6 peers)
120.120.120.120:0
150.150.150.3:0

130.130.130.
150.150.150.4:0

Remote bindings: (3 peers)
Peer Label
120.120.120.120:0 27018
130.130.130.130:0 26017
160.160.160.160:0 27274

130:0

150.150.150.1:0

show mpls Idp bindings .

150.150.150.2:0

The following sample output specifies a network number and displays labels learned from label
switched router (LSR) 10.255.255.255 for all networks. The neighbor keyword is used to suppress
the output of remote labels learned from other neighbors:

RP/0/RPO/CPUO:router# show mpls ldp bindings neighbor 10.255.255.255

10.

10.

22

33

44

This table describes the significant fields shown in the display.

10.2.0/24 , rev 12
local binding: label:IMP-NULL
remote bindings

1sr:10.255.255.255, label:16

10.3.0/24 , rev 10
local binding: label:IMP-NULL
remote bindings

1sr:10.255.255.255:0, label:
.22.22.22/32 , rev 14

local binding: label:16
remote bindings

1sr:10.255.255.255:0, label:
.33.33.33/32 , rev 2

local binding: label:IMP-NULL
remote bindings

1sr:10.255.255.255:0, label:
.44.44.44/32 , rev 16

local binding: label:17
remote bindings

1sr:10.255.255.255:0, label:

IMP-NULL

17

18

IMP-NULL

Table 2: show mpls Idp bindings and show mpls Idp bindings neighbor Command Field Descriptions

Field Description

a.b.c.d/n IP prefix and mask for a particular
destination (network/mask).

rev Revision number (rev) that is used
internally to manage label
distribution for this destination.

local binding Locally assigned label for a prefix.
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Field

Description

remote bindings

Outgoing labels for this destination
learned from other LSRs.! Each
item in this list identifies the LSR
from which the outgoing label was
learned and reflects the label
associated with that LSR. Each
LSR in the transmission path is
identified by its LDP identifier.

(rewrite) Binding has been written into
MPLS forwarding and is in use.
(no route) Route is not valid. LDP times it out

before the local binding is deleted.

I Label switched routers.

The following sample output summarizes the content by using the summary keyword:

RP/0/RPO/CPUO:router# show mpls ldp bindings summary

LIB Summary:

Total Prefix : 20
Revision No : Current:34, Advertised:34
Local Bindings : 14

NULL : 10 (implicit:10, explicit:0)

Non-NULL: 4 (lowest:48, highest:51)
Remote Bindings: 24

This table describes the significant fields shown in the display.

Table 3: show mpls Idp bindings summary Command Field Descriptions

Field Description

as no-routes.

Total Prefix Number of prefixes (routes) known to LDP LIB. All invalid and timed-out routes display

been advertised to all peers.

Revision No Current revision number of LIB entries as well as the minimum revision number that has

Local Bindings | Total number of local bindings, with information on how many of them are Null, non-null,
and lowest/highest label assigned or allocated by LDP.

Remote Number of remote bindings.
Bindings

The following sample output shows the access-list advertisement:

RP/0/RP0O/CPUO:router# show mpls ldp bindings advertisement-acls

Advertisement Spec:
Prefix ACL = 'pfx 11'
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show mpls Idp bindings .

Prefix ACL = 'pfx 22'
Prefix ACL = 'pfx 40 1'; Peer ACL = 'peer 11'

5.41.0.0/16 , rev 82
11.11.11.11/32 , rev 69
Advert ACL(s): Prefix ACL 'pfx 11'
20.20.20.20/32 , rev 83
22.22.22.22/32 , rev 78
Advert ACL(s): Prefix ACL 'pfx 22'
40.1.1.0/24 , rev 79
Advert ACL(s): Prefix ACL 'pfx 40 1'; Peer ACL 'peer 11'

This table describes the significant fields shown in the display.

Table 4: show mpls Idp bindings advertisement-acls Command Field Descriptions

Field Description

Advertisement Spec | Lists all prefix and peer access-lists used as outbound label advertisement control.

Advert ACL(s) Lists the first matching rule (if any) for the prefix entry for outbound label advertisement
control (for prefix-acl).

The following sample output shows all the prefixes in the LDP database using the brief keyword:

RP/0/RP0O/CPUO:router# show mpls ldp bindings brief

Prefix Local Advertised Remote Bindings
Label (peers) (peers)
1.1.2.2/32 - 0 1
1.2.3.4/32 16010 396 0
4.4.4.4/32 16004 396 3
10.0.0.0/24 19226 396 395

The following sample output shows that the binding matches with a local label:

RP/0/RP0/CPUO:router# show mpls ldp bindings local-only

10.12.32.2/32, rev 4
Local binding: label: IMP-NULL
No remote bindings

The following sample output shows that the binding matches with a remote label:

RP/0/RP0/CPUO:router# show mpls ldp bindings remote-only

10.26.4.0/24, rev 0O
No local binding
Remote bindings: (1 peers)
Peer Label
10.6.6.6:0 IMP-NULL
10.43.4.0/24, rev 0O
No local binding
Remote bindings: (1 peers)
Peer Label
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10.4.4.4:0 IMP-NULL
10.46.4.0/24, rev O
No local binding

Remote bindings: (2 peers)
Peer Label
10.4.4.4:0 IMP-NULL
10.6.6.6:0 IMP-NULL
Related Commands | Command Description
label accept, on page 43 Configures the LDP remote label
acceptance.
label advertise, on page 45 Configures the LDP local label
advertisement control.
show mpls Idp neighbor, on page 108 Displays information on the LDP
neighbors.
show mpls Idp forwarding, on page 95 Displays the contents of the LDP
forwarding database.

. MPLS Command Reference for the Cisco CRS Router
88




| MPLS Label Distribution Protocol Commands

show mpls ldp capabilities

To display the database capability information for an LDP session, use the show mpls|dp capabilities
command in EXEC mode.

show mplsldp [vrf vrf-name]

show mpls Idp capabilities .

capabilities [detail] [location node-id | standby]

Syntax Description

Command Default

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.
detail (Optional) Displays detailed

database capability information for
an LDP session.

location node-id

(Optional) Displays location
information for the specified node
ID.

standby

(Optional) Displays standby
node-specific information.

No default behavior or values

Command Modes EXEC mode
Command History Release Modification
Release 6.0 This command was introduced

Usage Guidelines

No specific guidelines impact the use of this command.

Task ID

Task ID Operation

mpls-ldp read

Example

The following shows a sample output from the show mpls|dp capabilities command:

RP/0/RP0O/CPUO:router# show mpls ldp capabilities

0x50b
0x3eff
0x508
0x509
0x703

Description

Typed Wildcard FEC

Cisco IOS-XR

MP: Point-to-Multipoint (P2MP)
MP: Multipoint-to-Multipoint
P2MP PW

(MP2MP)

L2VPN-AToM
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show mpls ldp discovery

To display the status of the LDP discovery process, use the show mpls|dp discovery command in EXEC
mode.

show mplsldp [afi-all] [vrf all][vrf vrf-name] [ipv4 |ipv6] discovery [lsr-id ldp-id] [type
interface-path-id | brief | link | targeted | summary [all]] [detail] [location node-id | standby]

Syntax Description afi-all (Optional) Displays all address

families.

vrf all (Optional) Displays all LDP
configured VRFs.

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.

ipv4 (Optional) Specifies IP version 4
address family.

ipv6 (Optional) Specifies IP version 6
address family.

lsr-id (Optional) Neighbor LSR ID in
A.B.C.D format.

Idp-id (Optional) Neighbor LDP ID in

A.B.C.D: format.

type (Optional) Interface type. For more
information, use the question mark
(?7) online help function.

interface-path-id Physical interface or a virtual
interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

brief (Optional) Displays concise
information about a specified
LDP-enabled interface.
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show mpls Idp discovery .

link (Optional) Displays link
information for LDP discovery.

targeted (Optional) Displays targeted
information for LDP discovery.

summary (Optional) Displays summarized
information for LDP discovery.

all (Optional) Displays the aggregate
summary across LDP processes and
all VRFs.

detail (Optional) Displays detailed

information (including, inbound
label filtering, session KAs, and
session protection state) for an LDP

session.

location node-id (Optional) Displays location
information for the specified node
ID.

standby (Optional) Displays standby

node-specific information.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.3.0 The summary keyword was added.

Release 3.6.3 The following items were added:

* The location keyword was added.
* The standby keyword was added.

* Sample output was added for the brief
keyword.

Release 3.9.0 The following items were added:

* The link keyword was added.
* The targeted keyword was added.
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. show mpls Idp discovery

Release Modification

Release 5.1.1 The following items were added:

* The vrf all keyword was added.
* The vrf keyword was added.

* The ipv4 keyword was added.

* The all keyword was added.

Release 5.3.0 The ipv6 and afi-allkeywords were added.

Usage Guidelines

The show mplsldp discovery command shows both link discovery and targeted discovery. When no interface
filter is specified, this command generates a list of interfaces running the LDP discovery process. This command
also displays neighbor discovery information for the default routing domain.

Task ID

Examples

Task ID Operations

mpls-ldp read

The following sample output is from the show mplsldp discovery command:

RP/0/RPO/CPUO:router# show mpls ldp discovery

Local LDP Identifier: 10.44.44.44:0
Discovery Sources:
Interfaces:
POS 0/1/0/0 : xmit/recv
LDP Id: 10.33.33.33:0, Transport address: 10.33.33.33
Hold time: 15 sec (local:15 sec, peer:15 sec)

This table describes the significant fields shown in the display.

Table 5: show mpls Idp discovery Command Field Descriptions

Field Description

Local LDP Identifier | LDP identifier for the local router. An LDP identifier is a 6-byte construct displayed
in the form IP address:number. By convention, the first 4 bytes of the LDP identifier
constitute the router ID; integers, starting with 0, constitute the final two bytes of the
IP address:number construct.

Interfaces Interfaces engaged in LDP discovery activity, as follows:
xmit field

Indicates that the interface is transmitting LDP discovery hello packets.
recv field

indicates that the interface is receiving LDP discovery hello packets.

The LDP identifiers indicate the LDP neighbors discovered on the interface.

Transport Address | Address associated with this LDP peer (advertised in hello messages).
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show mpls Idp discovery .

Field Description
LDPId LDP identifier of the LDP peer.
Hold time State of the forwarding hold timer and its current value.

The following sample output summarizes information for LDP discovery by using the summary
keyword:

RP/0/RPO/CPUO:router# show mpls ldp discovery summary

LDP Identifier: 139.0.0.1:0

Interfaces:
Configured: 2
Enabled N

Discovery:

Hello xmit: 1 (1 link)
Hello recv: 1 (1 link)

This table describes the significant fields shown in the display.

Table 6: show mpls Idp discovery summary Command Field Descriptions

Field Description

LDP The LDP identifier for the local router.

Identifier

Interfaces Summary of interfaces engaged in LDP activity.
Configured

Number of interfaces configured for LDP.

Enabled

Number of interfaces on which LDP is actively enabled and is thus sending LDP hellos,
An interface configured for LDP is enabled only if running IP and not in the down state,

Discovery Summary of LDP discovery process.
Hello xmit

Number of local LDP discovery sources (including link and targeted hellos) emitting
LDP hellos.

Hellorecv

Number of discovered hello sources via link or targeted hello mechanics.

The following sample output shows the MPLS LDP discovery hello information in brief form:

RP/0/RPO/CPUO:router# show mpls 1ldp discovery brief
Local LDP Identifier: 192.168.0.3:0

Discovery Source VRF Name Peer LDP Id Holdtime

Session
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PO0/3/0/2 default 192.168.0.1:0 15 Y
The following sample shows the MPLS LDP afi-all discovery brief command output:

RP/0/0/CPUO:router#show mpls ldp afi-all discovery brief

Local LDP Identifier: 192.168.0.1:0

Discovery Source AFI VRF Name Peer LDP Id Holdtime Session

P0O0/3/0/0 IPv6 default 192.168.0.2:0 15 Y
IPv4 default 192.168.0.2:0 15 Y

PO0/3/0/1 IPv4 default 192.168.0.3:0 15 Y

P0O0/3/0/2 IPv4 default 192.168.0.4:0 15 Y

P0O0/3/0/3 IPv6 default 192.168.0.3:0 15 Y

PO0/3/0/4 IPv6 default 192.168.0.5:0 15 Y

Related Commands | Command Description

#unique 67 Configures LDP link hello parameters.

#unique 20 Configures LDP targeted-hello parameters.

neighbor targeted, on page 69 Configures LDP targeted neighbor.

session protection, on page 78 Configures LDP session protection.

interface (MPLS LDP), on page 40 | Configures LDP on an interface.

show mpls ldp neighbor, on page 108 | Displays information about LDP neighbors.
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show mpls Idp forwarding

show mpls Idp forwarding .

To display the Label Distribution Protocol (LDP) forwarding state installed in MPLS forwarding, use the

show mplsldp forwarding command in EXEC mode.

show mplsldp [afi-all][vrfall] [vrf vrf-name] [ipv4 |ipv6] forwarding [prefix/length] [fast-reroute]
[detail] [next-hop address ip-address |interface interface-path-id | label label-value | neighbor
Idp-id | unlabelled] [local-label label-value] [location node-id | summary | standby] [all]

Syntax Description

afi-all (Optional) Displays all address
families.

vrf all (Optional) Displays all LDP
configured VRFs.

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.

ipv4 (Optional) Specifies IP version 4
address family.

ipv6 (Optional) Specifies IP version 6
address family.

prefix (Optional) Destination prefix,
written in A.B.C.D format.

length (Optional) Network mask length,
in bits. Range is 0 to 32.

detail (Optional) Displays detailed
informati on for the LDP timestamp
that is used for the routing and
forwarding update.

fast-reroute (Optional) Displays the prefix that
is LFA FRR protected in nature.

next-hop Matches prefixes by next-hop IP

address.

local-label label-value

(Optional) Displays the prefix with
the specified local label. Range is
from 0 to 1048575.

neighbor Matches prefixes with a path
through specified LDP neighbor.
unlabelled Matches prefixes containing

unlabelled paths.
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location node-id

(Optional) Displays location
information for the specified node
ID.

summary

(Optional) Displays the summary
information for the LDP forwarding
information base (LFIB).

standby

(Optional) Displays standby-node
specific information.

all

(Optional) Displays the aggregate
summary across LDP processes and
all VRFs.

Command Default

Command Modes

No default behavior or values

EXEC

Command History

Release Modification

Release 2.0  This command was introduced.

Release 3.3.0 Sample output was modified.

Release 3.9.0 The following items were added:

* The detail keyword.

* Sample output for the detail
keyword.

* The local-label keyword.

* The location keyword.

* The standby keyword.

Release 4.0.1 These items were added:

* The fast-reroute keyword.
* The summary keyword.

* The next-hop keyword.

* The neighbor keyword.

* The unlabelled keyword.

Release 5.1.1 The following items were added:

* The vrf all keyword was added.

* The vrf keyword was added.

* The ipv4 keyword was added.

* The all keyword was added.

Release 5.3.0 The ipv6 and afi-allkeywords were added.
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show mpls Idp forwarding .

Usage Guidelines The show mplsIdp forwar ding command displays the LDP forwarding entries and provides LDP view of
its installed forwarding entries.

Task ID Task ID Operations

mpls-ldp read

Examples This is a sample output from the show mpls|dp forwarding command:

RP/0/RP0/CPUO:router# show mpls ldp forwarding

Prefix Label Label Outgoing Next Hop GR Stale
In Out Interface
172.16.0.1/32 22 ImpNull PO0/2/0/1 12.0.0.2 N N
3.0.0.1/32 24 20 PO0/2/0/1 12.0.0.2 N N
3.0.0.2/32 25 21 PO0/2/0/1 12.0.0.2 N N
3.0.0.3/32 26 22 PO0/2/0/1 12.0.0.2 N N
4.4.4.4/32 20 ExpNullv4 ttl0 4.4.4.4 N N
4.4.4.5/32 21 ExpNullv4 ttl10 4.4.4.4 N N
123.0.0.0/24 23 ImpNull PO0/2/0/1 12.0.0.2 N N
192.168.0.1/32 16000 16001 PO0/2/0/3.1 131.1.1.4 Y N
16002 PO0/2/0/3.2 131.1.2.4 Y N
16003 PO0/2/0/3.3 131.1.3.4 N N
16002 PO0/2/0/1 192.11.1.1 (1) Y N
Unlabelled PO0/2/0/2 192.11.2.1 (1) N N

Note The (!) symbol referes to a non-primary LFA backup path.

This sample output shows detailed information for the LDP timestamp that is used for routing and
forwarding update from the detail keyword:

RP/0/RPO/CPUO:router# show mpls ldp forwarding 10.0.0.1/32 detail

Prefix Label Label Outgoing Next Hop GR Stale
In Out Interface
192.168.0.1/32 16000 16001 P0O0/2/0/3.1 131.1.1.4 N N

[ Protected; path-id 1 backup-path-id 33;
[peer 13.13.13.1:0 ]

16002 PO0/2/0/3.2 131.1.2.4 Y N
[ Protected; path-id 2 backup-path-id 33;

peer 13.13.13.1:0 ]

16003 PO0/2/0/3.3 131.1.3.4 N N
[ Protected; path-id 3 backup-path-id 34;

peer 13.13.13.2:0 ]

16002 P0O0/2/0/1 192.11.1.1 (1) Y N
[ Backup; path-id 33; peer 14.14.14.1:0 ]
Unlabelled PO0/2/0/2 192.11.2.1 (1) N N

[ Backup; path-id 34 ]

Routing update : Mar 31 13:35:25.348 (00:55:32 ago)
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Forwarding update: Mar 31 13:35:25.349 (00:55:32 ago)

\)

Note The (!) symbol referes to a non-primary LFA backup path.

This sample output shows only LDP prefixes with protection (ECMP or secondary LFA backups)
update from the fast-reroute keyword:

This sample output shows the statistics of protected prefixes and protected paths from the summary
keyword:

RP/0/RP0/CPUO:router# show mpls ldp forwarding summary
Forwarding Server (LSD):

Connected: Yes

Forwarding State Holdtime: 360 sec
Forwarding States:

Interfaces: 10

Local labels: 8

Rewrites:
Prefix:
Total: 8 (0 with ECMP, 8 FRR protected)
Labelled:
Primary pathset : 8 labelled (0 partial), 0 unlabelled
Backup pathset : 8 labelled (0 partial), 0 unlabelled
Complete pathset: 8 labelled (0 partial), 0 unlabelled
Paths:

Total: 16 (8 backup, 8 FRR protected)
Labelled: 16 (8 backup)

This table describes the significant fields shown in the display.

Table 7: show mpls Idp forwarding Command Field Descriptions

Field Description

Prefix/mask Prefix on the FEC? for an MPLS forwarding entry.

Label In Local label assigned to the prefix/mask.

Label Out Outgoing label for the prefix/mask.

Outgoing Interface Outgoing physical interface.

Next Hop Next Hop address.

GR Graceful restart status (Y or N).

Stale Status of the entry, stale or not stale. An entry is marked stale when the next-hop
graceful restart neighbor disconnects and is unmarked when neighbor reconnects
and refreshes the label.

Chkpt Status of the entry, checkpointed or not checkpointed.

path-id Primary Path-id.
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show mpls Idp forwarding .

Field

Description

Backup-path-id

The backup path-id is the path-id of the path protecting a given primary path.
A protecting path can be primary path or a non-primary path.

Peer

Displays next-hop LDP peer's LDP identifier.

Connected

Displays LDP connection state with LSD forwarding server.

Forwarding State Holdtime

Displays time that LDP has registered with LSD server to keep LDP forwarding
state intact upon LDP disconnect event.

Interfaces

Number of LDP enabled MPLS interfaces.

Local Labels

Number of LDP allocated local labels from LSD.

Rewrites

Counts of Forwarding rewrites. Displays total number of known IPv4 prefixes
alongwith information on number of prefixes with more than one ECMP path.
This also displays number of prefixes with LFA-FRR protection. The labelled

set prints the counts related to prefixes with none, all, partial labelled paths as

shown by unlabeled, labelled, and partial keywords. This information is available
for primary, backup, and complete path set.

Paths

Forwarding path counts. Displays count of total number of known forwarding
paths, along with number of backup paths and number of FRR protected paths.
It also displays the count of labelled paths indicating how many of non-primary
paths are labelled.

2 Forwarding Equivalence Class.

Related Commands

Command Description

graceful-restart (MPLS LDP), on page 30 Configures the LDP graceful restart
feature.

show mpls 1dp bindings, on page 82 Displays the contents of LDP LIB.
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show mpls ldp graceful-restart

To display the status of the Label Distribution Protocol (LDP) graceful restart, use the show mplsldp
graceful-restart command in EXEC mode.

show mplsldp [vrfall] [vrf vrf-name] graceful-restart [location node-id] [standby] [ detail ]

Syntax Description  vrf all (Optional) Displays all LDP
configured VRFs.

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.

location node-id (Optional) Displays location
information for the specified node
ID.

standby (Optional) Displays
standby-node-specific information.

detail (Optional) Displays detailed
information about the specified
VREF.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 5.1.1 The following items were added:

* The vrf all keyword was added.
* The vrf keyword was added.
* The detail keyword was added.

Usage Guidelines The show mplsldp graceful-restart command displays LDP graceful-restart-related information when the
graceful-restart command is enabled.

Task ID Task ID Operations

mpls-ldp read

Examples The following shows a sample output from the show mpls|dp graceful-restart command:
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show mpls Idp graceful-restart .

RP/0/RPO/CPUO:router# show mpls ldp graceful-restart

Forwarding State Hold timer : Not Running

GR Neighbors 01
Neighbor ID Up Connect Count Liveness Timer Recovery Timer
10.0.0.2 Y 1 - -

This table describes the significant fields shown in the display.

Table 8: show mpls Idp graceful-restart Command Field Descriptions

Field Description

Forwarding State Hold timer | State of the hold timer—running or not running.

GR Neighbors Number of graceful restartable neighbors.

Neighbor ID Router ID of each neighbor.

Up Neighbor up or down.

Connect Count Number of times the same neighbor has reconnected.

Liveness Timer State of the liveness timer (running or not running) and its expiration time, if
running.

Recovery Timer State of the recovery timer (running or not running) and its expiration time, if
running.

Related Commands | Command Description
graceful-restart (MPLS LDP), on page 30 | Configures the LDP graceful restart feature.
show mpls Idp neighbor, on page 108 Displays information about LDP neighbors.
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show mpls ldp igp sync

To display Label Distribution Protocol (LDP) Interior Gateway Protocol (IGP) synchronization information
on interface(s), use the show mplsldp igp sync command in EXEC mode.

show mplsldp [afi-all] [vrfall] [vrf vrf-name] [ipv4 |ipv6] igp sync [interface type interface-path-id]
[brief] [location node-id] [standby]

Syntax Description afi-all (Optional) Displays all address
families.
vrf all (Optional) Displays all LDP
configured VRFs.
vrf vrf-name (Optional) Displays the VRF

information for the specified VRF.

ipv4 (Optional) Specifies IP version 4
address family.

ipv6 (Optional) Specifies IP version 6
address family.

brief (Optional) Displays brief
information about a specified
LDP-enabled interface.

interface (Optional) Displays the interface
type.
type (Optional) Interface type. For more

information, use the question mark
(?7) online help function.

interface-path-id (Optional) Physical interface or a
virtual interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

location node-id (Optional) Displays location
information for the specified node
ID.
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Command Default

Command Modes

show mpls Idp igp sync .

standby (Optional) Displays standby
node-specific information.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 5.1.1 The following items were added:

* The vrf all keyword was added.
* The vrf keyword was added.

* The ipv4 keyword was added.

* The brief keyword was added.

Release 5.3.0 The ipv6 and afi-allkeywords were added.

LDP IGP synchronization addresses traffic loss issues as a result of synchronization between MPLS LDP and
IP (IGP). For instance, upon a link up, IGP can advertise a link before MPLS converges on the link. Also, the
IGP link is still used even when MPLS session goes down and MPLS LSP is broken on this link. The use of
IGP link is determined based on MPLS LDP convergence synchronization status on the link.

Use the show mplslIdp igp sync command to display MPLS convergence status. The configuration for LDP
IGP synchronization resides in IGPs (OSPF, ISIS); accordingly, LDP displays and advertises this information
for all LDP-enabled interfaces (regardless if the interface is configured for LDP IGP).

Task ID

Examples

Task ID Operations

mpls-ldp read

The following shows a sample output from the show mplsldp igp sync command:

RP/0/RP0O/CPUO:router# show mpls ldp igp sync

POS0/3/0/2:
VRF: 'default' (0x60000000)
Sync delay: Disabled
Sync status: Ready
Peers:
192.168.0.1:0 (GR)
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This table describes the significant fields shown in the display.

Table 9: show mpls Idp igp sync Command Field Descriptions

MPLS Label Distribution Protocol Commands |

Field

Description

VRF

VREF of the interface.

Sync status

MPLS LDP convergence status on
a given link. Ready indicates that
the link is converged and is ready
to be used by IGP. Not Ready with
Deferred means that the link fulfills
LDP IGP synchronization
requirements but is deferred by
LDP IGP synchronization delay
timeout configuration setting. Not
Ready means that the link is not
ready to be used by IGP.

Peers

List of peers converged on the
given link. If the peer session is
GR3-enabled, output is tagged as
GR. If GR-only reachability is
indicated due to a GR neighbor
record recovered from checkpoint
after local start, then Chkpt-created
flag is also set.

3 Graceful Restart.

Related Commands Command

Description

igp sync delay, on page 36

Configures LDP IGP sync delay timeout.
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show mpls Idp interface .

show mpls Ildp interface

To display information about LDP-enabled interfaces, use the show mplsldp interfaces command in EXEC
mode.

show mplsldp [afi-all] [ipv4 | ipv6] interface [type interface-path-id | summary] [brief] [location
node-id | standby]

Syntax Description

Command Default

Command Modes

afi-all (Optional) Displays all address families.

ipvd (Optional) Specifies IP version 4 address family.

ipv6 (Optional) Specifies IP version 6 address family.

type (Optional) Interface type. For more information, use the question

mark (?) online help function.

interface-path-id Physical interface or a virtual interface.
Note Use the show inter faces command to see a list of all

possible interfaces currently configured on the router.

For more information about the syntax for the router, use the
question mark (?) online help function.

summary (Optional) Displays summary information about a specified
LDP-enabled interface.

brief (Optional) Displays concise information about a specified
LDP-enabled interface.

detail (Optional) Displays detailed information about a specified
LDP-enabled interface.

location node-id (Optional) Displays location information for the specified node
ID.

standby (Optional) Displays standby-node-specific information.

No default behavior or values

EXEC

Command History

Release Modification

Release 3.5.0 This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 4.2.0 The detail keyword was added.

Release 5.3.0 The ipv6 and afi-allkeywords were added.
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Task ID Task ID Operations

mpls-ldp read

Examples The following shows a sample output from the show mpls|dp interface command:

RP/0/RP0O/CPUO:router# show mpls ldp interface

Interface GigabitEthernet0/3/0/3
No LDP config
Interface POS0/2/0/0
No LDP config
Auto-config items:
ospf/100/0
Interface POS0/2/0/1
No LDP config
Auto-config items:
ospf/100/0
Interface P0OS0/2/0/2
No LDP config
Auto-config items:
ospf/100/0
Interface P0OS0/2/0/3
No LDP config
Auto-config items:
ospf/100/0

This table describes the significant fields shown in the display.

Table 10: show mpls Idp interface Command Field Descriptions

Field Description
Auto-config Lists IGPs that specify an interface for MPLS LDP auto-configuration:
items OSPE

ospf instance area
ISIS

isisinstance

The following shows a sample output from the show mplsIdp interface detail command for the
mesh groups:

RP/0/RPO/CPUO:router# show mpls ldp interface detail

Interface GigabitEthernet0/2/0/0 (0x20200040)
Enabled via config: LDP interface
Interface GigabitEthernet0/2/0/1 (0x20200060)
Disabled via config: IGP Auto-config disable
Ignoring: LDP interface
Interface GigabitEthernet0/2/0/2 (0x20200080)
Disabled via config: IGP Auto-config disable
Ignoring: LDP interface
Interface tunnel-tel (0x200000£0)
Disabled
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Interface tunnel-tel0OO0

Interface tunnel-telO1l

show mpls Idp interface .

(0x20000110)

Enabled via config: TE Mesh-group 123, TE Mesh-group all

(0x20000130)

Enabled via config: TE Mesh-group 123, TE Mesh-group all

Related Commands

Command

Description

igp auto-config disable, on page 35

Disables LDP auto-configuration.
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show mpls Idp neighbor

MPLS Label Distribution Protocol Commands |

To display the status of Label Distribution Protocol (LDP) sessions, use the show mplsldp neighbor command

in EXEC mode.

show mplsldp [vrfall] [vrf vrf-name] neighbor [ip-addressidp-id] [type interface-path-id] [brief]
[capabilities] [detail] [gr] [location node-id] [non-gr] [sp] [standby]

Syntax Description vrf all

(Optional) Displays all LDP

configured VRFs.
vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.
ip-address (Optional) Neighbor IP address.
Idp-id (Optional) Neighbor LDP ID in
A.B.C.D: format.
type (Optional) Interface type. For more

information, use the question mark
(?) online help function.

interface-path-id

Physical interface or a virtual
interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

brief

(Optional) Displays the existing
LDP sessions in brief format.

capabilities

(Optional) Displays the neighbor
capabilities information.

detail

(Optional) Displays detailed
information (including, inbound
label filtering, session KAs, and
session protection state) for an LDP
session.

ar

(Optional) Displays graceful
restartable neighbors.
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show mpls Idp neighbor .

location node-id (Optional) Displays location
information for the specified node
ID.

non-gr (Optional) Displays non-graceful

restartable neighbors.

P (Optional) Displays neighbors with
session protection.

standby (Optional) Displays
standby-node-specific information.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.3.0 Introduced two new keywords:

* gp keyword filters sessions with session protection capability

» detail keyword displays detailed information including session protection state and hold
time

Release 3.6.0 Support was added for the standby keyword.

Release 3.9.0 The following items were added:

* The tunnéel-ip interface type was added to support MPLS LDP over GRE tunnels.
* The tunnel-gte interface type was added.
* The location keyword was added.

* Sample output for the brief keyword was modified to add the NSR and IPv4 Label
columns.

Release 5.1.1 The following items were added:

* The vrf all keyword was added.
* The vrf keyword was added.
* The capabilities keyword was added.

Usage Guidelines The show mplsldp neighbor command provides information about all LDP neighbors in the entire routing
domain—conversely, the show output is filtered to display:

* LDP neighbors with specific IP addresses

» LDP neighbors on a specific interface

» LDP neighbors that are graceful restartable

» LDP neighbors that are nongraceful restartable
» LDP neighbors enabled with session protection
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Task ID Task ID Operations

mpls-ldp read

Examples The following shows a sample output from the show mplsldp neighbor command using an IP

address:

RP/0/RP0O/CPUO:router# show mpls ldp neighbor 4.4.4.4

Peer LDP Identifier: 4.4.4.4:0
TCP connection: 14.1.0.41:38022 - 10.0.0.1:646
Graceful Restart: Yes (Reconnect Timeout: 120 sec, Recovery: 96 sec)
Session Holdtime: 180 sec
State: Oper; Msgs sent/rcvd: 1721/1716; Downstream-Unsolicited
Up time: 1d00h
LDP Discovery Sources:

IPv4: (1)
GigabitEthernet0/1/0/0
IPv6: (0)
Addresses bound to this peer:
IPv4: (3)
4.4.4.4 14.1.0.41 24.1.0.4
IPv6: (0)

The following shows a sample output from the show mplsldp neighbor command using the non-gr
keyword:

RP/0/RPO/CPUO:router# show mpls 1ldp neighbor non-gr

Peer LDP Identifier: 10.44.44.44:0
TCP connection: 10.44.44.44:65535 - 10.33.33.33:646
Graceful Restart: No
State: Oper; Msgs sent/rcvd: 49/46
Up time: 00:33:33
LDP Discovery Sources:
POS 0/1/0/0
Addresses bound to this peer:
10.44.44.44 10.10.3.2
Peer LDP Identifier: 10.22.22.22:0
TCP connection: 10.22.22.22:646 - 10.33.33.33:65530
Graceful Restart: No
State: Oper; Msgs sent/rcvd: 48/45
Up time: 00:33:11
LDP Discovery Sources:
POS 0/2/0/0
Addresses bound to this peer:
10.22.22.22 10.10.2.1

This table describes the significant fields shown in the display.

Table 11: show mpls Idp neighbor Command Field Descriptions

Field Description

Peer LDP Identifier LDP identifier of the neighbor (peer) for this session.
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show mpls Idp neighbor .

Field

Description

TCP connection

TCP connection used to support the LDP session, shown in the following
format:

neighbor | P address
peer port
local IP address

local port

Graceful Restart

Graceful-restart status (Y or N).

State

State of the LDP session. Generally this is Oper (operational), but transient is
another possible state.

Msgs sent/rcvd

Number of LDP messages sent to and received from the session peer. The
count includes the transmission and receipt of periodic keepalive messages,
which are required for maintenance of the LDP session.

Up time

The length of time that this session has been up for (in hh:mm:ss format).

LDP Discovery Sources

The source(s) of LDP discovery activity leading to the establishment of the
LDP session.

Addresses bound to this peer

The known interface addresses of the LDP session peer. These are addresses
that might appear as “next hop” addresses in the local routing table. They are
used to maintain the LFIB?.

4 LFIB = Label Forwarding Information Base.

The following shows a sample output from the show mplsIdp neighbor command using the brief

keyword:

RP/0/RP0O/CPUO:router# show mpls ldp neighbor brief

Peer

4.4.4.4:0
46.46.46.2:0
46.46.46.46:0
6.6.6.1:0

GR NSR Up Time Discovery Addresses Labels

KoK 2R

zZ =z 2z =z

ipvd 1ipvée ipv4d ipvée ipvé ipvée

23:25:50

This table describes the significant fields shown in the display.

Table 12: show mpls Idp neighbor brief Command Field Descriptions

Field Description

Peer LDP identifier of the neighbor (peer) for this session.
GR Graceful-restart status (Y or N).

Up Time | Time the session has been up (in hh:mm:ss format).
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Field Description

Discovery | Number of LDP discovery sources corresponding to the neighbor.

Address | Number of addresses bound to this peer.

The following shows a sample output from the show mplsldp neighbor command using the detail
keyword:

RP/0/RPO/CPUO:router# show mpls ldp neighbor detail

Peer LDP Identifier: 172.16.0.1:0
TCP connection: 172.16.0.1:11707 - 10.0.0.1:646
Graceful Restart: No
Session Holdtime: 180 sec
State: Oper; Msgs sent/rcvd: 33/29
Up time: 00:13:37
LDP Discovery Sources:
POS0/2/0/1
Targeted Hello (10.0.0.1 ->172.16.0.1, active)
Addresses bound to this peer:
23.0.0.2 2.0.0.2 123.0.4.2 10.42.37.119
10.2.2.2
Peer holdtime: 180 sec; KA interval: 60 sec; Peer state: Estab
Clients: Dir Adj Client
Inbound label filtering: accept acl 'pfx acl2'
Session Protection:
Enabled, state: Ready
Duration: 30 seconds

This table describes the significant fields shown in the display.

Table 13: show mpls Idp neighbor detail Command Field Descriptions

Field Description

Peer LDP Identifier | LDP identifier of the neighbor (peer) for this session.

TCP connection TCP connection used to support the LDP session, shown in the following format:

neighbor | P address

peer port
local 1P address
local port
Graceful Restart Graceful-restart status (Y or N).
Session Holdtime Session hold time, in seconds.
State State of the LDP session (operational or transient).
Msgs sent/rcvd Number of LDP messages sent to and received from the session peer. The count

includes the transmission and receipt of periodic keepalive messages, which are
required for maintenance of the LDP session.
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show mpls Idp neighbor .

Field

Description

Up time

Time the session has been up for (in hh:mm:ss format).

Peer holdtime

Time to keep LDP peer session up without receipt of LDP protocol message from a
peer.

Peer state

Peer session state.

Peer holdtime

Time to keep LDP peer session up without receipt of LDP protocol message from a
peer.

Clients

LDP (internal) clients requesting session with a neighbor.

Inbound label filtering

LDP neighbor inbound filtering policy.

Session Protection

State of the session protection:
Incomplete
Targeted discovery requested but not yet up.
Ready
Targeted discovery and at least one link hello adjacency to the peer are up.
Protecting

Targeted discovery is up and there is no link hello adjacency to the peer. Targeted
discovery is protecting and backing up link discoveries.

Duration Maximum time to maintain session through targeted discovery upon loss of primary
link discovery.
Holdtimer When in “protecting” state, time to keep LDP peer session up without receipt of LDP
protocol message from a peer.
Related Commands | Command Description

graceful-restart (MPLS LDP), on page 30 | Configures the LDP graceful restart feature.

label accept, on page 43 Configures the LDP inbound label filtering feature.

session protection, on page 78 Configures the LDP session protection feature.

show mpls Idp discovery, on page 90 Displays the status of the LDP discovery process.
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show mpls Idp nsr pending neighbor
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To display the nonstop routing (NSR) pending neighbor information for an LDP session, use the show mpls

Idp nsr pending neighbor command in the EXEC mode.

show mpls Idp [vrf vrf-name] nsr pending neighbor [Isr-id Idp-id][location node-id | standby]

Syntax Description

Command Default

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.

lsr-id (Optional) LSR ID of neighbor in
A.B.C.D format.

Idp-id (Optional) LDP ID of neighbor in

A.B.C.D: format.

location node-id

(Optional) Displays location
information for the specified node
ID.

standby

(Optional) Displays
standby-node-specific information.

No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID Operation

mpls-ldp read

Example

The following example shows how to display NSR pending neighbor information for an LDP session:

RP/0/RPO/CPUO:router# show mpls ldp nsr pending neighbor
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show mpls ldp nsr statistics

To display the nonstop routing (NSR) statistics for an LDP session, use the show mplsldp nsr statistics

command in EXEC mode.

show mpls Idp nsr statistics .

show mpls ldp [vrf vrf-name] nsr statistics [location node-id | standby] [neighbor [Isr-id Idp-id]

[location node-id | standby]]

Syntax Description

Command Default

vrf vrf-name

(Optional) Displays the VRF
information for the specified VRF.

location node-id

(Optional) Displays location
information for the specified node
ID.

standby (Optional) Displays
standby-node-specific information.

neighbor (Optional) Displays neighbor
information.

lsr-id (Optional) LSR ID of neighbor in
A.B.C.D format.

Idp-id (Optional) LDP ID of neighbor in

A.B.C.D: format.

No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID Operation

mpls-ldp read

Example

The following shows a sample output from the show mplsIdp nsr statistics command:

RP/0/RPO/CPUO:router# show mpls ldp nsr statistics

Global Init Sync:

Start: Oct 27 12:12:23 (00:01:20 ago)
End: Oct 27 12:12:23 (00:01:20 ago)
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Protocol message stats:
4 Peer, 5 Adj, O DHCB, 14/20 sent/rcvd Capabilities
23 peer label for 18 FEC
Send-Ack: 0 Lcl-Addr-WD

Sync message stats:
Tx msgs/bytes = 32/5024
Rx msgs/bytes = 0/0
Max IPC Tx/Rx bytes = 4396/0
Default MTU bytes = 4768, IPCs exceeding MTU = 0
TX current/total fail count = 0/0
IPC restart count = 1
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show mpls Idp nsr summary .

show mpls Idp nsr summary

To display the nonstop routing (NSR) summary for an LDP session, use the show mpls|dp nsr summary
command in EXEC mode.

show mplsldp [vrfall] [vrf vrf-name] nsr summary [location node-id | standby] [all]

Syntax Description

Command Default

vrf all (Optional) Displays all LDP configured VRFs.

vrf vrf-name (Optional) Displays the VRF information for the specified VRF.

location node-id (Optional) Displays location information for the specified node ID.

standby (Optional) Displays standby-node-specific information.

all (Optional) Displays the aggregate summary across LDP processes and all VRFs.

No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID Operation

mpls-ldp read

Example

The following shows a sample output from the show mplsldp nsr summary command:

RP/0/RPO/CPUO:router# show mpls ldp nsr summary

Sessions:
Total: 1, NSR-eligible: 1, Sync-ed: 1
(1 Oper)
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show mpls ldp parameters

To display current LDP parameters, use the show mplsldp parameters command in EXEC mode.

show mplsldp [vrf vrf-name] parameters [location node-id | standby]

Syntax Description vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.
location node-id (Optional) Displays location
information for the specified node
ID.
standby (Optional) Displays

standby-node-specific information.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 5.1.1 The vrf keyword was added.

Usage Guidelines The show mplsldp parameter s command displays all LDP operational and configuration parameters.

Task ID Task ID Operations

mpls-ldp read

network read

Examples The following shows a sample output from the show mplsldp parameters command:

RP/0/RP0O/CPUO:router# show mpls ldp parameters

LDP Parameters:
Protocol Version: 1
Router ID: 10.11.11.11
Null Label: Implicit
Session:
Hold time: 180 sec
Keepalive interval: 60 sec
Backoff: Initial:15 sec, Maximum:120 sec
Discovery:
Link Hellos: Holdtime:15 sec, Interval:5 sec
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Targeted Hellos: Holdtime:90 sec, Interval:10 sec
(Accepting peer ACL 'peer_ acl 10'")

Graceful Restart:

Enabled (Configured)

Reconnect Timeout:120 sec, Forwarding State Holdtime:180 sec
Timeouts:

Binding with no-route: 300 sec

LDP application recovery (with LSD): 360 sec
OOR state

Memory: Normal

This table describes the significant fields shown in the display.

Table 14: show mpls Idp parameters Command Field Descriptions

Field Description

Protocol Version Version of LDP running on the platform.

Router ID Currently used router ID.

Null Label LDP use of implicit-null or explicit-null as label for prefixes where it has to use

a null label.

Session Hold time Time LDP session is to be maintained with an LDP peer without receiving LDP
traffic or an LDP keepalive message from the peer.

Session Keepalive interval | Time interval between consecutive transmissions of LDP keepalive messages
to an LDP peer.

Session Backoff Initial maximum backoff time for sessions.

Discovery Link Hellos Time to remember that a neighbor platform wants an LDP session without
receiving an LDP hello message from the neighbor (hold time), and the time
interval between the transmission of consecutive LDP hello messages to neighbors
(interval).

Discovery Targeted Hellos | Indicates the time:

* To remember that a neighbor platform wants an LDP session when the
neighbor platform is not directly connected to the router or the neighbor
platform has not sent an LDP hello message. This intervening interval is
known as hold time.

* Interval between the transmission of consecutive hello messages to a
neighbor not directly connected to the router and if targeted hellos are being
accepted, displaying peer-acl (if any).

Graceful Restart Status of graceful-restart status (Y or N).

Timeouts Various timeouts (of interest) that the LDP is using. One timeout is binding no
route, which indicates how long the LDP waits for an invalid route before deleting
it. It also shows restart recovery time for LSD and LDP.

OOR state Out of resource memory state: Normal, Major, or Critical.

MPLS Command Reference for the Cisco CRS Router .



MPLS Label Distribution Protocol Commands |
. show mpls Idp parameters

Related Commands | Command Description
#unique 65 Configures the parameters for the LDP backoff mechanism.
#unique 67 Configures the interval between transmission of LDP discovery
messages.
explicit-null, on page 27 Configures a router to advertise an explicit-null label.

graceful-restart (MPLS LDP), on page 30 | Configures the LDP graceful restart feature.

session holdtime (MPLS LDP), on page |Configures keepalive message hold time for LDP sessions.
33

neighbor targeted, on page 69 Specifies the preferred interface or IP address of a Loopback
interface for determining the LDP router ID.

. MPLS Command Reference for the Cisco CRS Router



| MPLS Label Distribution Protocol Commands

show mpls Idp pseudowire atom-db .

show mpls ldp pseudowire atom-db

To display the pseudowire status in the AToM (Any Transport over MPLS) database, use the show mpls|dp
pseudowire atom-db command in EXEC mode.

show mpls Idp pseudowire atom-db [neighbor ipv4 ip-address] [fec-type [fec-128 |fec-129]]
[location] [standby]

Syntax Description

neighbor ipv4 ip-address (Optional) Displays AToM DB entries with the specified neighbor IP address.

Valid values are ipv4 with the ability to enter an IPv4 address.

fec-typefec-128 | fec-129 (Optional) Displays AToM DB entries based on the pseudowire FEC type.
Valid FEC values are fec-128 and fec-129.

location (Optional) Displays AToM DB entries for the specified location.

Fully qualified location specification such as:

0/RSPO/CPUO
0/RSP1/CPUO
WORD
standby (Optional) Displays the AToM DB entry from the standby RP.
Command Default None
Command Modes EXEC mode
Command History Release Modification
Release This command was introduced.
6.1.2

Usage Guidelines

No specific guidelines impact the use of this command.

Task ID

Task ID Operation

mpls-ldp read

Example

The following is a sample of the output containing examples of entries containing FEC types 128,
129-Type 1 and 129-Type 2:

RP/0/RPO/CPUO:router# show mpls ldp pseudowire atom-db

Peer ID FEC FEC Value IM Notif
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201.202.203.204 128 PW:

51.52.53.54 129 AGI:
SAII:
TAII:

101.102.103.104 129 AGI:

SAII:
TAII:

201

246
53.54.55.56
57.58.59.60

237
337:102.103
537:106.107
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show mpls Idp statistics fwd-setup .

show mpls ldp statistics fwd-setup

To display the statistics of the forwarding setup counters related to RIB/LSD, use the show mplsldp statistics
fwd-setup command in EXEC mode.

show mplsldp [vrf vrf-name] statisticsfwd-setup [location node-id | standby]

Syntax Description

Command Default

vrf vrf-name

(Optional) Displays the VRF
information for the specified VRF.

location node-id

(Optional) Displays location
information for the specified node
ID.

standby

(Optional) Displays
standby-node-specific information.

No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID Operation

mpls-ldp read

Example

The following shows a sample output from the show mpls|dp statistics fwd-setup command:

RP/0/RPO/CPUO:router# show mpls ldp statistics fwd-setup

RIB

Thread counters:
Events In
Events Out

RIB fetch throttled :

TC Thread counters:
Events In
Events Out

Address Family: IPv4

RIB server connects:

: 10
: 39

0

: 39
12

(0 during last throttle)

(3 skipped)
(0 failed,

2 skipped)
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RIB converged: Yes
Op counters:
Fetch : 4 (2 buffers per fetch)
no-data: 0
callbacks: 33 routes, 3 convg, 0 rcmd
Route Up : 33 (0 protected; Paths: 29/0/0 total/backup/protected)
Route Down : 0
Route Filtered : 5 (0 intern, 5 misc, 0 alloc, 0 admin,
0 unsupp-intf 0, unsupp-protection,
0 bgp, 0 bgp-unlabelled, 0 ibgp-no-lbl-ucast)

Thread counters:
Events In
Events Out
LSD Rsrc-Complete
LSD server connects

= = ® O

Op counters:

Control

RCMD Markers

State cleanup
Interface Enable
Interface Disable
Label alloc

Label alloc - mldp
Label free

Label free - mldp
Rewrite create
Rewrite delete
Label/Rewrite create
Label/Rewrite delete
Label OOR cleared

WO O OO0 O OO O UuUloOo W
O O O OO OO0 0oooo oo

Total LSD Regs/Msgs : 7 0

LSD flow control status:
Flow control
Flow control cnt
Evt queue item cnt :
Last flow control : N/A

o O o
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show mpls Idp statistics msg-counters .

show mpls Idp statistics msg-counters

To display statistics of the messages exchanged between neighbors, use the show mplsldp statistics
msg-counters command in EXEC mode.

show mplsldp [wvrf wrf-name] statisticsmsg-counters [lsr-id ldp-id] [ location node-id |
standby ]

Syntax Description

Command Default

Command Modes

vrf vrf-name (Optional) Displays the VRF
information for the specified VRF.

lsr-id (Optional) LSR ID of neighbor in
A.B.C.D format.

Idp-id (Optional) LDP ID of neighbor in
A.B.C.D: format.

location node-id (Optional) Displays location
information for the specified node
ID.

standby (Optional) Displays

standby-node-specific information.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 5.1.1 The vrf keyword was added.

The show mplsldp statisticsmsg-counter s command can provide counter information about different types
of messages sent and received between neighbors.

Task ID

Examples

Task ID Operations

mpls-ldp read

The following shows a sample output from the show mplsldp statistics msg-counters command:

RP/0/RP0O/CPUO:router# show mpls ldp statistics msg-counters

Peer LDP Identifier: 10.33.33.33:0
Msg Sent: (80)
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Init
Address :
Address Withdraw :
Label Mapping
Label Withdraw
Label Release
Notification
KeepAlive

~N O O O Ul O K

Msg Rcvd: (81)
Init
Address :
Address_Withdraw :
Label Mapping
Label Withdraw
Label Release
Notification
KeepAlive

~N O O O 0w O K
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Table 15: show mpls Idp statistics msg-counters Command Field Descriptions, on page 126 describes
the significant fields shown in the display.

Table 15: show mpls Idp statistics msg-counters Command Field Descriptions

Field Description

Peer LDP Identifier | LDP identifier of the neighbor (peer).

Msg Sent Summary of messages sent to the LDP peer.
Msg Revd Summary of messages received from the LDP peer.
Related Commands Command Description
#unique 73 Clears MPLS LDP message counter values.
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show mpls Idp summary

To display a summary of LDP information, use the show mplsIdp summary command in EXEC mode.

show mpls Idp summary .

show mplsldp [vrfall] [vrf vrf-name] summary [location node-id | standby] [all]

Syntax Description

Command Default

Command Modes

vrf all (Optional) Displays all LDP
configured VRFs.
vrf vrf-name (Optional) Displays the VRF

information for the specified VRF.

location node-id

(Optional) Displays location
information for the specified node
ID.

standby

(Optional) Displays
standby-node-specific information.

all

(Optional) Displays the aggregate
summary across LDP processes and
all VRFs.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced.

Release 3.9.0 The location and standby keywords were added.

Release 5.1.1 The following items were added:

* The vrf all keyword was added.
* The vrf keyword was added.
* The all keyword was added.

The show mplsldp summary command can provide information about the number of LDP neighbors,
interfaces, forwarding state (rewrites), servers connection/registration, and graceful-restart information.

Task ID

Examples

Task ID Operations

mpls-ldp read

The following example shows a sample output from the show mplsldp summary command:
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RP/0/RPO/CPUO:router# show mpls ldp summary

AFIs IPv4

Routes 4

Neighbors : 1 (1 GR)

Hello Adj : 1

Addresses : 3

Interfaces: 4 LDP configured

The following example shows a sample output from the show mplsldp summary all command:

RP/0/RPO/CPUO:router# show mpls ldp summary all

VRF's : 1 (1 oper)
AFIs : IPv4
Routes !
Neighbors 1
Hello Adj 1
Addresses : 3
Interfaces 4
Collaborators:

(1 GR)

(1 forward reference, 2 LDP configured)

Connected Registered
SysDB
IM
RSI
IP-ARM
IPv4-RIB
LSD
LDP-NSR-Partner
L2VPN-AToM
mLDP

(1/1 tables)

I KK KKK KKK

This table describes the significant fields shown in the display.

Table 16: show mpls Idp summary Command Field Descriptions

Field Description

Routes | Number of known IP routes (prefixes).

Neighbors | Number of LDP neighbors, including targeted and graceful restartable neighbors.

Hello Adj | Number of discovered LDP discovery sources.

Interfaces | Number of known IP interfaces and number of LDP configured interfaces.

LDP is configured on a forward-referenced interface which may not exist or for which no IP
address is configured.

Addresses | Number of known local IP addresses.

Related Commands Command Description

show mpls 1dp bindings, on page 82 Displays the contents of LDP LIB.
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Command Description

show mpls Idp discovery, on page 90 Displays the status of the LDP discovery process.

show mpls Idp forwarding, on page 95 Displays the contents of the LDP forwarding database.

show mpls ldp graceful-restart, on page 100 | Displays the status of the LDP graceful restart.

show mpls Idp parameters, on page 118 Displays current LDP parameter settings.
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. show mpls Idp trace vrf

show mpls Ildp trace vrf

To display the Label Distribution Protocol (LDP) VRF event traces, use the show mplsldp tracevrf command
in EXEC mode.

show mplsldp trace vrf

[binding] [capabilities] [config] [dev] [discovery] [error] [file file-name]
[forwarding] [gr] [hexdump] [iccp] [igp-sync] [interface] [last]

[location node-id name all mgnmt-nodes] [misc] [mldp] [nsr] [peer] [process] [pw]
[reverse] [route] [since] [stats] [tailf] [unique] [usec]

[verbose] [wide] [wrapping]

Syntax Description

binding (Optional) Displays the binding
event traces.

capabilities (Optional) Displays the capabilities
event traces.

config (Optional) Displays the
configuration event traces.

dev (Optional) Displays the
development private traces.

discovery (Optional) Displays Hello or
discovery and adj event traces.

error (Optional) Displays error traces.

filefile-name (Optional) Displays trace of a
specific file.

forwarding (Optional) Displays forwarding
event traces.

or (Optional) Displays graceful-restart
event traces.

hexdump (Optional) Displays traces in
hexadecimal.

iccp (Optional) Displays ICCP signaling
event traces.

igp-sync (Optional) Displays IGP sync event
traces.

interface (Optional) Displays interface event
traces.

last (Optional) Displays last number of

entries.
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show mpls Idp trace vrf .

location Optional) Identifies the location of
P

the card whose CPU controller
trace information you want to
display.

node-id The node-id argument is expressed
in the rack/slot/module notation.

name Specifies the name of the card.

all Specifies all locations.

mgmt-nodes Specifies all managements nodes.

misc (Optional) Displays miscellaneous
event traces.

mldp (Optional) Displays MLDP event
traces.

nsr (Optional) Displays non-stop
routing event traces.

peer (Optional) Displays peer session
event traces.

process (Optional) Displays process-level
event traces.

pw (Optional) Displays L2VPN
pseudo-wire event traces.

reverse (Optional) Displays latest traces
first.

route (Optional) Displays route event

traces.

since last-start

(Optional) Displays traces since the
last start time.

stats (Optional) Displays statistics.

tailf (Optional) Displays new traces as
they are added.

unique (Optional) Displays unique entries
with count.

usec (Optional) Displays timestamp
w/usec detail.

verbose (Optional) Displays internal

debugging information.
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wide (Optional) Do not display buffer
name, node name and tid.

wrapping (Optional) Displays wrapping
entries.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read

Example

The following example shows how to display the LDP VRF event traces:

RP/0/RPO/CPUO:router# show mpls ldp trace vrf
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show Icc

show lcc .

To display label consistency checker (LCC) information, use the show |cc command in EXEC mode.

show Icc ipv4|ipv6 unicast all | label | tunnel-interface| statistics | [summary | scan-id scan-id]

[vrf vrfname]

Syntax Description

Command Default

Command Modes

ipvd Specifies IP version 4 address prefixes.
ipv6 Specifies IP version 6 address prefixes.
unicast Specifies unicast address prefixes.

all Scans all routes.

label Scans all labels.

tunnel-interface

Specifies the interface of a tunnel.

statistics Displays route consistency check statistics
information.

scan-id Specifies the value of scan-id. Range is from 0 to
100000.

summary Displays background route consistency check
statistics summary information.

vrf vrfname (Optional) Specifies a particular VPN routing and
forwarding (VRF) instance or all VRF instances.

None

[Pv4 address family configuration

[Pv6 address family configuration

Command History

Release Modification
Release This command was
42.0 introduced.

Task ID

Task Operations
ID

IPv4 read

IPv6 read
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. show lcc

Examples The following example shows an outcome of the label consistency checker information:
RP/0/RPO/CPUO:router# show lcc ipv4 unicast all
Sending scan initiation request to IPv4 LSD ... done
Waiting for scan to complete (max time 600 secondsS) ......oeeiiiieeeennnnns
Scan Completed
Collecting scan results from FIBs (max time 30 seconds) ... done
Number of nodes involved in the scan: 2
Number of nodes replying to the scan: 2
Legend:
? - Currently Inactive Node, ! - Non-standard SVD Role
* - Node did not reply
Node Checks Performed Errors
0/2/CPUO 6 0
0/0/CPUO 6 0
Related Commands | Command Description
show rcc Displays route consistency checker
related information.
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signalling dscp (LDP) .

signalling dscp (LDP)

To assign label distribution protocol (LDP) signaling packets a differentiated service code point (DSCP) to
assign higher priority to the control packets while traversing the network, use the signalling dscp command
in MPLS LDP configuration mode. To return to the default behavior, use the no form of this command.

signalling dscp dscp
no signalling dscp

Syntax Description

Command Default

Command Modes

dsp DSCP priority value. Range is 0 to 63.

LDP control packets are sent with precedence 6 (dscp: 48)

MPLS LDP configuration

Command History

Usage Guidelines

N

Release Modification

Release 3.2 This command was
supported.

DSCP marking improves signaling setup and teardown times.

Ordinarily, when LDP sends hello discovery or protocol control messages, these are marked using the default
control packet precedence value (6, or dscp 48). You can use the signalling dscp command to override that
DSCP value to ensure that all control messages sent are marked with a specified DSCP.

Note

While the signalling dscp command controls LDP signaling packets (Discovery hellos and protocol messages),
it has no effect on ordinary IP or MPLS data packets.

Task ID

Examples

Task ID Operations

mpls-ldp read,
write

The following example shows how to assign LDP packets a DSCP value of 56:

RP/0/RPO/CPUO:router (config-1dp) # signalling dscp 56
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. snmp-server traps mpls Idp

snmp-server traps mpls Idp

To inform a network management system of session and threshold cross changes, use the snmp-server traps
mpls|dp command in global configuration mode.

snmp-server trapsmplsldp up | down | threshold

Syntax Description

Command Default

Command Modes

up Displays the session-up notification.

down  Displays the session-down notification.

threshold Displays the session-backoff-threshold crossed notification.

LDP does not send SNMP traps.

Global configuration

Command History

Usage Guidelines

Release Modification

Release 2.0 This command was
introduced.

The snmp-server traps mplsldp command sends notifications to the SNMP server. There are three types of
traps sent by LDP:

Session up

Generated when sessions go up.
Session down

Generated when sessions go down.
Threshold

Generated when attempts to establish a session fails. The predefined value is 8.

Task ID

Examples

Task ID Operations

mplsldp read,
write

mpls-te read,
write

snmp  read,
write

The following example shows how to enable LDP SNMP trap notifications for Session up:
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RP/0/RPO/CPUO:router (config) # snmp-server traps mpls ldp up
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static

To enable Multicast Label Distribution Protocol (MLDP) static LSP support, use static command in MPLS
LDP MLDP configuration

address-family ipv4 static mp2mp ip-address| p2mp ip-address

Syntax Description =~ mp2mp ip-address Specifies multi-point to multi-point (MP2MP) LSP root IP address followed by the
number of LSPs in the range 1 to 1000.

p2mp ip-address  Specifies point to multi-point (P2MP) LSP root IP address followed by the number of
LSPs in the range 1 to 1000.

Command Default No default behavior or values

Command Modes MPLS LDP MLDP configuration

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID Task ID Operation

mpls-ldp read

Example

The following example shows how to set up MLDP static support for MP2MP with forty five LSPs:

RP/0/RP0O/CPUO:router (config-ldp-mldp) # address-family ipv4 static mp2mp 10.0.0.1 45
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address-family ipv4/ipv6 label

address-family ipv4/ipv6 label .

To configure label control and policies on a specific IPv4 or IPv6 destination, use the address-family ipv4/ipv6

label command in the MPLS LDP configuration mode.

[ vrf vrf-name ]address-family ipv4 |ipv6

label [remote accept from Idp-id for prefix-acl]

local [default-route] [allocate for prefix-acl | host-routes)
[ advertise [to ldp-id for prefix-acl]

[interface type interface-path-id 1]

Syntax Description

address-family

Configure address-family and its
parameters.

ipv4 Specifies IP version 4 address
family.

ipv6 Specifies IP version 6 address
family.

label (Optional) Configure label control
and policies.

remote (Optional) Configure remote/peer
label control and policies.

accept (Optional) Configure inbound label
acceptance control.

from Idp-id Specifies which LDP neighbors will
receive label advertisements. LDP
ID is written in A.B.C.D: format.

for prefix-acl Specifies prefix destinations for
which labels will be advertised.

local (Optional) Configure local label

control and policies.

default-route

(Optional) Enable MPLS
forwarding for default route.

allocate (Optional) Configure label
allocation control.

for prefix-acl Specifies prefix destinations for
which labels will be allocated.

host-routes Allocates labels for host routes

only.
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advertise

(Optional) Configure outbound
label advertisement control.

toldp-id

(Optional) Specifies which LDP
neighbors will receive label
advertisements. LDP ID is written
in A.B.C.D: format.

for prefix-acl

(Optional) Specifies prefix
destinations for which labels will
be advertised.

interface

(Optional) Advertise interface host
address.

type

Interface type. For more
information, use the question mark
(?) online help function.

interface-path-id

Physical interface or a virtual
interface.

Note Use the show interfaces
command to see a list of
all possible interfaces
currently configured on
the router.

For more information about the
syntax for the router, use the
question mark (?) online help
function.

Command Default No default behavior or values

Command Modes MPLS LDP configuration

Command History Release Modification
Release This command was introduced.
5.1.1
Release The ipv6 keyword was added.
5.3.0

Task ID Task ID Operation

mpls-ldp read,
write
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Example

The following example shows how to configure label control and policies on a specific [Pv4
destination:

RP/0/RP0O/CPUO:router (config-1dp) # address-family ipv4 label
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MPLS Static Commands

This module describes the commands used to configure static MPLS labels in a Multiprotocol Label Switching
(MPLS) network on the .

For detailed information about MPLS concepts, configuration tasks, and examples, see MPLS Configuration
Guide for the Cisco CRS Routers.

* address family ipv4 unicast (mpls-static), on page 144
» clear mpls static local-label discrepancy, on page 146
* interface (mpls-static), on page 147

* show mpls static local-label, on page 148

* show mpls static summary, on page 150

» vrf (mpls static), on page 151
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. address family ipv4 unicast (mpls-static)

address family ipv4 unicast (mpls-static)

To enable static MPLS label binding on a specific IPv4 unicast destination address prefix and on the forwarding
next-hop address, use the address-family ipv4 unicast command in MPLS static configuration mode. To
remove MPLS static binding, use the no form of this command.

address-family ipv4 wunicast local-label label_value allocate [ per-prefix ipv4_prefix value
] forward path path value nexthop nexthop_information interface-type interface-path-id
out-label  label_value | pop | exp-null

Syntax Description

local-label label_value Specifies MPLS local-label value for static binding and forwarding. The
range is from 16 to 1048575.

allocate Displays local-label allocation options.

per-prefix ipv4_prefix_value Specifies [Pv4 prefix value to which the specified MPLS label will be

statically bound.
forward Configure forwarding for traffic with static MPLS label.
path path-value Specifies path-ID for MPLS cross-connect path.

nexthop nexthop_information Specifies the next-hop information that is either an IP address or interface.

interface-type interface-id Interface type. For more information, use the question mark (?) online help

function.
out-label label_value Specifies mpls local-label value for static binding on the egress packet.
pop Removes label from egress packet.
exp-null Applies explicit null label on the egress packet.
Command Default None
Command Modes MPLS static configuration
Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task ID  Operation

mpls-static read

The following command sequence shows how to specify local label for an ip-prefix and define LSP.

RP/0/RP0O/CPUO: routerf#configure
RP/0/RP0O/CPUO: router (config) #mpls static
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RP/0/RP0O/CPUO:router (config-mpls-static) #address-family ipv4 unicast
RP/0/RP0O/CPUO:router (config-mpls-static-af)#local-label 30500 allocate per-prefix 10.1.1.1/24
forward path 1 nexthop 12.2.2.2 out-label 30600
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. clear mpls static local-label discrepancy

clear mpls static local-label discrepancy

To clear any discrepancy between statically allocated and dynamically allocated local labels, use the clear
mpls static local-label discrepancy command in EXEC mode. A label discrepancy is generated when:

* A static label is configured for an IP prefix (per VRF) that already has a binding with a dynamic label.

* A static label is configured for an IP prefix, when the same label value is dynamically allocated to another
IP prefix.

clear mpls static local-label discrepancy label-value | all

Syntax Description

label-value A value that denotes the label for which the discrepancies are cleared.

all Specifies that all discrepancies are cleared.
Command Default None
Command Modes EXEC
Command History Release Modification

Release This command was introduced.

5.1.1

Task ID

TaskID  Operation

mpls-static read

RP/0/RP0O/CPUO:router#clear mpls static local-label discrepancy all
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interface (mpls-static)

To enable MPLS encapsulation on specified interfaces, use the inter face command in MPLS static configuration
mode. To disable MPLS encapsulation on specified interfaces, us the no form of the command.

interface interface-type interface-id

Syntax Description interface-type Interface type. For more information, use the question mark (?) online help function.

interface-path-id  Physical interface instance.

Command Default None

Command Modes MPLS static configuration

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID TaskID  Operation

mpls-static read and
write

Example

The following command sequence shows how to enable MPLS encapsulation on a gigabit ethernet
port.

RP/0/RP0/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls static
RP/0/RP0/CPUO:router (config-mpls-static)# interface gigabitEthernet 0/1/0/0
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. show mpls static local-label

show mpls static local-label

To display information about local labels allocated using mpls static command, use the show mpls static
local-label command in EXEC mode.

show mpls static local-label label-value |all | discrepancy |error |vrf  vrf-name | default
all |discrepancy |error  [detail]

Syntax Description

local-label label-value  Specifies local label value to display MPLS static information for only that label.

all Displays MPLS static information about all local labels.
discrepancy Displays label discrepancy between static labels and dynamic labels.
error Displays MPLS static labeling errors.
vrf vrf-name Specifies VRF name to display MPLS static information specific to that VRF.
default Displays MPLS static information for the default VRF.
detail (Optional) Detailed information is displayed.

Command Default =~ None

Command Modes EXEC

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

TaskID  Operation

mpls-static read

The following command sequence shows how to view label discrepancy information:

RP/0/RPO/CPUO:router#show mpls static local-label discrepancy detail
Tue Apr 22 18:20:47.183 UTC

Label VRF Type Prefix RW Configured Status
16003 default Per-Prefix 10.0.0.1/32 No Discrepancy
STATUS : Label has discrepancy

The following command sequence shows how to view MPLS static information for all local labels:

RP/0/RPO/CPUO:router#show mpls static local-label all
Tue Apr 22 18:21:41.813 UTC

Label VRF Type Prefix RW Configured Status
200 default Per-Prefix 10.10.10.10/32 Yes Created
16003 default Per-Prefix 10.0.0.1/32 No Discrepancy
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The following command sequence shows how to view MPLS static information for all local labels
in a particular VRF:

RP/0/RP0O/CPUO:router#show mpls static local-label vrf vpnl all
Wed Apr 23 18:13:56.671 UTC

Label VRF Type Prefix RW Configured Status

1100 vpnl Per-Prefix 10.10.10.10/32 No Created
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show mpls static summary

MPLS Static Commands |

To display MPLS static summary information, use the show mplsstatic summary command in EXEC mode.

show mpls static summary

Syntax Description

summary Displays MPLS static binding information.

Command Default None

Command Modes EXEC

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

TaskID  Operation

mpls-static read

This is the sample output for show mpls static summary command:

RP/0/RP0/CPUO:router#show mpls static summary
Tue Apr 22 18:22:17.931 UTC

Label : Total 2 Errored 0 Discrepancies
VRF : Total 1 Active 1

Interface : Total 7 Enabled 1 Forward-Reference
LSD : CONNECTED

IM : CONNECTED

RSIT : CONNECTED
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vrf (mpls static) .

vrf (mpls static)

To enable static MPLS label binding on a specific IPv4 unicast destination address prefix, in the context of
a specific VRF, use the vrf command in MPLS-static configuration mode. To remove MPLS static binding,
use the nNo form of this command.

vrf wvrf-name address-family ipv4 wunicast local-label label value allocate per-prefix
ipv4-prefix-value | per-vrf forward path path value pop-and-lookup

Syntax Description

Command Default

Command Modes

ipv4 Configure [Pv4 address-family parameters.
unicast Make MPLS static configurations for unicast traffic.
local-label 1abel_value Specifies MPLS local-label value for static binding and forwarding. The

range is from 16 to 1048575.

allocate Displays local-label allocation options.

per-prefix ipv4_prefix_value Specifies IPv4 prefix value to which the specified MPLS label is statically

bound.

per-vrf The MPLS protocol requests a single VPN label to be statically bound as
the local label for all the prefixes in a specified VRF.

forward Configures forwarding for traffic with static MPLS label.

path path-value Specifies path-id for MPLS cross-connect path.

pop-and-lookup Removes the MPLS label and performs IP-based lookup to learn about

provider edge (PE) or customer edge (CE) interfaces for forwarding packets.

None

MPLS static configuration

Command History

Usage Guidelines

Release Modification
Release This command was introduced.
5.1.1

While using the VRF command, it is not possible to specify the out going label or next hop information for
packet that have static MPLS label binding.

Task ID

TaskID  Operation

mpls-static read

The following command sequence shows how to specify local label for an ip-prefix in context of a
specific VRF.
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. vrf (mpls static)

RP/0/RP0O/CPUO: routerf#configure

RP/0/RP0O/CPUO: router (config) #mpls static

RP/0/RPO/CPUO:router#vrf vrfl address-family ipv4 unicast
RP/0/RPO/CPUO:router#local-label 30500 allocate per-prefix 10.2.2.2/24

The following command sequence shows how to remove the MPLS label and perform IP-based
lookup to forward the packets.

RP/0/RP0O/CPUO:routerf#configure

RP/0/RP0O/CPUO:router#mpls static

RP/0/RP0O/CPUO:router#vrf vrfl address-family ipv4 unicast
RP/0/RP0O/CPUO:router#local-label 30500 allocate per-vrf forward path 1 pop-and-lookup
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MPLS Forwarding Commands

This module describes the commands used to configure and use Multiprotocol Label Switching (MPLS)
forwarding.

For detailed information about MPLS concepts, configuration tasks, and examples, see MPLS Configuration
Guide for the Cisco CRS Routers.

» clear mpls forwarding counters, on page 154

» mpls ip-ttl-propagate, on page 156

» mpls label range, on page 158

* show mpls forwarding, on page 160

* show mpls forwarding tunnels, on page 166

* show mpls forwarding exact-route, on page 169

* show mpls interfaces, on page 173

* show mpls label range, on page 176

 show mpls label table, on page 178

* show mpls Isd applications, on page 181

* show mpls Isd clients, on page 183

* show mpls traffic-eng fast-reroute database, on page 185
* show mpls traffic-eng fast-reroute log, on page 190
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. clear mpls forwarding counters

clear mpls forwarding counters

To clear (set to zero) the MPLS forwarding counters, use the clear mplsforwarding counters command
in EXEC mode.

clear mplsforwarding counters

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced

Release 3.0 No modification.

Release 3.2 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines Use the clear mplsforwarding counters command to set all MPLS forwarding counters to zero so that you
can easily see the future changes.

Task ID Task ID  Operations

mpls-te  read,
write

mpls-ldp read,
write

mpls-static read,
write
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Examples The following example shows sample output before and after clearing all counters:
RP/0/RP0/CPUO:router# show mpls forwarding
Local Outgoing Prefix Outgoing Next Hop Bytes T
Label Label or ID Interface Switched 0
18 mxp-Null-vd 33.33.33.33/32  800/2/0/0  10.1.2.3 16762
RP/0/RP0O/CPUO:router# clear mpls forwarding counters
RP/0/RP0/CPUO:router# show mpls forwarding
Local Outgoing Prefix Outgoing Next Hop Bytes T
Label Label or ID Interface Switched 0
18 Exp-Null-v4 33.33.33.33/32  P00/2/0/0  10.1.2.3 17000
Related Commands | Command Description

show mpls forwarding, on page 160 | Displays the contents of MPLS forwarding table.
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. mpls ip-ttl-propagate

mpls ip-ttl-propagate

To configure the behavior controlling the propagation of the IP Time-To-Live (TTL) field to and from the
MPLS header, use the mplsip-ttl-propagate command in Global Configuration mode.

mplsip-ttl-propagate disable [forwarded | local]

Syntax Description disable  Disables the propagation of IP TTL to and from the MPLS header for both forwarded and local
packets.

forwarded (Optional) Disables the propagation of IP TTL to and from the MPLS headed for only the
forwarded packets. This prevents the traceroute command from displaying the MPLS-enabled
nodes beyond the device under the configuration.

local (Optional) Disables the propagation of IP TTL to the MPLS header for only locally generated
packets. This prevents the traceroute command from displaying the MPLS-enabled nodes
beyond the device under the configuration.

Command Default Enabled

Command Modes Global Conﬁguration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 Both forwarded and local keywords were added as optional.

Usage Guidelines By default, the IP TTL is propagated to the MPLS header when IP packets enter the MPLS domain. Within
the MPLS domain, the MPLS TTL is decremented at each MPLS hop. When an MPLS encapsulated IP packet
exits the MPLS domain, the MPLS TTL is propagated to the IP header. When propagation is disabled, the
MPLS TTL is set to 255 during the label imposition phase and the IP TTL is not altered.
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mpls ip-ttl-propagate .

Task ID Task ID Operations

mpls-te read,
write

mpls-ldp read,
write

Examples The following example shows how to disable IP TTL propagation:

RP/0/RP0/CPUO:router (config) # mpls ip-ttl-propagate disable
The following example shows how to disable IP TTL propagation for forwarded MPLS packets:
RP/0/RPO/CPUO:router (config) # mpls ip-ttl-propagate disable forwarded

The following example shows how to disable IP TTL propagation for locally generated MPLS
packets:

RP/0/RP0O/CPUO:router (config) # mpls ip-ttl-propagate disable local

MPLS Command Reference for the Cisco CRS Router .



MPLS Forwarding Commands |
. mpls label range

mpls label range

To configure the dynamic range of local labels available for use on packet interfaces, use the mplslabel range
command in Global Configuration mode.

mplslabel range table table-id minimum maximum

Syntax Description  tabletable-id Identifies a specific label table; the global label table has table-id = 0. If no table is specified,
the global table is assumed. Currently, you can specify table 0 only.

minimum Smallest allowed label in the label space. Default is 16000.

maxi mum Largest allowed label in the label space. Default is 1048575.

Command Default table-id: 0
minimum: 16000

maximum: 1048575

Command Modes Global Configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Usage Guidelines After configuring the mplslabel range command, restart the router for the configuration to take effect.

The label range defined by the mplslabel range command is used by all MPLS applications that allocate
local labels (for dynamic label switching Label Distribution Protocol [LDP], MPLS traffic engineering, and
SO on).

Labels 0 through 15 are reserved by the Internet Engineering Task Force (IETF) (see the
draft-ietf-mpls-label-encaps-07.txt for details) and cannot be included in the range using the mplslabel range
command.

Labels 16 through 15999 are reserved for Layer 2 VPN static pseudowires. You should not configure Layer
2 VPN static pseudowires which fall within the dynamic range. If more Layer 2 VPN static pseudowires are
required, restrict the dynamic label range using this configuration.
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mpls label range .

\}

Note * Labels outside the current range and which are allocated by MPLS applications remain in circulation
until released.

* You must understand the maximum labels that are supported for each platform versus the labels that are
supported for the CLI.

)

Note Restart the router after changing the mpls label range.

Task ID Task ID Operations

mpls-te read,
write

mpls-ldp read,
write

Examples The following example shows how to configure the size of the local label space using a minimum  of
16200 and a maximum of 120000:

RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls label range 16200 120000

Related Commands Command Description

show mpls label range, on page 176 | Displays the range of the MPLS local label space.
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show mpls forwarding

To display the contents of the MPLS Label Forwarding Information Base (LFIB), use the show mpls
forwar dingcommand in EXEC mode.

MPLS Forwarding Commands |

show mplsforwarding [detail] [hardwareingress | egress] [interface type interface-path-id] [location
node-id] [p2mp [local | unresolved | [leafs]]] [labels low-value [high-value] ] [prefixnetwork/mask
| ipv4 unicast network/mask ] [private] [summary] [tunnels tunnel-id] [vrf vrf-name]

Syntax Description

detail (Optional) Displays information in long form (includes length of encapsulation,
length of Media Access Control [MAC] string, maximum transmission unit
[MTU], Packet switched, and label stack).

hardware (Optional) Displays the hardware location entry.

ingress (Optional) Reads information from the ingress PSE.

egress (Optional) Reads information from the egress PSE.

interface (Optional) Displays information for the specified interface.

type Interface type. For more information, use the question mark (?) online help

function.

interface-path-id

Physical interface or a virtual interface.
Note Use the show interfaces command to see a list of all possible

interfaces currently configured on the router.

For more information about the syntax for the router, use the question mark
(?) online help function.

labelslow-value [high-value]

(Optional) Entries with a local labels range. Ranges for both low-value and
high-value are 0 to 1048575.

location node-id

(Optional) Displays hardware resource counters on the designated node.

p2mp (Optional) Displays only P2MP LSPs.

local (Optional) Displays only P2MP LSP MPLS output paths that are local to a
line card.

unresolved (Optional) Displays P2MP LSPs that have failures. For example, one or more
MPLS output paths are unresolved or have platform failures.

leafs (Optional) Displays P2MP LSPs that have failures on the leaf such as platform

failures.

prefix network/mask /length

(Optional) Displays the destination address and mask/prefix length.
Note The forward slash (/) between network and mask is required.

ipv4 unicast

(Optional) Displays the IPv4 unicast address.
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private (Optional) Displays private information.
summary (Optional) Displays summarized information.
tunnels tunnel-id (Optional) Displays entries either for a specified label switch path (LSP)

tunnel or all LSP tunnel entries.

vrf vrf-name (Optional) Displays entries for VPN routing and forwarding (VRF).

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The p2mp, local, unresolved, and leafskeywords were added to support the P2MP feature.
The hardware, egress, and ingress keywords were added.
The ipv4 and unicast keywords were added.

Usage Guidelines The optional keywords and arguments described allow specification of a subset of the entire MPLS forwarding
table. This router does not support label accounting for vrf labels. Instead, it supports accounting for the IGP
and LDP labels. As a result, the Bytes Switched counter is 0 for the show mplsforwarding vrf command.

The node-id argument is entered in the rack/slot/module notation.

Task ID Task ID  Operations

mpls-te  read,
write

mpls-ldp read,
write

mpls-static read,
write
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. show mpls forwarding

Examples The following sample output is from the show mpls forwar ding command using the location

keyword and a specific node ID:

RP/0/RP0O/CPUO:router# show mpls forwarding location 0/2/CPUO

Local Outgoing Outgoing Next Hop Bytes
Label Label Interface Switched
16000 Unlabelled ce0l::ce01/128[V] Gi0/1/0/0 ce01:10::2 0
16001 Aggregate router: Per-VRF Aggr[V] \
router 0
16021 16020 P2MP TE:10 Gi0/2/0/3 172.99.1.2 13912344
16040 P2MP TE:10 Gi0/2/0/3 172.99.2.2 13912344
16045 P2MP TE:10 PO0/1/0/4 172.16.1.2 13912344

The following sample output displays only P2MP LSPs:

RP/0/RP0O/CPUO:router# show mpls forwarding p2mp

16000 16000 P2MP TE:10 Te0/0/0/1 192.168.140.2 0
16000 P2MP TE:10 Te0/0/0/2 192.168.170.1 0

The following sample output shows P2MP LSP MPLS output paths which are local to a line card:

RP/0/RP0/CPUO:router# show mpls forwarding p2mp local location 0/1/CPUO

Local Outgoing Prefix Outgoing Next Hop Bytes
Label Label or ID Interface Switched
16021 16045 P2MP TE:10 PO0/1/0/4 172.16.1.2 13912344

The following sample output shows P2MP LSP that have failures, for example, one or more MPLS
output paths are unresolved or have platform failures:

RP/0/RP0O/CPUO:router# show mpls forwarding p2mp unresolved location 0/2/CPUO

Local Outgoing Prefix Outgoing Next Hop Bytes

Label Label or ID Interface Switched

16021 16020 P2MP TE:10 Gi0/2/0/3 172.99.1.2 13912344
16040 P2MP TE:10 Gi0/2/0/3 172.99.2.2 13912344

The following sample output shows the P2MP LSP that have failures on the leaf for platform failures:

RP/0/RP0O/CPUO:router# show mpls forwarding p2mp unresolved leaf location 0/2/CPUO

Local Outgoing Prefix Outgoing Next Hop Bytes
Label Label or ID Interface Switched
16022 16021 P2MP TE:10 Gi0/2/0/3 172.99.1.2 13912344

The following sample output shows detailed information for the P2MP LSP:

RP/0/RPO/CPUO:router# show mpls forwarding p2mp detail
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show mpls forwarding .

Local Outgoing Prefix Outgoing Next Hop Bytes
Label Label or ID Interface Switched
16000 P2MP TE:10

Updated Sep 28 16:37:01.736

Tunnel Mid/Tail, tunnel ID:10

Flags:IP Lookup:set, Expnullv4:not-set, Expnullvé6:set,
Payload Type véd:set, Payload Type vé6:not-set

Platform Data:{0xb000, 0xb002, 0x0, 0x1}, RPF-ID:0xa000001

mpls paths: 2, local mpls paths: 0, protected mpls paths: 0O

16000 P2MP TE:10 Te0/0/0/1 192.168.140.2 0
Updated Sep 28 16:37:01.736
My Nodeid:513, Interface Nodeid:1, Backup Interface
Nodeid:invalid
Packets Switched: 0

16000 P2MP TE:10 Te0/0/0/2 192.168.170.1 0
Updated Sep 28 16:37:01.731
My Nodeid:513, Interface Nodeid:1, Backup Interface
Nodeid:invalid
Packets Switched: 0O

The following sample output shows detailed information for the LSP tunnels:

RP/0/RP0/CPUO:router# show mpls forwarding prefix 10.241.4.0/24 detail

Local Outgoing Prefix Outgoing Next Hop Bytes
Label Label or ID Interface Switched
16057 16058 10.241.4.0/24 Gi0/1/0/23 10.114.4.11 0

Updated May 10 20:00:15.983
MAC/Encaps: 14/18, MTU: 9202

Label Stack (Top -> Bottom): { 16058 }
Packets Switched: 0

16058 10.241.4.0/24 Te0/4/0/0 10.114.8.11 0
Updated May 10 20:00:15.983
MAC/Encaps: 14/18, MTU: 9086
Label Stack (Top -> Bottom): { 16058 }
Packets Switched: 0

The following sample output shows the number of P2MP TE heads and midpoints and the number
of P2MP route updates that are received from the MRIB from the summary keyword:

RP/0/RP0/CPUO:router# show mpls forwarding summary

Forwarding entries:
Label switching: 91647
MPLS TE tunnel head: 1351, protected: 1
MPLS TE midpoint: 0, protected: 0
MPLS TE internal: 1351, protected: 1
MPLS P2MP TE tunnel head: 499
MPLS P2MP TE tunnel midpoint/tail: 999 Forwarding updates:
messages: 3925
p2p updates: 229115
p2mp updates: 13519
add/modify:12020, deletes:1499,
dropped:0 (iir trigger drops:0)) Labels in use:
Reserved: 3
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Lowest: O

Highest: 112979

MPLS Forwarding Commands |

Deleted stale label entries: 0

This table describes the significant fields shown in the display.

Table 17: show mpls forwarding Field Descriptions

Field Description
Local Label Label assigned by this router.
Outgoing Label Label assigned by the next hop or downstream peer. Some of the entries that display

in this column are:
Unlabeled

No label for the destination from the next hop, or label switching is not enabled
on the outgoing interface.

Pop Label

Next hop advertised an implicit-null label for the destination.

Prefix or Tunnel ID

Address or tunnel to which packets with this label are going.

Outgoing Interface

Interface through which packets with this label are sent.

Next Hop

IP address of neighbor that assigned the outgoing label.

Bytes Switched

Number of bytes switched with this incoming label.

TO Timeout: Indicated by an “*” if entry is being timed out in forwarding.

Mac/Encaps Length in bytes of Layer 2 header, and length in bytes of packet encapsulation,
including Layer 2 header and label header.

MTU MTU? of labeled packet.

Label Stack All the outgoing labels on the forwarded packet.

Packets Switched

Number of packets switched with this incoming label.

Label switching

Number of Label switching LFIB® forwarding entries.

IPv4 label imposition

Number of IPv4 label imposition forwarding entries (installed at ingress LSR).

MPLS TE tunnel
head

Number of forwarding entries (installed at ingress LSR) on MPLS TE tunnel head.

MPLS TE
fast-reroute

Number of forwarding entries (installed at PLR) for MPLS-TE fast reroute.

Forwarding updates

Number of forwarding updates sent from LSD (RP/DRP) to LFIB/MPLS (RP/DRP/LC)
using BCDL mechanism, indicating the total number of updates and total number of
BCDL messages.
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show mpls forwarding .

Field

Description

Labels in use

Local labels in use (installed in LFIB). These usually indicate the lowest and highest
label in use (allocated by applications). Furthermore, some reserved labels, such as
explicit-nullv4, explicit-nullv6, are installed in the forwarding plane. The label range
is0to 15.

> MTU = Maximum Transmission Unit.
% LFIB = Label Forwarding Information Base.

Related Commands

Command

Description

show mpls forwarding exact-route, on page 169 | Displays the exact path for the source and destination

address pair.
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. show mpls forwarding tunnels

show mpls forwarding tunnels

To display the contents of the M PL S forwarding tunnel, use the show mpls forwarding tunnel command
in EXEC mode.

show mplsforwarding tunnels [detail][tunnels tunnd-id] [vrf vrf-name]

Syntax Description detail (Optional) Displays information in long form (includes length of encapsulation, length
of Media Access Control [MAC] string, maximum transmission unit [MTU], Packet
switched, and label stack).

tunnelstunnel-id (Optional) Displays entries either for a specified label switch path (LSP) tunnel or all
LSP tunnel entries.

vrf vrf-name (Optional) Displays entries for VPN routing and forwarding (VRF).

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The p2mp, local, unresolved, and leafs keywords were added to support the P2MP feature.
The hardware, egress, and ingress keywords were added.
The ipv4 and unicast keywords were added.

Release 5.3.2 This command was introduced.

Usage Guidelines The optional keywords and arguments described allow specification of a subset of the entire MPLS forwarding
table. This router does not support label accounting for vrf labels. Instead, it supports accounting for the IGP
and LDP labels. As a result, the Bytes Switched counter is 0 for the show mplsforwarding vrf command.

The node-id argument is entered in the rack/slot/module notation.
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Task ID TaskID  Operations
mpls-te  read,
write
mpls-ldp read,
write
mpls-static read,
write
Examples The following sample output is from the show mplsforwar ding tunnelscommand using the location

keyword and a specific node ID:

show mpls forwarding tunnels

RP/0/RSP0O/CPUO:PEl#sh mpls forwarding tunnels 1999 detail
Thu Jul 23 22:56:09.726 PDT

Tunnel Outgoing Outgoing Next Hop Bytes
Name Label Interface Switched
tt1999 50045 BEL1O point2point 0
Updated: Jul 23 20:04:57.416
Version: 82681, Priority: 2
Label Stack (Top -> Bottom): { 50045 }
Local Label: 27972
NHID: 0x0, Path idx: 0, Backup path idx: 0, Weight: O
MAC/Encaps: 14/18, MTU: 1500
Packets Switched: 0O
Interface Handle: 0x0801f4a0, Local Label: 27972

Forwarding Class: O,
Packets/Bytes Switched:

Weight: O
7045837/7116295370

RP/0/RSP0O/CPUO:PEl#sh mpls forwarding tunnels 1999 detail location 0/0/CPUOQ
Thu Jul 23 22:56:14.526 PDT

Tunnel Outgoing Outgoing Next Hop Bytes
Name Label Interface Switched
tt1999 50045 BEL1O point2point 0
Updated: Jul 23 20:04:57.640
Version: 82681, Priority: 2
Label Stack (Top -> Bottom): { 50045 }
Local Label: 27972
NHID: 0x0, Path idx: 0, Backup path idx: 0, Weight: O
MAC/Encaps: 14/18, MTU: 1500
Packets Switched: 0O
Interface Handle: 0x0801f4a0, Local Label: 27972
Forwarding Class: 0, Weight: 0
Packets/Bytes Switched: 7045837/7116295370
RP/0/RSPO/CPUO:PEl#sh mpls forwarding tunnels 1999
Thu Jul 23 22:56:19.717 PDT
Tunnel Outgoing Outgoing Next Hop Bytes
Name Label Interface Switched
tt1999 50045 BEL1O point2point 0
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Related Commands Command Description

show mpls forwarding exact-route, on page 169 | Displays the exact path for the source and destination
address pair.
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show mpls forwarding exact-route

To display the exact path for the source and destination address pair, use the show mplsforwar ding exact-route

command in EXEC mode.

show mplsforwarding exact-route label label-number entropy label entropy-label-valuebottom-label
value| ipv4 source-address destination-address| ipv6source-addressdestination-address [detail] [protocol
protocol source-port source-port destination-port destination-port ingress-interface type
interface-path-id] [location node-id] [policy-class value] [hardware ingress | egress]

Syntax Description

label label-number

Displays the exact path for a source and destination address pair.

bottom-label value

Displays the bottom label value. Range is 0 to 1048575.

ipv4 source-address
destination-address

Displays the exact path for IPv4 payload. The IPv4 source address in
x.x.x.x format. The IPv4 destination address in x.x.x.x format.

ipv6 source-address
destination-address

Displays the exact path for IPv6 payload. The IPv6 source address in
x:x::x format. The IPv6 destination address in x:x::x format.

detail

(Optional) Displays detailed information.

protocol protocol

(Optional) Displays the specified protocol for the route.

source-port source-port

Sets the UDP source port. The range is from 0 to 65535.

destination-port destination-port

Sets the UDP destination port. The range is from 0 to 65535.

ingress-interface

Sets the ingress interface.

type

Interface type. For more information, use the question mark (?) online
help function.

interface-path-id

Physical interface or a virtual interface.
Note Use the show interfaces command to see a list of all possible

interfaces currently configured on the router.

For more information about the syntax for the router, use the question
mark (?) online help function.

location node-id

(Optional) Displays hardware resource counters on the designated node.

policy-class value

(Optional) Displays the policy-based tunnel selection (PBTS) to direct
traffic into specific TE tunnels. The policy-class attribute maps the correct

traffic class to this policy. The range for the policy-class value is from
1to7.

hardware (Optional) Displays the hardware location entry.
ingress (Optional) Reads information from the ingress PSE.
egress (Optional) Reads information from the egress PSE.
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Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.2 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 Added command parameters for 7-tuple.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The following keywords and arguments were added:

* detail keyword

* location keyword and node-id argument

* policy-class keyword and value argument
* hardware, ingress, and egress keywords

Usage Guidelines The show mpls forwarding exact-route command displays information in long form and includes the
following information:

* Encapsulation length

* Media Access Control (MAC) string length
* Maximum transmission unit (MTU)

* Packet switching information

* Label stacking information

Task ID Task ID  Operations

mpls-te  read,
write

mpls-ldp read,
write

mpls-static read,
write

Examples The following shows a sample output from the show mpls forwar ding exact-r oute command:
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RP/0/RP0O/CPUO:router# show mpls forwarding exact-route label 16000 ipv4 10.74.1.6 127.0.0.15
protocol tcp source-port 3503 destination-port 3503 ingress-interface pos 0/3/4/3

Local Outgoing Prefix Outgoing Next Hop Bytes
Label Label or ID Interface Switched
16000 16001 5.5.5.5/32 PO0/1/5/1 1.24.1.192 N/A

Via: PO0/1/5/1, Next Hop: point2point

MAC/Encaps: 4/8, MTU: 1500

Label Stack (Top -> Bottom): { 16001 }

This table describes the significant fields shown in the display.

Table 18: show mpls forwarding exact-route Field Descriptions

Field Description
Local Label Label assigned by this router.
Outgoing Label Label assigned by the next hop or downstream peer. Some of the entries that display

in this column are:
Unlabeled

No label for the destination from the next hop, or label switching is not enabled
on the outgoing interface.

Pop Label

Next hop advertised an implicit-null label for the destination.

Prefix or Tunnel ID

Address or tunnel to which packets with this label are going.

Outgoing Interface

Interface through which packets with this label are sent.

Next Hop

IP address of neighbor that assigned the outgoing label.

Bytes Switched

Number of bytes switched with this incoming label.

TO Timeout: Indicated by an “*” if entry is being timed out in forwarding.

MAC/Encaps Length in bytes of Layer 2 header, and length in bytes of packet encapsulation,
including Layer 2 header and label header.

MTU MTUZ of labeled packet.

Label Stack All the outgoing labels on the forwarded packet.

Packets Switched

Number of packets switched with this incoming label.

Label switching

Number of Label switching LFIB® forwarding entries.

IPv4 label imposition

Number of IPv4 label imposition forwarding entries (installed at ingress LSR).

MPLS TE tunnel
head

Number of forwarding entries (installed at ingress LSR) on MPLS TE tunnel head.
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Field

Description

MPLS TE
fast-reroute

Number of forwarding entries (installed at PLR) for MPLS-TE fast reroute.

Forwarding updates

Number of forwarding updates sent from LSD (RP/DRP) to LFIB/MPLS (RP/DRP/LC)
using BCDL mechanism, indicating the total number of updates and total number of

BCDL messages.

Labels in use

Local labels in use (installed in LFIB). These usually indicate the lowest and highest
label in use (allocated by applications). Furthermore, some reserved labels, such as
explicit-nullv4, explicit-nullv6, are installed in the forwarding plane. The label range

1s 0 to 15.

7 MTU = Maximum Transmission Unit.
8 LFIB = Label Forwarding Information Base.

Related Commands Command

Description

show mpls forwarding, on page 160

Displays the contents of the MPLS LFIB.
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show mpls interfaces

To display information about one or more interfaces that have been configured for MPLS, use the show mpls
interfaces command in EXEC mode.

show mplsinterfaces [type interface-path-id] [location node-id] [detail]

Syntax Description type (Optional) Interface type. For more information, use the question mark (?) online help
function.

interface-path-id Physical interface or a virtual interface.
Note Use the show interfaces command to see a list of all possible interfaces

currently configured on the router.

For more information about the syntax for the router, use the question mark (?) online
help function.

location node-id  (Optional) Displays hardware resource counters on the designated node.

detail (Optional) Displays detailed information for the designated node.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Usage Guidelines This command displays MPLS information about a specific interface or about all interfaces where MPLS is
configured.
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Task ID

Examples

Task ID  Operations

mpls-te  read,
write

mpls-1dp read,
write

mpls-static read,
write

The following shows a sample output from the show mplsinterfaces command:

RP/0/RP0O/CPUO:router# show mpls interfaces

Interface LDP Tunnel Enabled
POS0/4/0/0 Yes Yes Yes
POS0/4/0/1 Yes Yes Yes
POS0/4/0/2 Yes Yes Yes

The following shows a sample output from the show mplsinterfaces command using the detail
keyword:

RP/0/RPO/CPUO:router# show mpls interfaces detail

Interface POS0/4/0/0:
LDP labelling enabled
LSP labelling enabled (TE-Control)
MPLS enabled
MTU = 4474
Interface POS0/4/0/1:
LDP labelling enabled
LSP labelling enabled (TE-Control)
MPLS enabled
MTU = 4474
Interface POS0/4/0/2:
LDP labelling enabled
LSP labelling enabled (TE-Control)
MPLS enabled
MTU = 4474

The following shows a sample output from the show mplsinterfaces command using the location
keyword:
RP/0/RP0O/CPUO:router# show mpls interfaces location pos 0/4/0/0
Interface LDP Tunnel Enabled
poso/a/0/0 Yes  Yes  ves
RP/0/RP0/CPUO:router# show mpls interfaces pos 0/4/0/0 detail

Interface P0OS0/4/0/0:
LDP labelling enabled
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LSP labelling enabled (TE-Control)
MPLS enabled
MTU = 4474

This table describes the significant fields in the sample display.

Table 19: show mpls interfaces Command Field Descriptions

Field | Description

LDP |State of LDP labelling.

Tunnel | State of LSP Tunnel labelling.

MTU | MTU? of labeled packet.

Caps | Capsulation switching chains installed on an interface.

M MPLS switching capsulation/switching chains are installed on the interface and are ready to switch
MPLS traffic.

® MTU = Maximum Transmission Unit.
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show mpls label range

To display the range of local labels available for use on packet interfaces, use theshow mplslabel range
command in EXEC mode.

show mplslabel range

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Usage Guidelines You can use the show mplslabel range command to configure a range for local labels that is different from
the default range.

Task ID Task ID  Operations

mpls-te  read,
write

mpls-ldp read,
write

mpls-static read,
write

Examples The following shows a sample output from the show mplslabel range command:

RP/0/RPO/CPUO:router# show mpls label range
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Range for dynamic labels: Min/Max: 16000/144000

This table describes the significant fields shown in the display.

Table 20: show mpls label range Command Field Descriptions

Field Description

Range for dynamic Minimum and maximum allowable range for local labels (which differs from the
labels default range).

Related Commands | Command Description

mpls label range, on page 158

Configures a range of values for use as local labels.
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show mpls label table

To display the local labels contained in the MPLS label table, use the show mplslabel table command in
EXEC mode.

show mplslabel table table-index [application application] [label label-value] [summary] [detail]

Syntax Description table-index Index of the label table to display. The global label table is 0. Currently, you can
specify table 0 only.

application application (Optional) Displays all labels owned by the selected application. Options are:
bgp-ipv4, bgp-spkr, bgp-vpn-ipv4, internal, ldp, none, 12vpn, static, te-control,

te-link, and test.

label |abel-value (Optional) Displays a selected label based on the label value. Range is 0 to
1048575.

summary (Optional) Displays a summary of local labels.

detail (Optional) Displays detailed information for the MPLS label table.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0  No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The detail keyword was added.

Usage Guidelines
S

Note Labels 16 to 15999 are reserved for static Layer 2 VPN pseudowires.
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Task ID Task ID  Operations

mpls-te  read,
write

mpls-1dp read,
write

mpls-static read,
write

Examples The following shows a sample output from the show mplslabel table command:

RP/0/RPO/CPUO:router# show mpls label table 0

Table Label Owner State Rewrite
0 0 LSD InUse Yes
0 1 LSD InUse Yes
0 2 LSD InUse Yes
0 3 LSD InUse Yes
0 16 TE-Link InUse Yes

This table describes the significant fields shown in the display.

Table 21: show mpls label table Command Field Descriptions

Field |Description

Table |Table ID.

Label |Label index.

Owner | Application that allocated the label. All labels displaying “InUse” state have an owner.

State |InUse

Label allocated and in use by an application.
Alloc

Label allocated but is not yet in use by an application.
Pend

Label was in use by an application that has terminated unexpectedly, and the application has
not reclaimed the label.

Pend-S

Label was in use by an application, but the MPLS LSD (Label Switching Database) server has|
recently restarted and the application has not reclaimed the label.

Rewnte | Number of initiated rewrites.
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Related Commands | Command Description

show mpls forwarding, on page 160 Displays entries in the MPLS forwarding table. Label switching
entries are indexed by their local label.

show mpls Isd applications, on page 181 | Displays MPLS applications that are registered with the MPLS
LSD server.
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show mpls Isd applications

To display the MPLS applications registered with the MPLS Label Switching Database (LSD) server, use the
show mplslsd applications command in EXEC mode.

show mplslsd applications [application application]

Syntax Description application application (Optional) Displays all labels owned by the selected application. Options are:
bgp-ipv4, bgp-spkr, bgp-vpn-ipv4, internal, ldp, none, 12vpn, static, te-control,

te-link, and test.
Command Default No default behavior or values
Command Modes EXEC
Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.9.0 The application keyword was added.

Usage Guidelines MPLS applications include Traffic Engineering (TE) control, TE Link Management, and label distribution
protocol (LDP). The application must be registered with MPLS LSD for its features to operate correctly. All
applications are clients (see the show mpls Isd clients, on page 183 command), but not all clients are applications.

Task ID Task ID  Operations

mpls-te  read,
write

mpls-ldp read,
write

mpls-static read,
write

Examples The following shows a sample output from the show mplsisd applications command:
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RP/0/RPO/CPUO:router# show mpls lsd applications

LDP
TE-Control
TE-Link

State RecoveryTime Node

Active 300 0/0/CPUO
Active 100 0/0/CPUO
Active 600 0/0/CPUO

This table describes the significant fields shown in the display.

Table 22: show mpls Isd applications Command Field Descriptions

Field Description
Type LSD application type.
State Active
Application registered with MPLS LSD and is functioning correctly.
Recover
Application registered with MPLS LSD and is recovering after recently restarting. In this|
state, the RecoveryTime value indicates how many seconds are left before the application
becomes active.
Zombie
Application not reregistered after an unexpected termination. In this case, RecoveryTime
indicates how many seconds are left before MPLS LSD gives up on the application.
RecoveryTime | Seconds remaining before MPLS LSD gives up or resumes the application.
Node Node expressed in standard rack/slot/module notation.
Related Commands Command Description
show mpls Isd clients, on page 183 | Displays MPLS clients connected to the MPLS LSD server.
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show mpls Isd clients

To display the MPLS clients connected to the MPLS Label Switching Database (LSD) server, use the show
mplslsd clients command in EXEC mode.

show mplslsd clients

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines MPLS clients include Traffic Engineering (TE) Control, TE Link Management, Label Distribution Protocol
(LDP), and Bulk Content Downloader (BCDL) Agent. Not all clients are applications (see the show mplsisd
applications command), but all applications are clients.

Task ID Task ID  Operations

mpls-te  read,
write

mpls-ldp read,
write

mpls-static read,
write

Examples The following shows a sample output from the show mplsisd clients command:
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RP/0/RP0/CPUO:router# show mpls lsd clients

Id Services Node

0 BA(p=none) 0/0/CPUO
1 A(TE-Link) 0/0/CPUO
2 A (LDP) 0/0/CPUO
3 A(TE-Control) 0/0/CPUO

The following table describes the significant fields shown in the display.

Table 23: show mpls Isd clients Command Field Descriptions

Field |Description

Id Client identification number.

Services | A(xxx) means that this client is an application and xxx is the application name, BA(yyy) means that
this client is a BCDL Agent and yyy is expert data. Depending on system conditions, there can be
multiple BCDL Agent clients (this is normal).

Node |Node expressed in standard rack/slot/module notation.

Related Commands | Command Description
show mpls Isd Displays MPLS applications registered with the MPLS LSD server.
applications
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show mpls traffic-eng fast-reroute database

To display the contents of the fast reroute (FRR) database, use the show mplstraffic-eng fast-reroute
database command in EXEC mode.

show mplstraffic-eng fast-reroute database [ip-address] [ip-address /length] [afi-all safi-all |
unicastip-address ip-address/length] [backup-interface] [tunnel tunnel -id] [unresolved] [interface
type interface-path-id] [ipv4 safi-all | unicastip-address ip-address/length] [labels low-number
high-number] [state active | complete | partial | ready] [role head | midpoint] [summary] [location

node-id]

Syntax Description

ip-address

(Optional) IP address of the destination network.

ip-address/length

(Optional) Bit combination indicating the portion of the IP address that is being used
for the subnet address.

afi-all (Optional) Returns data for all specified address family identifiers.
safi-all (Optional) Returns data for all sub-address family identifiers.
unicast (Optional) Returns unicast data only.

backup-interface

(Optional) Displays entries with the specified backup interface.

tunnel tunnel-id

(Optional) Tunnel and tunnel ID to which packets with this label are going. The summary
suboption is available.

unresolved (Optional) Displays entries whose backup interface has not yet been fully resolved.

interface (Optional) Displays entries with this primary outgoing interface. The summary keyword
is available.

type (Optional) Interface type. For more information, use the question mark (?) online help

function.

interface-path-id

Physical interface or a virtual interface.
Note Use the show interfaces command to see a list of all possible interfaces

currently configured on the router.

For more information about the syntax for the router, use the question mark (?) online
help function.

ipvd

(Optional) Displays only IPv4 data.

labels

(Optional) Displays database entries that possess in-labels assigned by this router
(local labels). Specify either a starting value or a range of values. The state suboption
is available.
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state (Optional) Filters the database according to the state of the entry:
active

FRR rewrite is in the forwarding active database (where it can be placed onto
appropriate incoming packets).

complete

FRR rewrite is assembled, ready or active.
partial

FRR rewrite is fully created; its backup routing information is still incomplete.
ready

FRR rewrite was created but is not in the forwarding active state.

role (Optional) Displays entries associated either with the tunnel head or tunnel midpoint.
The summary suboption is available.

summary (Optional) Displays summarized information about the FRR database.

location node-id (Optional) Displays hardware resource counters on the designated node.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0  No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 3.9.0 Sample output was modified to support the Point-to-Multipoint (P2MP) feature.

Usage Guidelines The P2MP tunnel carries multicast traffic. For fast reroute (FRR) information in regards to multicast label
forwarding, see Cisco |0S XR Software Multicast Command Reference for the Cisco CRS-1 Router.

If the location is specified, Fast-Reroute (FRR) entries for both Point-to-Point (P2P) and P2MP tunnels are
available. If the location is not specified, only P2P tunnel entries are available.
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Task ID

Examples

\}

Task Operations
ID

mplste read

show mpls traffic-eng fast-reroute database .

The following shows a sample output from the show mplstraffic-eng fast-reroute database

command:

RP/0/RP0O/CPUO:router# show mpls traffic-eng fast-reroute database

Tunnel head FRR information:

Tunnel Out intf/label FRR intf/label Status
tt4000 PO0/3/0/0:34 tt1000:34 Ready
tt4001 PO0/3/0/0:35 tt1001:35 Ready
tt4002 PO0/3/0/0:36 tt1001:36 Ready

Note

The Prefix field indicates the IP address where packets with this label are headed.

The following sample output displays filtering of the FRR database using the backup-interface

keyword:

RP/0/RP0O/CPUO:router# show mpls traffic-eng fast database backup-interface

LSP midpoint FRR information:

LSP Identifier Out Intf/ FRR Intf/ Status
Label Label
10.10.10.10 1006 [54] Gi0/6/5/2:Pop tt1060:Pop Ready

The following sample output displays the FRR database filtered by the primary outgoing interface:

RP/0/RP0O/CPUO:router# show mpls traffic-eng fast-reroute database interface pos0/3/0/0

Tunnel head FRR information:

Tunnel Out intf/label FRR intf/label Status
tt4000 PO0/3/0/0:34 tt1000:34 Ready
tt4001 PO0/3/0/0:35 tt1001:35 Ready
tt4002 PO0/3/0/0:36 tt1001:36 Ready

The following sample output displays a summary of the FRR database with the role as head:

RP/0/RPO/CPUO:router# show mpls traffic-eng fast-reroute database role head summary

Status Count
Active 0
Ready 3
Partial 0
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The following sample output displays summarized information for the FRR database with the role
as midpoint:

RP/0/RPO/CPUO:routerr# show mpls traffic-eng fast-reroute database role midpoint summary

Status Count
Active 0
Ready 2
Partial 0

The following sample output displays the summary for the P2MP tunnel:

RP/0/RP0O/CPUO:router# show mpls traffic-eng fast-reroute database location 0/0/CPUO

Tunnel head FRR information:

Tunnel Out intf/label FRR intf/label Status
tt3010 BP64:Pop tt3001:Pop Ready
tm3000 BP64:19444 tt3001:19444 Ready
tm3001 BP64:19445 tt3001:19445 Ready

This table describes the significant fields shown in the display.

Table 24: show mpls traffic-eng fast-reroute database Command Field Descriptions

Field Description

Tunnel Short form of tunnel interface
name.

Out intf/label Out interface

Short name of the physical
interface through which traffic
goes to the protected link.

Out label

At a tunnel head, this is the
label that the tunnel destination|
device advertises. The value
“Unlabeled” indicates that no
such label is advertised.

At a tunnel midpoint, this is the
label selected by the next hop
device. The value “Pop Label”
indicates that the next hop is
the final hop for the tunnel.
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show mpls traffic-eng fast-reroute database .

Field

Description

FRR intf/label

Fast rerouteinterface
Backup tunnel interface.
Fast reroute label

At a tunnel head, this is the
label that the tunnel tail
selected to indicate the
destination network. The value
“Unlabeled” indicates that no
label is advertised.

At a tunnel midpoint, this has
the same value as the Out label.

Status

State of the rewrite: partial, ready,
or active.

Related Commands

Command |Description

#unique | Displays the contents of the FRR event log.

99
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show mpls traffic-eng fast-reroute log

To display a history of fast reroute (FRR) events, use the show mplstraffic-eng fast-reroute log command
in EXEC mode.

show mplstraffic-eng fast-reroutelog [ interface typeinterface-path-id |location node-id ]

Syntax Description interface (Optional) Displays all FRR events for the selected protected interface.
type (Optional) Interface type. For more information, use the question mark (?) online help
function.

interface-path-id  Physical interface or virtual interface.
Note Use the show interfaces command to see a list of all possible interfaces

currently configured on the router.

For more information about the syntax for the router, use the question mark (?) online
help function.

location node-id  (Optional) Displays all FRR events that occurred on the selected node.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 Sample output was modified.

Task ID Task Operations
ID
mplste read
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Examples The following shows a sample output from the show mplstraffic-eng fast-reroute log command:
RP/0/RPO/CPUO:router# show mpls traffic-eng fast-reroute log
Node Protected LSPs Rewrites When Switching Time
Interface (usec)
0/0/CPU0 PO0/1/0/1 1 1 Feb 27 19:12:29.064000 147
This table describes the significant fields shown in the display.
Table 25: show mpls traffic-eng fast-reroute log Field Descriptions
Field Description
Node Node address.
Protected Type and interface-path-id that is being protected.
Interface
LSPs LSPY associated with each interface being protected.
Rewrites Number of rewrites initiated on the LSP.
When Date the interface was protected.
Switching Time | Time required to switch the protected interface in microseconds.
10 LSP = Link-state Packet.
Related Commands | Command Description

show mpls traffic-eng fast-reroute database, on page 185 | Displays the contents of the FRR database.
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This module describes the commands used to configure Multiprotocol Label Switching (MPLS) Traffic
Engineering (TE) on the Cisco IOS XR Software.

Your network must support the following Cisco features before you can enable MPLS-TE:

* MPLS
* [P Cisco Express Forwarding (CEF)
* Intermediate System-to-Intermediate System (IS-IS) or Open Shortest Path First (OSPF) routing protocol

* Resource Reservation Protocol (RSVP)

MPLS Label Distribution Protocol (LDP), Resource Reservation Protocol (RSVP), and Universal Control
Plane (UCP) command descriptions are documented separately.

For detailed information about MPLS concepts, configuration tasks, and examples, see Cisco |IOSXR MPLS
Configuration Guide for the Cisco CRS-1 Router.

* adjustment-threshold (MPLS-TE), on page 198
* admin-weight, on page 200

» affinity, on page 202

* affinity-map, on page 207

» application (MPLS-TE), on page 209

* attribute-flags, on page 211

* attribute-names, on page 213

* attribute-set, on page 215

* auto-bw (MPLS-TE), on page 218

* auto-bw collect frequency (MPLS-TE), on page 220
* autoroute announce, on page 222

* autoroute destination, on page 224

* autoroute metric, on page 225

* auto-tunnel pcc, on page 227

» auto-tunnel backup (MPLS-TE), on page 228

* backup-bw, on page 230

* backup-path tunnel-te, on page 233

* bidirectional, on page 235

* bw-limit (MPLS-TE), on page 236
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* capabilities (MPLS-TE), on page 238

* clear mpls Imp, on page 239

* clear mpls traffic-eng auto-bw (MPLS-TE EXEC), on page 240
* clear mpls traffic-eng auto-tunnel backup unused, on page 242
* clear mpls traffic-eng auto-tunnel mesh, on page 243

* clear mpls traffic-eng counters auto-tunnel mesh, on page 244
» clear mpls traffic-eng counters auto-tunnel backup, on page 245
« clear mpls traffic-eng counters global, on page 246

« clear mpls traffic-eng counters signaling, on page 247

* clear mpls traffic-eng counters soft-preemption, on page 249
» clear mpls traffic-eng fast-reroute log, on page 250

« clear mpls traffic-eng link-management statistics, on page 252
* clear mpls traffic-eng pce, on page 253

« collect-bw-only (MPLS-TE), on page 254

* delegation, on page 256

* destination (MPLS-TE), on page 257

« disable (explicit-path), on page 259

« disable (P2MP TE), on page 261

* ds-te bc-model, on page 262

* ds-te mode, on page 264

* ds-te te-classes, on page 266

« exclude srlg (auto-tunnel backup), on page 268

* fast-reroute, on page 269

« fast-reroute protect, on page 271

« fast-reroute timers promotion, on page 272

* flooding-igp (GMPLS), on page 274

» flooding threshold, on page 276

* flooding thresholds, on page 277

« forward-class, on page 279

« forwarding-adjacency, on page 280

* index exclude-address, on page 282

* index exclude-srlg, on page 284

* index next-address, on page 285

« interface (MPLS-TE), on page 287

« interface (SRLG), on page 289

« interface tunnel-gte, on page 290

« interface tunnel-mte, on page 292

« interface tunnel-te, on page 294

* ipcc interface (MPLS-TE), on page 296

* ipcc routed (MPLS-TE), on page 298

* ipv4 unnumbered (MPLS), on page 300

* ipv6 enable, on page 302

* keychain, on page 303

* link-management timers bandwidth-hold, on page 304

* link-management timers periodic-flooding, on page 306

* link-management timers preemption-delay, on page 308
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* load-share, on page 309

* load-share unequal, on page 311

* Imp hello (GMPLS), on page 313

* Imp neighbor (MPLS-TE), on page 315

* lmp router-id (MPLS-TE), on page 317

* logging events link-status (MPLS-TE), on page 319

* logging events Isp-status (MPLS-TE), on page 320

* logging events sub-Isp-status state (MPLS-TE), on page 322
» match (GMPLS), on page 323

» mpls traffic-eng, on page 325

» mpls traffic-eng auto-bw apply (MPLS-TE), on page 326
» mpls traffic-eng fast-reroute promote, on page 328

» mpls traffic-eng level, on page 329

» mpls traffic-eng link-management flood, on page 331

» mpls traffic-eng path-protection switchover gmpls, on page 333
» mpls traffic-eng pce activate-pcep, on page 334

» mpls traffic-eng pce redelegate, on page 335

» mpls traffic-eng pce reoptimize, on page 336

» mpls traffic-eng reoptimize (EXEC), on page 337

» mpls traffic-eng resetup (EXEC), on page 339

» mpls traffic-eng reoptimize events link-up, on page 340

» mpls traffic-eng router-id (MPLS-TE router), on page 341
» mpls traffic-eng repotimize mesh group, on page 343

» mpls traffic-eng tunnel preferred, on page 344

» mpls traffic-eng timers backoff-timer, on page 345

* named-tunnels tunnel-te, on page 346

* nhop-only (auto-tunnel backup), on page 347

« overflow threshold (MPLS-TE), on page 348

* passive (GMPLS), on page 350

* path-option (MPLS-TE), on page 352

* path-option (Named Tunnels), on page 355

* path-option (P2MP TE), on page 357

* path-selection cost-limit, on page 359

* path-selection ignore overload (MPLS-TE), on page 360
* path-selection invalidation, on page 362

* path-selection loose-expansion affinity (MPLS-TE), on page 363
* path-selection loose-expansion metric (MPLS-TE), on page 365
* path-selection metric (MPLS-TE), on page 367

* path-selection metric (interface), on page 369

* pce address (MPLS-TE), on page 371

* pce deadtimer (MPLS-TE), on page 373

* pce keepalive (MPLS-TE), on page 375

* pce peer (MPLS-TE), on page 377

* pce reoptimize (MPLS-TE), on page 379

* pce request-timeout (MPLS-TE), on page 381

* pce stateful-client, on page 383
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* pce tolerance keepalive (MPLS-TE), on page 384

* peer source ipv4, on page 386

* policy-class, on page 387

* precedence, on page 389

* priority (MPLS-TE), on page 390

* record-route, on page 392

» redelegation-timeout, on page 394

* remote (GMPLS), on page 395

* reoptimize (MPLS-TE), on page 397

* reoptimize timers delay (MPLS-TE), on page 399

* route-priority, on page 402

« router-id secondary (MPLS-TE), on page 404

« show explicit-paths, on page 406

« show interfaces tunnel-te accounting, on page 408

* show isis mpls traffic-eng tunnel, on page 409

 show mpls traffic-eng affinity-map, on page 410

 show mpls traffic-eng attribute-set, on page 412

» show mpls traffic-eng autoroute, on page 414

* show mpls traffic-eng auto-tunnel backup, on page 417

» show mpls traffic-eng auto-tunnel mesh, on page 420

 show mpls traffic-eng collaborator-timers, on page 423

» show mpls traffic-eng counters signaling, on page 425

* show mpls traffic-eng ds-te te-class, on page 431

» show mpls traffic-eng forwarding, on page 433

» show mpls traffic-eng forwarding-adjacency, on page 437

» show mpls traffic-eng igp-areas, on page 439

* show mpls traffic-eng link-management admission-control, on page 441
» show mpls traffic-eng link-management advertisements, on page 445
 show mpls traffic-eng link-management bandwidth-allocation, on page 448
» show mpls traffic-eng link-management bfd-neighbors, on page 451
* show mpls traffic-eng link-management igp-neighbors, on page 453
 show mpls traffic-eng link-management interfaces, on page 455

» show mpls traffic-eng link-management statistics, on page 458

» show mpls traffic-eng link-management summary, on page 460

* show mpls traffic-eng Imp, on page 462

» show mpls traffic-eng maximum tunnels, on page 466

» show mpls traffic-eng pce Isp-database, on page 469

» show mpls traffic-eng pce peer, on page 471

* show mpls traffic-eng pce tunnels, on page 474

» show mpls traffic-eng preemption log, on page 476

» show mpls traffic-eng topology, on page 478

» show mpls traffic-eng tunnels, on page 489

* show mpls traffic-eng tunnels auto-bw brief, on page 526

 show mpls traffic-eng tunnels bidirectional-associated, on page 528
» show mpls traffic-eng link-management soft-preemption, on page 530
* show srlg, on page 532
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* signalled-bandwidth, on page 534

* signalled-name, on page 536

* signalling advertise explicit-null (MPLS-TE), on page 537
* snmp traps mpls traffic-eng, on page 539

* soft-preemption, on page 541

* soft-preemption frr-rewrite, on page 542

* srlg, on page 543

» stateful-client delegation, on page 544

* state-timeout, on page 545

* switching (GMPLS), on page 546

* switching endpoint (GMPLS), on page 548

» switching transit (GMPLS), on page 550

* timers loose-path (MPLS-TE), on page 552

* timers removal unused (auto-tunnel backup), on page 554
* timeout (soft-preemption), on page 555

* topology holddown sigerr (MPLS-TE), on page 556

« tunnel-id (auto-tunnel backup), on page 558

* tunnel-id (auto-tunnel pcc), on page 560
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adjustment-threshold (MPLS-TE)

To configure the tunnel bandwidth change threshold to trigger an adjustment, use the adjustment-threshold
command in MPLS-TE automatic bandwidth interface configuration mode. To disable this feature, use the
no form of this command.

adjustment-threshold percentage [min minimum bandwidth]

Syntax Description percentage Bandwidth change percent threshold to trigger an adjustment if the largest sample

percentage is higher or lower than the current tunnel bandwidth. The range is from
1 to 100. The default is 5.

min minimum (Optional) Configures the bandwidth change value to trigger an adjustment. The

bandwidth tunnel bandwidth is changed only if the largest sample is higher or lower than the
current tunnel bandwidth, in kbps. The range is from 10 to 4294967295. The default
is 10.

Command Default percentage: 5

minimum bandwidth: 10

Command Modes MPLS-TE automatic bandwidth interface configuration

Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Usage Guidelines If you configure or modify the adjustment threshold while the automatic bandwidth is already running, the
next band-aids application is impacted for that tunnel. The new adjustment threshold determines if an actual
bandwidth takes place.

Examples The following example configures the tunnel bandwidth change threshold to trigger an adjustment:

RP/0/RPO/CPUO:router# configure

RP/0/RP0/CPUO:router (config) # interface tunnel-te 1

RP/0/RP0O/CPUO:router (config-if) # auto-bw

RP/0/RPO/CPUO:router (config-if-tunte-autobw) # adjustment-threshold 20 min 500

Related Commands Command Description

application (MPLS-TE), on page 209 Configures the application frequency, in minutes, for the
applicable tunnel.
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Command Description

auto-bw (MPLS-TE), on page 218 Configures automatic bandwidth on a tunnel interface and
enters MPLS-TE automatic bandwidth interface configuration
mode.

bw-limit (MPLS-TE), on page 236 Configures the minimum and maximum automatic bandwidth

to set on a tunnel.

collect-bw-only (MPLS-TE), on page 254 | Enables only the bandwidth collection without adjusting the
automatic bandwidth.

overflow threshold (MPLS-TE), on page 348 | Configures tunnel overflow detection.

show mpls traffic-eng tunnels, on page 489 | Displays information about MPLS-TE tunnels.
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admin-weight

To override the Interior Gateway Protocol (IGP) administrative weight (cost) of the link, use the admin-weight
command in MPLS-TE interface configuration mode. To return to the default behavior, use the no form of
this command.

admin-weight weight

Syntax Description ~ wdgt Administrative weight (cost) of the link. Range is 0 to 4294967295.

Command Default weight: IGP Weight (default OSPF 1, ISIS 10)

Command Modes MPLS-TE interface configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines To use MPLS the admin-weight command for MPLS LSP path computations, path-selection metric must be
configured to TE.

Task ID Task Operations
ID

mplste read,
write

Examples The following example shows how to override the IGP cost of the link and set the cost to 20:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# interface POS 0/7/0/0
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admin-weight .

RP/0/RPO/CPUO:router (config-mpls-te-if) # admin-weight 20

Related Commands | Command Description

interface (MPLS-TE), on page 287 Enables MPLS-TE on an interface and enters MPLS-TE
interface configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

path-selection metric (interface), on page 369 | Specifies an MPLS-TE tunnel path-selection metric type.
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affinity

To configure an

MPLS Traffic Engineering Commands |

affinity (the properties the tunnel requires in its links) for an MPLS-TE tunnel, use the affinity

command in interface configuration mode. To disable this behavior, use the no form of this command.

affinity  affinity-value mask mask-value | exclude name | exclude-all | ignore |include
name | include-strict name

Syntax Description

Command Default

affinity-value

Attribute values that are required for links to carry this tunnel. A 32-bit decimal
number. Range is from 0x0 to OXFFFFFFFF, representing 32 attributes (bits), where
the value of an attribute is 0 or 1.

mask mask-value  Checks the link attribute. A 32-bit decimal number. Range is 0x0 to OXFFFFFFFF,

representing 32 attributes (bits), where the value of an attribute mask is 0 or 1.

exclude name Configures a particular affinity to exclude.
exclude-all Excludes all affinities.

ignore Ignore affinity attributes.

include name Configures the affinity to include in the loose sense.
include-strict name Configures the affinity to include in the strict sense.

affinity-value: 0X00000000
mask-value: 0x0000FFFF

Interface configuration

Command History

Release Modification
Release 2.0  This command was introduced.
Release 3.0 No modification.

Release 3.3.0

No modification.

Release 3.4.0

Support was added for the Name-Based Affinity Constraint scheme.

Release 3.5.0

No modification.

Release 3.6.0

No modification.

Release 3.7.0

Affinity colors definition for MPLS-TE was added.

Release 3.8.0

No modification.

Release 3.9.0

No modification.

Release 5.2.2

Support was added to start a 5 minute timer to allow reoptimization when affinity failure
occurs.
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Usage Guidelines

affinity .

Affinity determines the link attributes of the tunnel (that is, the attributes for which the tunnel has an affinity).
The attribute mask determines which link attribute the router should check. If a bit in the mask is 0, the attribute
value of a link or that bit is irrelevant. If a bit in the mask is 1, the attribute value of that link and the required
affinity of the tunnel for that bit must match.

A tunnel can use a link if the tunnel affinity equals the link attributes and the tunnel affinity mask.

If there is an affinity failure, a 5 minute timer is started at the LSP headend. If the tunnel is not able to reoptimize
within the time frame, it is torn down. However, if you execute the mplstraffic-eng reoptimize disable
affinity-failure command, no timer is started and the tunnel is not torn down. Note that, at a subsequent time,
other triggers for reoptimization may start the timer for the LSPs with affinity failure.

Any properties set to 1 in the affinity should be 1 in the mask. The affinity and mask should be set as follows:
tunnel affinity=tunnel affinity and tunnel affinity mask

You can configure up to 16 affinity constraints under a given tunnel. These constraints are used to configure
affinity constraints for the tunnel:

Include

Specifies that a link is considered for constrained shortest path first (CSPF) if it contains all affinities
associated with the include constraint. An acceptable link contains more affinity attributes than those
associated with the include statement. You can have multiple include statements under a tunnel
configuration.

Include-strict

Specifies that a link is considered for CSPF if it contains only the colors associated with the include-strict
statement. The link cannot have any additional colors. In addition, a link without a color is rejected.

Exclude

Specifies that a link satisfies an exclude constraint if it does not have all the colors associated with the
constraint. In addition, a link that does not have any attribute satisfies an exclude constraint.

Exclude-all

Specifies that only the links without any attribute are considered for CSPF. An exclude-all constraint is
not associated with any color; whereas, all other constraint types are associated with up to 10 colors.

Ignore
Ignores affinity attributes while considering links for CSPF.

You set one bit for each color; however, the sample output shows multiple bits at the same time. For example,
you can configure red and orange colors on GigabitEthernet0/4/1/3 from the interface command. The sample
output from the show mpls traffic-eng link-management interfaces, on page 455 command shows that the
Attributes field is set to 0x21, which means that there are 0x20 and 0x1 bits on the link.

Task ID

Examples

Task  Operations
ID

mpls-te read,
write

This example shows how to configure the tunnel affinity and mask:
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II affinity

RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # affinity 0101 mask 303

This example shows that a link is eligible for CSPF if the color is red. The link can have any additional
colors.

RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # affinity include red

This example shows that a link is eligible for CSPF if it has at least red and orange colors. The link
can have any additional colors.

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config)# interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # affinity include red orange

This example shows how to configure a tunnel to ignore the affinity attributes on links.

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # affinity ignore

This sample output shows that the include constraint from the show mplstraffic-eng tunnels
command is 0x20 and 0x1:

Name: tunnel-tel Destination: 0.0.0.0
Status:
Admin: up Oper: down Path: not wvalid Signalling: Down
G-PID: 0x0800 (internally specified)

Config Parameters:
Bandwidth: 0 kbps (CTO) Priority: 7 7
Number of configured name based affinity constraints: 1
Name based affinity constraints in use:
Include bit map ¢ 0x21
Metric Type: TE (default)
AutoRoute: disabled LockDown: disabled
Loadshare: 0 equal loadshares
Auto-bw: disabled(0/0) 0 Bandwidth Requested: 0
Direction: unidirectional
Endpoint switching capability: unknown, encoding type: unassigned
Transit switching capability: unknown, encoding type: unassigned

Reason for the tunnel being down: No destination is configured
History:

This example shows that a tunnel can go over a link that contains red or orange affinity. A link is
eligible for CSPF if it has a red color or a orange color. Thus, a link with red and any other colors
and a link with orange and other additional colors must meet the constraint.

RP/0/RP0/CPUO:router# configure
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affinity II

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # affinity include red
RP/0/RP0/CPUO:router (config-if) # affinity include orange

This sample output shows that the include constraint from the show mplstraffic-eng tunnels
command is 0x20 or 0x1:

Name: tunnel-tel Destination: 0.0.0.0
Status:
Admin: up Oper: down Path: not wvalid Signalling: Down
G-PID: 0x0800 (internally specified)

Config Parameters:
Bandwidth: 0 kbps (CTO0) Priority: 7 7
Number of configured name based affinity constraints: 2
Name based affinity constraints in use:
Include bit map : 0x1
Include bit map : 0x20
Metric Type: TE (default)
AutoRoute: disabled LockDown: disabled
Loadshare: 0 equal loadshares
Auto-bw: disabled(0/0) 0 Bandwidth Requested: 0
Direction: unidirectional
Endpoint switching capability: unknown, encoding type: unassigned
Transit switching capability: unknown, encoding type: unassigned

Reason for the tunnel being down: No destination is configured
History:

This example shows that a link is eligible for CSPF if it has only red color. The link must not have
any additional colors.

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # affinity include-strict red

This example shows that a link is eligible for CSPF if it does not have the red attribute:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # affinity exclude red

This example shows that a link is eligible for CSPF if it does not have red and blue attributes. Thus,
a link that has only a red attribute or only a blue attribute is eligible for CSPF.

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # affinity exclude red blue

This example shows that a link is eligible for CSPF if it does not have either a red or a blue attribute:

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # affinity exclude red
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RP/0/RPO/CPUO:router (config-if)# affinity exclude blue

MPLS Traffic Engineering Commands |

Related Commands Command

Description

affinity-map, on page 207

Assigns a numerical value to each
affinity name.

attribute-names, on page 213

Configures attribute names for the
interface.

interface tunnel-te, on page 294

Configures an MPLS-TE tunnel
interface.

show mpls traffic-eng affinity-map, on page 410

Displays the color name-to-value
mappings configured on the router.

show mpls traffic-eng tunnels, on page 489

Displays information about
MPLS-TE tunnels.
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affinity-map .

To assign a numerical value to each affinity name, use the affinity-map command in MPLS-TE configuration
mode. To return to the default behavior, use the no form of this command.

affinity-map affinity name affinity value| bit-position value

Syntax Description

affinity Affinity map name-to-value designator (in hexadecimal, O-ffffffff ).
name

affinity Affinity map value designator. Range is from 1 to 80000000.
value

bit-position Configures the value of an affinity map for the bit position of the 32-bit number.

value

Bit position value. Range is from 0 to 255.

Command Default

Command Modes

No default behavior or values

MPLS-TE configuration

Command History

Release

Modification

Release 3.4.0

This command was introduced.

Release 3.5.0

No modification.

Release 3.6.0

No modification.

Release 3.7.0

No modification.

Release 3.8.0

No modification.

Release 3.9.0

The following command syntax was enhanced:

 The affinity value argument range was changed to 1 to 80000000.
* The bit-position keyword and value argument were added.
» Sample output was added to show how to configure the value for the bit position.

Release 5.1.1

The bit-position value range was changed to 1 to 255 that enables to assign up to 256 names
for extended admin groups (EAGs).

Usage Guidelines

\)

Note

The name-to-value mapping must represent a single bit of a 32-bit value.

Repeat the affinity-map command to define multiple colors up to a maximum of 256 colors.
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. affinity-map
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to assign a numerical value to each affinity name:
RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# affinity-map red 1
RP/0/RP0O/CPUO:router (config-mpls-te)# affinity-map blue 2
The following example shows how to configure the value of 15 for an affinity map by bit position:
RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# affinity-map red2 bit-position 15
Related Commands Command Description

affinity, on page 202 Configures affinity (the properties that the tunnel requires in
its links) for an MPLS-TE tunnel.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

show mpls traffic-eng affinity-map, on page | Displays the color name-to-value mappings configured on the
410 router.
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application (MPLS-TE)

To configure the application frequency, in minutes, for the applicable tunnel, use the application command
in MPLS-TE automatic bandwidth interface configuration mode. To disable this feature, use the no form of
this command.

application minutes

Syntax Description minues Frequency, in minutes, for the automatic bandwidth application. The range is from 5 to 10080 (7
days). The default is 1440.

Command Default minutes : 1440 (24 hours)

Command Modes MPLS-TE automatic bandwidth interface configuration

Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Usage Guidelines If you configure and modify the application frequency, the application period can reset and restart for that
tunnel. The next bandwidth application for the tunnel happens within the specified minutes.

Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to configure application frequency to 1000 minutes for MPLS-TE
interface 1:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0O/CPUO:router (config)# interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # auto-bw
RP/0/RP0O/CPUO: router (config-if-tunte-autobw) # application 1000

Related Commands Command Description

adjustment-threshold (MPLS-TE), on page 198 | Configures the tunnel-bandwidth change threshold to trigger
an adjustment.

auto-bw (MPLS-TE), on page 218 Configures automatic bandwidth on a tunnel interface and
enters MPLS-TE automatic bandwidth configuration mode.
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Command Description

bw-limit (MPLS-TE), on page 236 Configures the minimum and maximum automatic bandwidth
to set on a tunnel.

collect-bw-only (MPLS-TE), on page 254 Enables only the bandwidth collection without adjusting the
automatic bandwidth.

interface tunnel-te, on page 294 Configures an MPLS-TE tunnel interface.

overflow threshold (MPLS-TE), on page 348 | Configures tunnel overflow detection.

show mpls traffic-eng tunnels, on page 489 | Displays information about MPLS-TE tunnels.

. MPLS Command Reference for the Cisco CRS Router



| MPLS Traffic Engineering Commands
attribute-flags .

attribute-flags

To configure attribute flags for an interface, use the attribute-flags command in MPLS-TE interface
configuration mode. To return to the default behavior, use the no form of this command.

attribute-flags attribute-flags

Syntax Description attribute -flags  Links attributes that are compared to the affinity bits of a tunnel during selection of a path.
Range is 0x0 to OxXFFFFFFFF, representing 32 attributes (bits) where the value of an
attribute is 0 or 1.

Command Default attributes : 0x0

Command Modes MPLS-TE interface configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines The attribute-flags command assigns attributes to a link so that tunnels with matching attributes (represented
by their affinity bits) prefer this link instead of others that do not match.

The interface attribute is flooded globally so that it can be used as a tunnel headend path selection criterion.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to set attribute flags to 0x0101:
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RP/0/RPO/CPUO:router# configure

RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# interface POS 0/7/0/0
RP/0/RPO/CPUO:router (config-mpls-te-if) # attribute-flags 0x0101

Related Commands | Command Description
admin-weight, on page 200 Overrides the IGP administrative weight of the link.
affinity, on page 202 Configures affinity (the properties that the tunnel requires in its links)

for an MPLS-TE tunnel.

attribute-names, on page 213 Configures the attribute names for the interface.

interface (MPLS-TE), on page 287 | Enables MPLS-TE on an interface and enters MPLS-TE interface
configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
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attribute-names

To configure attributes for the interface, use the attribute-namescommand in MPLS-TE interface configuration
mode. To return to the default behavior, use the no form of this command.

attribute-names attribute name

Syntax Description

Command Default

Command Modes

attribute name  Attribute name expressed using alphanumeric or hexidecimal characters.Up to 32
attribute-names can be assigned.

index Specifies an entry index for attribute names.

index-number  Specifies the index number. Range is from 1 to 8.

No default behavior or values

MPLS-TE interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.4.0 This command was introduced.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 5.1.1 Support was added to assign up to 32 names per attribute-set and index for extended admin
groups. The index index-valuekeyword and argument were added to support extended admin
groups (EAG) configuration.

The name-to-value mapping must represent a single bit of a 256-bit value.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to assign an attribute name (in this case, red) to a TE link:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO: router (config-mpls-te) # interface pos 0/2/0/1
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RP/0/RPO/CPUO:router (config-mpls-te-if) # attribute-name red

Related Commands | Command Description

affinity, on page 202 Configures affinity (the properties that the tunnel requires in its links)
for an MPLS-TE tunnel.

attribute-flags, on page 211 Configures attribute flags for the interface.

interface (MPLS-TE), on page 287 | Enables MPLS-TE on an interface and enters MPLS-TE interface
configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
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attribute-set

To configure attribute-set for auto-backup tunnels, use the attribute-set command in MPLS-TE configuration
mode.

attribute-set auto-backup attribute-set-name  affinity  affinity-value mask mask-value |
exclude name |exclude-all |include name |include-strict name |logging events Isp-status
reoptimize | state | policy-class range | default |priority setup-range hold-range | record-route
| signalled-bandwidth value | soft-preemption

To configure attribute-set for auto-mesh tunnels, use the attribute-set command in MPLS-TE configuration

mode.

attribute-set auto-mesh attribute-set-name affinity affinity-value mask mask-value| exclude name |
exclude-all | include name|include-strict name| auto-bw collect-bw-only | autoroute announce |
bandwidth bandwidth | fast-reroute [protect bandwidth node|node bandwidth]|logging events
Isp-status insufficient-bandwidth | reoptimize | reroute| state| policy-class range | default | priority
setup-range hold-range| record-route| signalled-bandwidth bandwidth [classtype cl]|soft-preemption

To configure attribute-set for a path-option, use the attribute-set command in MPLS-TE configuration mode.

attribute-set path-option attribute-set-name affinity affinity-value mask mask-value | exclude name
| exclude-all | include name|include-strict name| signalled-bandwidth bandwidth [class-type cl]

To specify an attribute set for LSP diversity for GMPLS UNI, use the attribute-set command in MPLS-TE
configuration mode.

attribute-set xro attribute-set-name

To disable this behavior, use the no form of this command.

no attribute-set

Syntax Description

auto-backup Specifies the values of an attribute set for the
auto-backup group.

auto-mesh Specifies the values of an attribute set for the
auto-mesh group.

path-option Specifies the values of an attribute set for the path
option.

Xro Specifies that the attribute-set is used to define an
XRO.

attribute-set-name A 32-bit character string, specifies the name of the

attribute-set template.

affinity-value Attribute values that are required for links to carry
this tunnel. A 32-bit decimal number, representing
32 attributes (bits), where the value of an attribute
is 0 or 1. Range is from 0x0 to OXFFFF.
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mask mask-value

Checks the link attribute. A 32-bit decimal number,
representing 32 attributes (bits), where the value
of an attribute mask is 0 or 1. Range is from 0x0
to OxFFFF.

exclude name Configures a specific affinity that is to be excluded.
exclude-all Excludes all affinities.
include name Configures the affinity to include in the loose

sense.

include-strict name

Configures the affinity to include in the strict sense.

logging Per-interface logging configuration.

events Per-interface logging events.

Isp-status Enables interface LSP state change alarms.
reoptimize Enables interface LSP REOPT change alarms.
state Enables interface LSP UP/DOWN change alarms.
policy-class Specifies class for policy-based tunnel selection.
range Tunnel policy class range 1 to 7.

default Default class for policy-based tunnel selection.
priority Specifies the tunnel priority.

setup-range Specifies setup priority. Range is 0 to 7.
hold-range Specifies hold priority. Range is 0 to 7.

record-route

Records the route used by the tunnel.

signalled-bandwidth

Specifies the tunnel bandwidth requirement to be
signalled.

bandwidth Bandwidth required for an MPLS-TE tunnel,
specified in kilobits per second. By default,
bandwidth is reserved in the global pool. Range is
from 0 to 4294967295.

classtypect (Optional) Configures the class type of the tunnel

bandwidth request. Range is 0 to 1. Class-type 0
is equivalent to global-pool. Class-type 1 is
equivalent to subpool.

soft-preemption

Enables the soft-preemption feature on this tunnel.

Command Default
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Command Modes

mask-value: 0xFFFF

MPLS TE configuration

attribute-set .

Command History

Usage Guidelines

Release Modification

Release This command was introduced. The sub-pool keyword is not supported.
4.2.0
Release Support for configuring attribute-set for auto-backup tunnels was added.
4.2.1

The policy-class keyword was added for auto-mesh attribute-set.

Release The Xxro keyword was added in support of GMPLS UNI feature.

43.0

The values specified for an attribute within a path-option attribute-set does not prevent the configuration
of the same attribute at the tunnel level. However, only one level is taken into consideration. The configuration
at the path-option level is considered more specific than the one at the level of the tunnel, and is therefore

used.

Attributes that are not specified within an attribute-set picks their default values, as usual, from the
configuration at the tunnel level, the configuration at the global mpls level, or default values.

An XRO attribute-set can be specified as part of the path-option, if required. An empty XRO attribute set
results in the GMPLS tunnel being signaled with no exclusions, and therefore no XRO.

Task ID Task Operation
ID
mplste read,
write
ouni read,
write
Related Commands | Command Description

affinity-map, on page 207

Assigns a numerical value to each
affinity name.

attribute-names, on page 213

Configures attribute names for the
interface.

interface tunnel-te, on page 294

Configures an MPLS-TE tunnel
interface.

show mpls traffic-eng affinity-map, on page 410

Displays the color name-to-value
mappings configured on the router.

show mpls traffic-eng tunnels, on page 489

Displays information about
MPLS-TE tunnels.
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auto-bw (MPLS-TE)

Syntax Description

Command Default

Command Modes

To configure automatic bandwidth on a tunnel interface and to enter MPLS-TE automatic bandwidth interface
configuration mode, use the auto-bw command in MPLS-TE interface configuration mode. To disable the
automatic bandwidth on that tunnel, use the no form of this command.

auto-bw

This command has no arguments or keywords.

By default, automatic bandwidth is not enabled.

MPLS-TE interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Use the auto-bw command to enter MPLS-TE automatic bandwidth interface configuration mode.
The auto-bw and load-shar e unequal commands should not be used together.

The load-shar e unequalcommand determines the load-share for a tunnel based on the bandwidth. However,
the MPLS-TE automatic bandwidth feature changes the bandwidth around. If you are configuring both the
load-share unequal command and the MPLS-TE automatic bandwidth feature, we recommend that you
specify an explicit load-share value configuration under each MPLS-TE automatic bandwidth tunnel.

The following automatic bandwidth scenarios are described:

* [f you configure the automatic bandwidth on a tunnel, the automatic bandwidth is enabled on that tunnel.
If no other configuration is specified, defaults for the various parameters are used, the operation stops.

* The automatic operation (for example, output rate collection) starts as soon as the automatic bandwidth
is enabled on one tunnel. If automatic bandwidth is disabled from all tunnels, the operation stops.

« If the output rate collection is already active when the automatic bandwidth is configured on a tunnel,
the statistics collection for that tunnel starts at the next collection configuration.

A\

Note Because the collection timer is already running, the first collection
event for that tunnel happens in less than C minutes (for example,
on an average of C/2 minutes).

Task ID

Task Operations
ID

mplste read,
write
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Examples

auto-bw (MPLS-TE) [J|j

The following example shows how to enter MPLS-TE automatic bandwidth interface configuration

mode:

RP/0/RPO/CPUO:router# configure

RP/0/RP0O/CPUO:router# interface tunnel-te 1

RP/0/RP0O/CPUO:router (config-if) # auto-bw

RP/0/RP0O/CPUO:router (config-if-tunte-autobw) #

Related Commands

Command

Description

adjustment-threshold (MPLS-TE), on page 198

Configures the tunnel-bandwidth change threshold to trigger
an adjustment.

application (MPLS-TE), on page 209

Configures the application frequency, in minutes, for the
applicable tunnel.

bw-limit (MPLS-TE), on page 236

Configures the minimum and maximum automatic
bandwidth to set on a tunnel.

collect-bw-only (MPLS-TE), on page 254

Enables only the bandwidth collection without adjusting the
automatic bandwidth.

interface tunnel-te, on page 294

Configures an MPLS-TE tunnel interface.

overflow threshold (MPLS-TE), on page 348

Configures tunnel overflow detection.

show mpls traffic-eng tunnels, on page 489

Displays information about MPLS-TE tunnels.
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auto-bw collect frequency (MPLS-TE)

To configure the automatic bandwidth collection frequency, use the auto-bw collect frequency command in
MPLS-TE configuration mode. To reset the automatic bandwidth frequency to its default value, use the no
form of this command.

auto-bw collect frequency minutes

Syntax Description

Command Default

Command Modes

minutes Interval between automatic bandwidth adjustments, in minutes. The range is from 1 to 10080. The
default is 5.

minutes: 5

In addition, the no form of this command resets to the default.

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

The auto-bw collect frequency command configures the automatic bandwidth collection frequency for all
the tunnels.

Modifying the global collection frequency does not restart the tunnel for the current application period. The
application period continues with the modified collection frequency.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example configures a tunnel for an automatic bandwidth adjustment of 100 minutes:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# auto-bw collect frequency 100

Related Commands

Command Description

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
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Command Description

mpls traffic-eng auto-bw apply (MPLS-TE), on | Configures the highest bandwidth available on a tunnel

page 326 without waiting for the current application period to end.

show mpls traffic-eng tunnels, on page 489 Displays information about MPLS-TE tunnels.
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autoroute announce

To specify that the Interior Gateway Protocol (IGP) should use the tunnel (if the tunnel is up) in its enhanced
shortest path first (SPF) calculation, use the autor oute announce command in interface configuration mode.
To return to the default behavior, use the no form of this command.

autoroute announce [include-ipv6] [ metric value]

Syntax Description  include-ipv6 (Optional) Announces the MPLS-TE tunnel to IS-IS IGP for IPv6 routing.

metric (Optional) Specify the MPLS-TE tunnel metric that the Interior Gateway Protocol (IGP)
value enhanced Shortest Path First (SPF) calculation uses.

Syntax Description ~ This command has no arguments or keywords.

Command Default Announces IPv4 tunnel

Command Modes Interface configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 5.1.1 The include-ipv6 and metric keywords were added to support MPLS-TE tunnel
announcements to IS-IS.

Usage Guidelines When more than one IGP is configured, the tunnel is announced as autoroute to the IGP that is used to compute
the TE tunnel path.

When the autoroute announce command is configured, the route metric of the tunnel path to the destination
equals the route metric of the shortest IGP path to that destination.

The autoroute announce metric configuration overrides the autoroute metric, on page 225 configuration, if
present.

. MPLS Command Reference for the Cisco CRS Router



| MPLS Traffic Engineering Commands

\}

autoroute announce .

Note

IS-IS is the only IGP supporting ipy6 MPLS-TE tunnel announcements.

Task ID

Examples

Task Operations

ID

mpls-te read,
write

This example shows how to configure IGP to use the tunnel in its enhanced SPF calculation when

the tunnel is up:

RP/0/RP0O/CPUO:
RP/0/RP0O/CPUO:
RP/0/RPO/CPUO:

router# configure
router (config) # interface tunnel-te 1
router (config-if) # autoroute announce

This example show how to make IPv6 announcements for MPLS-TE tunnel to the IGP:

RP/0/RP0O/CPUO
RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO
RP/0/RP0O/CPUO

:router#configure

:router (config) #interface tunnel-te 65534
:router (config-if) #autoroute announce
:router (config-if-tunte-aa) #include-ipvé

Related Commands

Command

Description

interface tunnel-te, on page 294 | Configures an MPLS-TE tunnel interface.
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To install multiple static routes in the routing information base (RIB) per MPLS TE tunnel, use the autoroute
destination command in interface TE tunnel configuration mode. To disable autoroute destination, use the
no form of this command.

autoroute destination

ip-address

Syntax Description ip-address  Specifies the host address of the route to be installed in the RIB. A maximum of six routes can
be specified apart from the default route.

Command Default Autoroute destination is disabled.
Command Modes Interface Tunnel TE
Command History Release Modification
Release This command was introduced.
5.1.1
Task ID Task  Operation
ID
mpls-te read,
write

This example shows how to configure installing four routes in RIB for TE tunnel 10:

RP/0/RP0O/CPUO: routerfconfigure
RP/0/RP0O/CPUO:router (config) #interface tunnel-te 10
RP/0/RP0O/CPUO:router (config-if) #

RP/0/RPO/CPUO:router

(
(
(
(

config-if

)
RP/0/RPO/CPUO:router (config-if)
RP/0/RP0/CPUO:router (config-if)
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autoroute metric

To specify the MPLS-TE tunnel metric that the Interior Gateway Protocol (IGP) enhanced Shortest Path First
(SPF) calculation uses, use the autoroute metric command in interface configuration mode. If no specific
metric is to be specified, use the no form of this command.

autoroute metric absolute | relative value

Syntax Description  absolute Enables the absolute metric mode; you can enter a positive metric value.

relative Enables the relative metric mode; you can enter a positive, negative, or zero value.

value  Metric that the IGP enhanced SPF calculation uses. Relative value range is from —10 to 10. Absolute
value range is from 1 to 2147483647.

Command Default The relative value is 0.
Command Modes Interface configuration
Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The absolute value range is defined from 1 to 2147483647.

Usage Guidelines The autoroute metric command overwrites the default tunnel route metric of the shortest IGP path to the

destination.
N

Note The autoroute announce, on page 222 configuration overrides the autor oute metric configuration, if present.
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Task ID Task  Operations
ID
mpls-te read,
write
Examples The following example shows how to configure the IGP enhanced SPF calculation using MPLS-TE

tunnel metric as relative negative 1:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # autoroute metric relative -1

Related Commands | Command Description

autoroute announce, on page 222 Instructs the IGP to use the tunnel (if it is up) in its enhanced
SPF calculation.

interface tunnel-te, on page 294 Configures an MPLS-TE tunnel interface.

show mpls traffic-eng autoroute, on page 414 | Displays the tunnels announced to the IGP, including interface,
destination, and bandwidth.
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auto-tunnel pcc

Command Default

To enable auto-tunnel stateful PCE client configuration mode, use the auto-tunnel pcc command in MPLS
TE configuration mode. To disable auto-tunnel stateful PCE client configuration, use the no form of this
command.

auto-tunnel pcc

This command has no keywords or arguments.

Auto-tunnel stateful PCE client mode is disabled.

Command Modes MPLS TE configuration

Command History Release Modification
Release This command was introduced.
5.1.1

Task ID

Task Operation
ID

mplste read,
write

This example shows how to enable auto-tunnel stateful PCE client configuration mode:

RP/0/RP0O/CPUO:routerfconfigure
RP/0/RPO/CPUO:router (config) #mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) fauto-tunnel pcc
RP/0/RPO/CPUO:router (config-te-auto-pcc) #
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auto-tunnel backup (MPLS-TE)

Syntax Description

Command Default

Command Modes

To automatically build next-hop (NHOP) and next-next-hop (NNHOP) backup tunnels, and to enter auto-tunnel
backup configuration mode, use the auto-tunnel backup command in MPLS-TE configuration mode. To
clear the NHOP and NNHOP backup tunnels, use the no form of this command.

auto-tunnel backup

This command has no arguments or keywords.

No default behavior or values

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 4.0.0 This command was
introduced.

The range of tunnel-ID is required to be mentioned for the auto-tunnel backup tunnels; otherwise, none of the
tunnels are created.

The no form of this command deletes both NHOP and NNHOP backup tunnels that are configured using
either the auto-tunnel backup command or the nhop-only command.

Task ID

Task  Operation
ID

mpls-te read,
write

Example

The following example automatically builds NHOP and NNHOP backup tunnels:

RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te) # auto-tunnel backup

Related Commands

Command Description

clear mpls traffic-eng auto-tunnel backup unused, on | Clears the unused automatic backup tunnels.
page 242

mpls traffic-eng interface-path-id auto-tunnel backup | Configures the automatic backup tunnel for a specific
interface.

show mpls traffic-eng tunnels, on page 489 Displays information about MPLS-TE tunnels.
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Command Description

tunnel-id (auto-tunnel backup), on page 558 Configures range of tunnel interface numbers for
automatic backup tunnels.
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backup-bw

To configure the backup bandwidth for an MPLS-TE backup tunnel (that is used to protect a physical interface),
use the backup-bw command in interface configuration mode. To return to the default behavior, use the no
form of this command.

MPLS Traffic Engineering Commands |

backup-bw backup bandwidth any-class-type| classtype ct | global-pool bandwidth | unlimited |
sub-pool bandwidth | unlimited | unlimited any-class-type| class-type ct

Syntax Description

Command Default

Command Modes

backup bandwidth

Backup bandwidth in any-pool provided by an MPLS-TE backup tunnel.
Bandwidth is specified in kilobits per second (kbps). Range is 1 to 4294967295.

any-class-type

Displays the backup bandwidth assigned to any class-type protected tunnels.

class-type ct

Displays the class type of the backup bandwidth. Range is 0 to 1.

global-pool bandwidth

(In Prestandard DS-TE with RDM) Displays the backup bandwidth in global pool
provided by an MPLS-TE backup tunnel. Bandwidth is specified in kilobits per
second. Range is 1 to 4294967295.

unlimited

Displays the unlimited bandwidth.

sub-pool bandwidth

(In Prestandard DS-TE with RDM) Displays the backup bandwidth in sub-pool
provided by an MPLS-TE backup tunnel. Bandwidth is specified in kilobits per
second. Range bandwidth is 1 to 4294967295. Only label switched paths (LSPs)
using bandwidth from the sub-pool can use the backup tunnel.

Any class-type unlimited.

Interface configuration

Command History

Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0

No modification.

Release 3.4.0

No modification.

Release 3.5.0

No modification.

Release 3.6.0

No modification.

Release 3.7.0

No modification.

Release 3.8.0

No modification.

Release 3.9.0

No modification.
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Usage Guidelines

backup-bw .

Backup bandwidth can be limited or unlimited or specific to a global pool, sub-pool, or non-specific any-pool.

Backup with backup-bw in global-pool protects global-pool LSPs only; backup-bw in sub-pool protects
sub-pool LSPs only.

Backup tunnels configured with limited backup bandwidth (from any/global/sub pool) are not assigned to
protect LSPs configured with zero signaled bandwidth.

Backup bandwidth provides bandwidth protection for fast reroute (FRR). Bandwidth protection for FRR
supports DiffServ-TE with two bandwidth pools (class-types).

Class-type 0 is strictly equivalent to global-pool; class-type 1 is strictly equivalent to sub-pool bandwidth
using the Russian Doll Model (RDM).

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure backup tunnel 1 for use only by LSPs that take their
bandwidth from the global pool (class-type 0 tunnels). Backup tunnel 1 does not provide bandwidth
protection.

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if)# backup-bw global-pool unlimited

or

RP/0/RP0O/CPUO:router (config)# interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # backup-bw unlimited class-type 0

In the following example, backup tunnel 2 is used by LSPs that take their bandwidth from the sub-pool
(class-type 1 tunnels) only. Backup tunnel 2 provides bandwidth protection for up to 1000 units.

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 2
RP/0/RP0O/CPUO:router (config-if) # backup-bw sub-pool 1000

or

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 2
RP/0/RP0/CPUO:router (config-if) # backup-bw 1000 class-type 1

Related Commands

Commands Description

backup-path tunnel-te, on page 233 Assigns one or more backup
tunnels to a protected interface.
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Commands Description

fast-reroute, on page 269 Enables FRR protection for an
MPLS-TE tunnel.

interface tunnel-te, on page 294 Configures an MPLS-TE tunnel
interface.
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backup-path tunnel-te .

backup-path tunnel-te

To set an MPLS-TE tunnel to protect a physical interface against failure, use the backup-path tunnel-te
command in MPLS-TE interface configuration mode. To return to the default behavior, use the no form of
this command.

backup-path tunnel-te tunnel-number

Syntax Description

Command Default

Command Modes

tunnel-number  Number of the tunnel protecting the interface. Range is 0 to 65535.

No default behavior or values

MPLS-TE interface configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

When the protected interface is down (shut down or removed), the traffic it was carrying (for the other label
switched paths [LSPs], referred to as the protected LSPs) is rerouted, using fast reroute (FRR) onto the backup
tunnels.

The following guidelines pertain to the FRR process:

» Multiple (backup) tunnels can protect the same interface by entering this command multiple times for
different tunnels. The same (backup) tunnel can protect multiple interfaces by entering this command
for each interface.

* The backup tunnel used to protect a physical interface must have a valid IP address configured.

* The backup tunnel cannot pass through the same interface that it is protecting.

* TE tunnels that are configured with the FRR option, cannot be used as backup tunnels.

* For the backup tunnel to provide protection to the protected LSP, the backup tunnel must have a
terminating-end node in the path of a protected LSP.
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* The source IP address of the backup tunnel and the merge point (MP) address (the terminating-end
address of the backup tunnel) must be reachable.

\}

Note  You must configure record-route on TE tunnels that are protected by multiple backup tunnels merging at a
single node.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to protect PoS interface 0/7/0/0 using tunnel 100 and tunnel 150:

RP/0/RP0O/CPUO:router# configure

RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls—-te)# interface POS 0/7/0/0
RP/0/RP0/CPUO:router (config-mpls-te-if) # backup-path tunnel-te 100
RP/0/RPO/CPUO:router (config-mpls-te-if) # backup-path tunnel-te 150

Related Commands | Command Description
backup-bw, on page 230 Configures backup bandwidth for bandwidth protection.
fast-reroute, on page 269 Enables FRR protection for an MPLS-TE tunnel.
interface (MPLS-TE), on page 287 Enables MPLS-TE on an interface and enters MPLS-TE interface

configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

show mpls traffic-eng tunnels, on page 489 | Displays information about MPLS-TE tunnels.
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bidirectional

To configure a bidirectional LSP for a MPLS TE tunnel and define other parameters for the LSP, use the
bidirectional command in the MPLS-TE interface configuration mode.

bidirectional association id value | source-address |P address | global-id value | type
co-routed | fault-oam

Syntax Description  bidirectional Configures a bidirectional LSP.
association Specifies association parameters for the bidirectional LSP.
id value Value number that identifies the association. Range is 0 to 65535.

source-addressvalue Specifies the source IP address of the LSP from which a reverse path is required.

global-id value Value number that identifies the global ID. Range is 0 to 4294967295. The default
value is 0.
co-routed Configures co-routed LSPs with bidirectional CSPF.
fault-oam Configures fault OAM for the bidirectional co-routed LSPs.
Command Default Tunnel interfaces are disabled.
Command Modes Interface configuration mode
Command History Release Modification
Release This command was introduced.
5.2.0
Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operation
ID
mpls-te read,
write
Example

This example shows you how to configure an associated bidirectional co-routed MPLS-TE tunnel.

RP/0/RSPO/CPUO:router# configure

RRP/0/RSPO/CPUO:router (config)# interface tunnel-te 1

RP/0/RSP0O/CPUO:router (config-if)# bidirectional

RP/0/RSP0O/CPUO:router (config-if-bidir)# association id 1 source-address 11.0.0.1
RP/0/RSP0O/CPUO:router (config-if-bidir) #association type co-routed

MPLS Command Reference for the Cisco CRS Router .



B ow-limit (MPLS-TE)
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bw-limit (MPLS-TE)

To configure the minimum and maximum automatic bandwidth to be set on a tunnel, use the bw-limit command
in MPLS-TE automatic bandwidth interface configuration mode. To disable this feature, use the no form of
this command.

bw-limit min bandwidth {max bandwidth}

Syntax Description

Command Default

Command Modes

min bandwidth Configures the minimum automatic bandwidth, in kbps, on a tunnel. The range is from
0 to 4294967295. The default is 0.

max bandwidth Configures the maximum automatic bandwidth, in kbps, on a tunnel. The range is from
0 to 4294967295. The default is 4294967295.

min: 0

max: 4294967295

MPLS-TE automatic bandwidth interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was introduced.

Release 3.9.0 No modification.

Release 5.0.0 This command was introduced.

Both the min and max keywords must be configured.

The bw-limit command automatically sets the minimum bandwidth to the default value of 0, or the bw-limit
command automatically sets the maximum to the default value of 4294967295 kbps.

If the value of the min keyword is greater than the max keyword, the bw-limit command is rejected. If you
configure and modify the minimum or maximum bandwidth while the automatic bandwidth is already running,
the next bandwidth application for that tunnel is impacted. For example, if the current tunnel requested
bandwidth is 30 Mbps and the minimum bandwidth is modified to 50 Mbps, the next application sets the
tunnel bandwidth to 50 Mbps.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure the minimum and maximum bandwidth for the
tunnel:

RP/0/RP0/CPUO:router# configure
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bw-limit (MPLS-TE) [}

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # auto-bw
RP/0/RP0O/CPUO:router (config-if-tunte-autobw) # bw-limit min 30 max 80

Related Commands

Command

Description

adjustment-threshold (MPLS-TE), on page 198

Configures the tunnel-bandwidth change threshold to trigger
an adjustment.

application (MPLS-TE), on page 209

Configures the application frequency, in minutes, for the
applicable tunnel.

auto-bw (MPLS-TE), on page 218

Configures automatic bandwidth on a tunnel interface and
enters MPLS-TE automatic bandwidth interface configuration
mode.

collect-bw-only (MPLS-TE), on page 254

Enables only the bandwidth collection without adjusting the
automatic bandwidth.

interface tunnel-te, on page 294

Configures an MPLS-TE tunnel interface.

overflow threshold (MPLS-TE), on page 348

Configures tunnel overflow detection.

show mpls traffic-eng tunnels, on page 489

Displays information about MPLS-TE tunnels.
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capabilities (MPLS-TE)

To enable stateful PCE capabilities, use the capabilities command in MPLS-TE stateful PCE configuration
mode. To disable the stateful PCE capabilities, use the no form of this command.

capabilities instantiation | update

Syntax Description instantiation Enables stateful instantiate capability.

update Enables stateful update capability.

Command Default Stateful PCE capabilities are disabled.

Command Modes MPLS-TE Stateful PCE

Command History Release Modification
Release This command was introduced.
5.1.1
Usage Guidelines When the stateful-client configuration is added to the node, it will close all existing PCEP peer connections,

and add the stateful capabilities TLV to the OPEN object it exchanges during PCEP session establishment.

When the stateful-client configuration is removed from the node, it will delete all PCE instantiated tunnels,
close all existing PCEP connections, and no longer add the stateful capabilities TLV to the OPEN object it
exchanges during PCEP session establishment.

Task ID Task  Operation
ID
mpls-te read,
write

This example shows how to enable stateful-client instantiation capabilities:

RP/0/RP0/CPUO: router#configure

RP/0/RPO/CPUO:router (config) #mpls traffic-eng

RP/0/RPO/CPUO:router (config-mpls-te) #pce stateful-client
RP/0/RPO/CPUO:router (config-mpls-te-pce-stateful) #capabilities instantiation

This example shows how to enable stateful-client update capabilities:

RP/0/RP0/CPUO: router#configure

RP/0/RP0O/CPUO:router (confiqg) #mpls traffic-eng

RP/0/RPO/CPUO:router (config-mpls-te) #pce stateful-client
RP/0/RP0O/CPUO:router (config-mpls-te-pce-stateful) #fcapabilities update
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clear mpls Imp

To clear Link Management Protocol (LMP) management hello settings, use the clear mplsImpcommand in
EXEC mode.

clear mplsimp

Syntax Description ~ This command has no arguments or keywords.

Command Modes EXEC

Command History Release Modification

Release 3.3.0 This command was introduced

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 This command was moved under Cisco support.

Release 3.9.0 No modification.

Usage Guidelines
S

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to clear all LMP management hello settings:

RP/0/RPO/CPUO:router# clear mpls lmp
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clear mpls traffic-eng auto-bw (MPLS-TE EXEC)

To clear automatic bandwidth sampled output rates and to restart the application period for the specified
tunnel, use the clear mplstraffic-eng auto-bw command in EXEC mode.

clear mplstraffic-eng auto-bwall | internal | tunnel-te tunnel-number

Syntax Description

Command Default

Command Modes

all Clears the automatic bandwidth sampled output rates for all tunnels.

internal Clears all the automatic bandwidth internal data structures.

tunnel-te tunnel-number Clears the automatic bandwidth sampled output rates for a specific tunnel. The
tunnel-number argument is the tunnel ID used to clear the sampled output rates.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

If no tunnel is specified, the clear mplstraffic-eng auto-bw command clears all the automatic bandwidth
enabled tunnels.

For each tunnel in which the automatic bandwidth adjustment is enabled, information is maintained about the
sampled output rates and the time remaining until the next bandwidth adjustment. The application period is
restarted and values such as the largest collected bandwidth get reset. The tunnel continues to use the current
bandwidth until the next application.

Task ID

Examples

Task Operations
ID

mplste  execute

The following example displays the information for the automatic bandwidth for tunnel number 0
from the show mplstraffic-eng tunnels auto-bw brief command:

RP/0/RP0O/CPUO:router# show mpls traffic-eng tunnels 0 auto-bw brief

Tunnel LSP Last appl Requested Signalled Highest Application
Name ID BW (kbps) BW (kbps) BW (kbps) BW (kbps) Time Left
tunnel-tel 278 100 100 100 150 12m 38s

. MPLS Command Reference for the Cisco CRS Router



| MPLS Traffic Engineering Commands
clear mpls traffic-eng auto-bw (MPLS-TE EXEC) .

The following example shows how to clear the automatic bandwidth sampled output rates for tunnel
number 0:

RP/0/RPO/CPUO:router# clear mpls traffic-eng auto-bw tunnel-te 0

RP/0/RP0O/CPUO:router# show mpls traffic-eng tunnels 0 auto-bw brief

Tunnel LSP Last appl Requested Signalled Highest Application
Name ID BW (kbps) BW (kbps) BW (kbps) BW (kbps) Time Left
tunnel-tel 278 100 100 100 0 24m Os
Related Commands Command Description

clear mpls traffic-eng counters signaling, |Clears the automatic bandwidth configuration in a tunnel.

on page 247

show mpls traffic-eng tunnels auto-bw brief, | Displays the list of automatic-bandwidth-enabled tunnels, and

on page 526 indicates if the current signaled bandwidth of the tunnel is
identical to the bandwidth that is applied by the automatic
bandwidth.
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clear mpls traffic-eng auto-tunnel backup unused

To remove unused automatic backup tunnels, use the clear mplstraffic-eng auto-tunnel backup unused
command in Global Configuration mode.

clear mplstraffic-eng auto-tunnel backup unused all | tunnel-te tunnel-number

Syntax Description all Clears all the unused automatic backup tunnels.

tunnel-te tunnel-number Clears a specific unused automatic backup tunnel.

Command Default No default behavior or values

Command Modes Global Conﬁguration

Command History Release Modification

Release 4.0.0 This command was
introduced.

Usage Guidelines The unused auto-tunnel backup tunnel is the tunnel that is not assigned to protect any FRR tunnel.

The behavior of this command is the same as the expiration of the timer sremoval unused command in which,
when the timeout value is reached, the automatic backup tunnel is removed.

Task ID Task  Operation
ID

mpls-te execute

Example

The following example displays the information for the unused backup automatic tunnels from the
show mplstraffic-eng tunnels unused command:

RP/0/RP0O/CPUO:router# show mpls traffic-eng tunnels unused

The following example shows how to clear the unused backup automatic tunnels:

RP/0/RPO/CPUO:router# clear mpls traffic-eng auto-tunnel backup unused all
RP/0/RP0/CPUO:router# show mpls traffic-eng tunnels unused

Related Commands | Command Description

show mpls traffic-eng tunnels, on page 489 Displays information about MPLS-TE tunnels.
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clear mpls traffic-eng auto-tunnel mesh

To clear all unused auto-tunnel mesh destinations, use the clear mplstraffic-eng auto-tunnel meshcommand
in EXEC mode.

clear mpls trafficceng auto-tunnel mesh unused all | tunnel-te

Syntax Description

Command Default

Command Modes

all Clears all applicable unused auto-tunnel destinations.

tunnel-te id Clears an unused auto-tunnel destinations identified by a tunnel identifier.

None

EXEC

Command History

Usage Guidelines

Release Modification

Release This command was
4.1.1 introduced.

No specific guidelines impact the use of this command.

Task ID

Examples

Task Operations
ID

mplste execute

This is sample output from the clear mplstraffic-eng auto-tunnel mesh command:

clear mpls traffic-eng auto-tunnel mesh
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clear mpls traffic-eng counters auto-tunnel mesh

To clear all auto-tunnel mesh counters, use the clear mplstraffic-eng counter sauto-tunnel mesh command
in EXEC mode.

clear mpls traffic-eng counters auto-tunnel mesh

This command has no arguments or keywords.

Command Default None

Command Modes EXEC

Command History Release Modification

Release This command was

4.1.1 introduced.
Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations

ID

mplste execute

Examples This is sample output from the clear mplstraffic-eng counter s auto-tunnel mesh command:

RP/0/RPO/CPUO:routerclear mpls traffic-eng counters auto-tunnel mesh
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clear mpls traffic-eng counters auto-tunnel backup .

clear mpls traffic-eng counters auto-tunnel backup

To clear MPLS-TE automatic tunnel backup counters, use the clear mplstraffic-eng counters auto-tunnel

Syntax Description

Command Default

Command Modes

backup command in EXEC mode.

clear mpls traffic-eng counters auto-tunnel backup

This command has no arguments or keywords.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 4.0.0 This command was
introduced.

No specific guidelines impact the use of this command.

Task ID

Task  Operation
ID

mpls-te execute

Example

The following example removes all counters for the automatic backup tunnels:

RP/0/RPO/CPUO:router# clear mpls traffic-eng counters auto-tunnel backup

Related Commands

Command

Description

show mpls traffic-eng counters auto-tunnel
backup

Displays the MPLS-TE automatic tunnel backup counters.

show mpls traffic-eng tunnels, on page 489

Displays information about MPLS-TE tunnels.
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clear mpls traffic-eng counters global

To clear the internal MPLS-TE tunnel counters, use the clear mplstraffic-eng countersglobal command in
EXEC mode.

clear mplstraffic-eng countersglobal

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID

mplste execute

Examples The following example shows how to clear the internal MPLS-TE tunnel counters:

RP/0/RPO/CPUO:router# clear mpls traffic-eng counters global
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clear mpls traffic-eng counters signaling

To clear (set to zero) the MPLS tunnel signaling counters, use the clear mplstraffic-eng counterssignaling
command in EXEC mode.

clear mplstraffic-eng counterssignalingall | [heads | mids | tails] | name name | summary

Syntax Description

Command Default

Command Modes

all Clears counters for all MPLS-TE tunnels.

heads (Optional) Displays tunnels with their heads at this router.
mids (Optional) Displays tunnels with their midpoints at this router.
tails (Optional) Displays tunnels with their tails at this router.

name name Clears counters for an MPLS-TE tunnel with the specified name.

summary  Clears the counter’s summary.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced as clear mplstraffic-eng counter stunnels.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 Support was added for the middles keyword.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 The clear mplstraffic-eng counter stunnelscommand was replaced by clear mplstraffic-eng
counters signaling command.

Release 3.9.0 No modification.

Use the clear mplstraffic-eng counter ssignaling command to set all MPLS counters to zero so that changes
can be seen easily.
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Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to clear all counters:

RP/0/RPO/CPUO:router# clear mpls traffic-eng counters signaling all

Related Commands Command Description

show mpls traffic-eng counters signaling, on page 425 | Displays tunnel signaling statistics.
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clear mpls traffic-eng counters soft-preemption

To clear (set to zero) the counters for soft-preemption statistics, use the clear mplstraffic-eng counters
soft-preemption command in EXEC mode.

clear mplstraffic-eng countersall | soft-preemption

Syntax Description

all Clears counters for all MPLS-TE tunnels.

soft-preemption Clears the statistics for soft preemption counters.

Command Default None
Command Modes EXEC
Command History Release Modification

Usage Guidelines

Release 4.2.0 This command was
introduced.

When all counters are cleared using the clear mplstraffic-eng countersall command, the counters for
soft-preemption statistics are automatically cleared.

Task ID

Examples

Task Operations
ID

mplste execute

This example shows how to clear all counters:

RP/0/RPO/CPUO:router# clear mpls traffic-eng counters signaling all

Related Commands

Command Description

show mpls traffic-eng counters signaling, on page 425 | Displays tunnel signaling statistics.
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clear mpls traffic-eng fast-reroute log

To clear the log of MPLS fast reroute (FRR) events, use the clear mplstraffic-eng fast-reroutelog command
in EXEC mode.

clear mplstraffic-eng fast-reroute log

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows sample output before clearing the log of FRR events:

RP/0/RPO/CPUO:router# show mpls traffic-eng fast-reroute log

Node Protected LSPs Rewrites When Switching Time
Interface (usec)

0/0/CPUO POO/1/0/1 1 1 Feb 27 19:12:29.064000 147

0/1/CPUO POO/1/0/1 1 1 Feb 27 19:12:29.060093 165
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clear mpls traffic-eng fast-reroute log .

0/2/CPUO PO0O/1/0/1 1 1 Feb 27 19:12:29.063814 129
0/3/CPUO PO0O/1/0/1 1 1 Feb 27 19:12:29.062861 128

RP/0/RPO/CPUO:router# clear mpls traffic-eng fast-reroute log
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clear mpls traffic-eng link-management statistics

To clear all the MPLS-TE admission control statistics, use the clear mplstraffic-eng link-management
statistics command in EXEC mode.

clear mplstraffic-eng link-management statistics

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to clear all the MPLS-TE statistics for admission control:

RP/0/RPO/CPUO:router# clear mpls traffic-eng link-management statistics
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clear mpls traffic-eng pce

To clear the path computation element (PCE) statistics, use the clear mplstraffic-eng pce command in EXEC

mode.

clear mpls traffic-eng pce .

clear mplstraffic-eng pce [peer ipv4 address]

Syntax Description

Command Default

Command Modes

peer (Optional) Clears the statistics for one peer.

ipv4 address  (Optional) Configures the IPv4 address for PCE.

Clears statistics for all the PCE peers.

EXEC

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

No specific guidelines impact the use of this command.

Task ID

Examples

Task Operations
ID

mplste execute

The following example shows how to clear the statistics for the PCE:

RP/0/RPO/CPUO:router# clear mpls traffic-eng pce

Related Commands

Command

Description

show mpls traffic-eng pce peer, on page 471

Displays the status of the PCE peer address and state.
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collect-bw-only (MPLS-TE)

To configure only the bandwidth collection without adjusting the bandwidth automatically, use the
collect-bw-only command in MPLS-TE automatic bandwidth interface configuration mode. To disable this
feature, use the no form of this command.

collect-bw-only

Syntax Description ~ This command has no arguments or keywords.

Command Default Bandwidth collection is either enabled or disabled.
Command Modes MPLS-TE automatic bandwidth interface configuration
Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Usage Guidelines If you enable the collect-bw-only command while the automatic bandwidth is already running on a tunnel,
the bandwidth application is disabled from that moment. Before you enable the actual bandwidth application,
you can get the status of the automatic bandwidth behavior.

If you disable the collect-bw-only command on a tunnel from which the automatic bandwidth is already
running, the actual bandwidth application takes place on the tunnel at the next application period.

It is also possible to manually activate a bandwidth application regardless of the collect bandwidth only flag
that is being specified on a tunnel. To activate the bandwidth application, use the mpls traffic-eng auto-bw
apply (MPLS-TE), on page 326 command in EXEC mode.

Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to enable only the bandwidth collection without adjusting the
automatic bandwidth:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0O/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # auto-bw

RP/0/RP0O/CPUO:router (config-if-tunte-autobw) # collect-bw-only
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collect-bw-only (MPLS-TE) |||

Related Commands

Command

Description

adjustment-threshold (MPLS-TE), on page 198

Configures the tunnel-bandwidth change threshold to trigger
an adjustment.

application (MPLS-TE), on page 209

Configures the application frequency, in minutes, for the
applicable tunnel.

auto-bw (MPLS-TE), on page 218

Configures automatic bandwidth on a tunnel interface and
enters MPLS-TE automatic bandwidth interface configuration
mode.

bw-limit (MPLS-TE), on page 236

Configures the minimum and maximum automatic bandwidth
to set on a tunnel.

interface tunnel-te, on page 294

Configures an MPLS-TE tunnel interface.

overflow threshold (MPLS-TE), on page 348

Configures tunnel overflow detection.

show mpls traffic-eng tunnels, on page 489

Displays information about MPLS-TE tunnels.
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delegation

To enable stateful path computation element (PCE) delegation on an interface, use the delegation command
in the interface configuration mode. To remove this configuration, use the no form of this command.

delegation

This command has no keywords or arguments.

Command Default No default behavior or values
Command Modes Interface configuration
Command History Release Modification
Release This command was introduced.
5.3.0
Task ID Task Operation
ID
mpls-te read
Example

The following example shows how to enable PCE delegation on the tunnel-te interface:

RP/0/0/CPUO:ios#configure
RP/0/0/CPUO:ios (config)# interface tunnel-te 100
RP/0/0/CPUO:i0s (config-if) #pce delegation
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destination (MPLS-TE) [Jj

destination (MPLS-TE)

To configure the destination address of a TE tunnel, use the destination command in interface configuration
mode. To return to the default behavior, use the no form of this command.

destination ip-address

Syntax Description

Command Default

Command Modes

ip-address Destination address of the MPLS-TE router ID.

No default behavior or values

Interface configuration

Command History

Usage Guidelines

N

Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The Point-to-Multipoint (P2MP) TE tunnel destination configuration was added.

Release 3.9.0 No modification.

Note

The tunnel destination address must be a unique MPLS-TE router ID; it cannot be an MPLS-TE link address
on a node.

Use the interface tunnel-mte command to configure destinations for the Point-to-Multipoint (P2MP) TE
tunnel and to enter P2MP destination interface configuration mode. The maximum number of destinations,
which are configured under P2MP tunnels, is 500.

For P2MP tunnels, the destination command acts as a configuration mode. The path-option command is
under the destination for P2MP; whereas, it is under the tunnel-te interface configuration mode for P2P tunnels.

For Point-to-Point (P2P) tunnels, the destination command is used as a single-line command.
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Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to set the destination address for tunnel-tel to 10.10.10.10:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-tel
RP/0/RP0O/CPUO:router (config-if)# destination 10.10.10.10

The following example shows how to set the destination address for tunnel-mte 10 to 150.150.150.150:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-mtelO
RP/0/RP0/CPUO:router (config-if) # destination 150.150.150.150
RP/0/RP0O/CPUO:router (config-if-p2mp-dest) #

Related Commands | Command Description
interface tunnel-mte, on page 292 Configures an MPLS-TE P2MP tunnel interface.
interface tunnel-te, on page 294 Configures an MPLS-TE tunnel interface.
path-option (P2MP TE), on page 357 Configures the primary or fallback path setup option for an
P2MP TE tunnel.
show mpls traffic-eng tunnels, on page 489 | Displays information about MPLS-TE tunnels.
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disable (explicit-path)

To prevent the path from being used by MPLS-TE tunnels while it is configured, use the disable command
in explicit path configuration mode. To return to the default behavior, use the no form of this command.

disable

Syntax Description ~ This command has no arguments or keywords.

Command Default Explicit path is enabled.

Command Modes Explicit path configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to disable explicit path 200:

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # explicit-path identifier 200
RP/0/RP0O/CPUO:router (config-expl-path) # disable
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Related Commands | Command Description

index exclude-address, on page 282 | Specifies the next IP address to exclude from the explicit path.

index next-address, on page 285 | Specifies path entries at a specific index.

show explicit-paths, on page 406 | Displays the configured IP explicit paths.
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disable (P2MP TE) [J|]

disable (P2MP TE)

Syntax Description

Command Default

Command Modes

To disable the given destination for the Point-to-Multipoint (P2MP) tunnel interface, use the disable command
in P2MP destination interface configuration mode. To return to the default behavior, use the no form of this
command.

disable

This command has no arguments or keywords.

None

P2MP destination interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.9.0 This command was
introduced.

If the disable command is not configured, the destination is enabled.

We recommend that you disable those destinations about which you have prior knowledge. This is because
those destinations do not have valid MPLS-TE paths; therefore these destinations can be excluded from the
P2MP tree computation.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to disable destination 140.140.140.140:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0O/CPUO:router (config)# interface tunnel-mte 10
RP/0/RPO/CPUO:router (config-if) # destination 140.140.140.140
RP/0/RP0/CPUO:router (config-if-p2mp-dest) # disable

Related Commands

Command Description

destination (MPLS-TE), on page 257 | Configures the destination address of a TE tunnel.

interface tunnel-mte, on page 292 | Configures an MPLS-TE P2MP tunnel interface.
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ds-te bc-model

To enable a specific bandwidth constraint model (Maximum Allocation Model or Russian Doll Model) on
the entire label switched router (LSR), use the ds-te bc-model command in MPLS-TE configuration mode.
To return to the default behavior, use the no form of this command.

dste bc-model mam

Syntax Description man Enables the Maximum Allocation Model (MAM) bandwidth constraints model.

Command Default RDM is the default bandwidth constraint model.

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.7.0 This command was
introduced.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines You can configure both the MAM and RDM bandwidth values on a single interface before swapping to an
alternate global MPLS-TE BC model.

If you configure bandwidth constraints without configuring the corresponding bandwidth constraint values,
the router uses default bandwidth constraint values.

MAM is not supported in prestandard DS-TE mode. MAM and RDM are supported in IETF DS-TE mode;
RDM is supported in prestandard DS-TE mode.

\}

Note Changing the bandwidth constraints model affects the entire router and may have a major impact on system
performance as nonzero-bandwidth tunnels are torn down.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to enable the MAM bandwidth constraints model:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te) # ds-te bc-model mam
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ds-te bc-model .

Related Commands | Command Description
ds-te mode, on page 264 Configures standard DS-TE mode.
ds-te te-classes, on page 266 Enters DS-TE te-class map configuration mode.
mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
show mpls traffic-eng ds-te te-class, on page 431 | Displays the Diff-Serv TE-class map in use.

MPLS Command Reference for the Cisco CRS Router .



MPLS Traffic Engineering Commands |
. ds-te mode

ds-te mode

To configure standard differentiated-service TE mode (DS-TE), use the ds-te mode command in MPLS-TE
configuration mode. To return to the default behavior, use the no form of this command.

dste mode ietf

Syntax Description igf Enables IETF standard
mode.

Command Default Prestandard DS-TE is the default differentiated service mode.

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines The following two DS-TE modes are supported:
* Prestandard mode
* The Cisco proprietary mechanism for IGPs and RSVP signalling are used and DS-TE does not
interoperate with third-party vendor equipment.
* [IETF mode

* Standard defined extensions are used for IGPs and RSVP signalling and DS-TE in this mode
interoperates with third-party equipment.

* [ETF mode supports two bandwidth constraint models: the Russian Doll Model (RDM) and Maximum
Allocation Model (MAM).

* RDM is the default model.

* Router advertises variable-length bandwidth constraints, max-reservable- bandwidth, and unreserved
bandwidths in TE-classes.
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ds-te mode .

* tunnels must have valid class-type and priority configured as per TE-class map in use; otherwise,
tunnels remain down.

» TE-class map (a set of tunnel priority and class-type values) is enabled to interpret unreserved
bandwidth values advertised in IGP; therefore, TE-class map must be identical on all nodes for TE
tunnels to be successfully established

For DS-TE to function properly, DS-TE modes must be configured identically on all MPLS-TE nodes.

If you need to change the DS-TE mode, you must bring down all tunnel interfaces and after the change,
you should flood the updated bandwidth values through the network.

N

Note Changing the DS-TE mode affects the entire LSR and can have a
major impact on system performance when tunnels are torn down.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to enable IETF standard mode:

RP/0/RP0/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te) # ds-te mode ietf

Related Commands

Command Description

ds-te be-model, on page 262 Enables a specific bandwidth constraint model (Maximum
Allocation Model or Russian Doll Model) on the LSR.

ds-te te-classes, on page 266 Configures MPLS DS-TE TE-class maps.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

mpls traffic-eng fast-reroute promote, on page | Configures the router to assign new or more efficient backup
328 MPLS-TE tunnels to protected MPLS-TE tunnels.

show mpls traffic-eng ds-te te-class, on page | Displays the Diff-Serv TE-class map in use.
431
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MPLS Traffic Engineering Commands |

ds-te te-classes

To enter DS-TE te-class map configuration mode, use the ds-tete-classes command in MPLS-TE configuration
mode. To return to the default behavior, use the no form of this command.

ds-te te-classes te-class te class index classtype class type number priority pri_number | unused

Syntax Description

te-class Configures the te-class map.

te class index  TE class-map index. Range is 0 to 7.

class-type Configures the class type.

class type number Class type value in the te-class map. Range is 0 to

1.
priority Configures the TE tunnel priority.
pri_number TE tunnel priority value. Range is 0 to 7.
unused Marks the TE-class as unused.

Command Default

)

The following default te-class maps are used in IETF DS-TE mode:

te-class class-type | priority
index

0 0 7

1 1 7

2 UNUSED | —

3 UNUSED | —

4 0 0

5 1 0

6 UNUSED | —

7 UNUSED | —

Note

Command Modes

The default mapping has 4 TE-classes used with 2 class-types and, 4 TE-classes are unused. TE-class map is
not used in prestandard DS-TE mode.

MPLS-TE configuration
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ds-te te-classes .

Command History

Usage Guidelines

Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 The unused keyword was added.

Release 3.9.0 No modification.

In IETF DS-TE mode, modified semantic of the unreserved bandwidth TLV is used. Each of the eight available
bandwidth values advertised in the IGP corresponds to a TE class. Because IGP advertises only eight bandwidth
values, only eight TE-Classes can be supported in a IETF DS-TE network. The TE-Class mapping must be
configured the same way on every router in a DS-TE domain. There is, however, no method to automatically
detect or enforce this required consistency.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure a TE-class 7 parameter:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# ds-te te-classes te-class 7 class-type 0 priority 4

Related Commands

Command Description

ds-te bc-model, on page 262 Enables a specific bandwidth constraint model (Maximum
Allocation Model or Russian Doll Model) on the LSR.

ds-te mode, on page 264 Configures standard DS-TE mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

show mpls traffic-eng ds-te te-class, on page |Displays the Diff-Serv TE-class map in use.
431
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exclude srlg (auto-tunnel backup)

To specify that automatic backup tunnels should avoid Shared Risk Link Groups (SRLGs) of protected
interface, use the exclude srlg command in auto-tunnel backup configuration mode. To disable this feature,
use the nNo form of this command.

exclude srlg [preferred]

Syntax Description preferred (Optional) Causes the backup tunnel to avoid SRLGs of its protected interface(s); however, the
backup tunnel is created if SRLGs are not avoided.

Command Default Strict SRLG

Command Modes Auto-tunnel backup configuration
Command History Release Modification
Release 4.0.0 This command was
introduced.
Usage Guidelines Strict SRLG configuration of this command means that the path computed for the backup tunnel that is

automatically created, must not contain any links that are part of the excluded SRLG groups. If such a path
cannot be found, the backup tunnel does not come up.

Configuration of the preferred option allows the automatic backup tunnel to come up even if a path that
excludes SRLGs can not be found.

Task ID Task  Operation
ID

mpls-te read,
write

Example

In the following example, automatic backup tunnels must avoid SRLGs of the protected interface.

RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO: router (config-mpls-te) # interface pos 0/1/0/1
RP/0/RPO/CPUO:router (config-mpls-te-if) # auto-tunnel backup
RP/0/RP0O/CPUO:router (config-mpls-te-if-auto-backup) # exclude srlg preferred

Related Commands Command Description

auto-tunnel backup (MPLS-TE), on page | Builds automatic next-hop and next-next-hop tunnels, and enters
228 auto-tunnel configuration mode.
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fast-reroute

Syntax Description

Command Default

Command Modes

To enable fast-reroute (FRR) protection for an MPLS-TE tunnel, use the fast-reroute command in interface
configuration mode. To return to the default behavior, use the no form of this command.

fast-reroute
This command has no arguments or keywords.
FRR is disabled.

Interface configuration

Command History

Usage Guidelines

\)

Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

When a protected link used by the fast-reroutable label switched path (LSP) fails, the traffic is rerouted to a
previously assigned backup tunnel. Configuring FRR on the tunnel informs all the nodes that the LSP is
traversing that this LSP desires link/node/bandwidth protection.

You must allow sufficient time after an RP switchover before triggering FRR on standby RPs to synchronize
with the active RP (verified using the show redundancy command). All TE tunnels must be in the recovered
state and the database must be in the ready state for all ingress and egress line cards. To verify this information,
use the show mplstraffic-eng tunnels and show mplstraffic-eng fast-reroute database commands.

Note

Wait approximately 60 seconds before triggering FRR after verifying the database state.
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Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to enable FRR on an MPLS-TE tunnel:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # fast-reroute

Related Commands | Command Description
fast-reroute protect, on page 271 Configures node and bandwidth protection for an MPLS-TE
tunnel.
interface tunnel-te, on page 294 Configures an MPLS-TE tunnel interface.

show mpls traffic-eng forwarding, on page 433 | Displays the contents of the FRR database.

show mpls traffic-eng tunnels, on page 489 Displays information about MPLS-TE tunnels.

. MPLS Command Reference for the Cisco CRS Router



| MPLS Traffic Engineering Commands

fast-reroute protect .

fast-reroute protect

To enable node and bandwidth protection for an MPLS-TE tunnel, use the fast-reroute protect command in
interface configuration mode. To return to the default behavior, use the no form of this command.

fast-reroute protect bandwidth | node

Syntax Description

Command Default

Command Modes

bandwidth Enables bandwidth protection request.

node Enables node protection request.

FRR is disabled.

Interface configuration

Command History

Release Modification

Release 3.6.0 This command was
introduced.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to enable bandwidth protection for a specified TE tunnel:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) #interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # fast-reroute protect bandwidth

Related Commands

Command Description

fast-reroute, on page 269 Enables FRR protection for an MPLS-TE tunnel.
interface tunnel-te, on page 294 Configures an MPLS-TE tunnel interface.
show mpls traffic-eng tunnels, on page 489 | Displays information about MPLS-TE tunnels.

MPLS Command Reference for the Cisco CRS Router .



MPLS Traffic Engineering Commands |

. fast-reroute timers promotion

fast-reroute timers promotion

To configure how often the router considers switching a protected MPLS-TE tunnel to a new backup tunnel
if additional backup-bandwidth or a better backup tunnel becomes available, use the fast-reroutetimers
promotion command in MPLS-TE configuration mode. To return to the default behavior, use the no form
of this command.

fast-reroute timers promotion interval

Syntax Description

Command Default

Command Modes

interva  Interval, in seconds, between scans to determine if a label switched path (LSP) should use a new,
better backup tunnel. Range is 0 to 604800. A value of 0 disables backup tunnel promotions.

interval: 300

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Setting the interval to a low value puts more load on the CPU because it has to scan all protected LSPs more
frequently. It is not recommended that the timer be configured below the default value of 300 seconds.

Pacing mechanisms have been implemented to distribute the load on the CPU when backup promotion is
active. Because of this, when a large number of protected LSPs are promoted, some delay is noticeable in
backup promotion. If the promotion timer is configured to a very low value (depending on the number of
protected LSPs) some protected LSPs may never get promoted.

To disable the timer, set the value to zero.
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Task ID

Examples

Task Operations

ID

mplste read,

write

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# fast-reroute timers promotion 600

fast-reroute timers promotion .

The following example shows how to specify that LSPs are scanned every 600 seconds (10 minutes)
to determine if they should be promoted to a better backup tunnel:

Related Commands

Command

Description

mpls traffic-eng, on page 325

Enters MPLS-TE configuration mode.

mpls traffic-eng fast-reroute promote, on page
328

Configures the router to use a new or more efficient backup
MPLS-TE tunnel when a current tunnel is overloaded.
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flooding-igp (GMPLS)

To flood the GMPLS Traffic Engineering link into a specific OSPF area and instance, use the flooding-igp
command in MPLS-TE interface configuration mode. To return to the default behavior, use the no form of
this command.

flooding-igp ospf instance area area

Syntax Description  ospf Floods the interface into an OSPF instance

instance  Name of the OSPF instance into which the GMPLS link is to be flooded.

areaarea Displays the area into which the GMPLS link is to be flooded (where TE is configured).

Command Default No default behavior or values

Command Modes MPLS-TE interface configuration

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
“

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.

A GMPLS link won't be flooded into any IGP topology unless this command is used.

\}

Note The flooding-igp command is valid for GMPLS-TE only.
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flooding-igp (GMPLS) [}

Task ID

Examples

Task Operations

ID

mplste read,
write

The following example shows how to flood the optical GMPLS link on POS 0/1/0/0 into area 0 of
OSPF instance “optical”:

RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO
RP/0/RP0O/CPUOQ
RP/0/RP0O/CPUO

:router# configure

:router (config) # mpls traffic-eng

:router (config-mpls-te)# interface pos0/1/0/0

:router (config-mpls-te-if)# flooding-igp ospf optical area 0

Related Commands

Command

Description

destination (MPLS-TE), on page 257 | Configures bidirectional optical tunnels.

interface (MPLS-TE), on page 287 | Enables MPLS-TE on an interface and enters MPLS-TE interface

configuration mode.

Imp hello (GMPLS), on page 313 | Configures LMP IPCC management hello settings.

match (GMPLS), on page 323 Configures or matches active and passive tunnels.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

passive (GMPLS), on page 350 Configures passive GMPLS tunnels.

remote (GMPLS), on page 395 Configures remote TE links.

switching (GMPLS), on page 546 | Configures TE-link switching attributes.

MPLS Command Reference for the Cisco CRS Router .



. flooding threshold

MPLS Traffic Engineering Commands |

flooding threshold

To set the reserved bandwidth thresholds for a link as a percentage of the total bandwidth change, use the
flooding threshold command in MPLS-TE configuration mode. To return to the default behavior, use the no
form of this command.

flooding threshold up | down percent

Syntax Description

Command Default

Command Modes

up Configures the upward flooding threshold as a percentage of the total link bandwidth change.

down  Configures the downward flooding threshold as a percentage of the total link bandwidth change.

percent Bandwidth threshold level. Range is 0 to 100 .

No default behavior or values.

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 5.3.4 This command was introduced.

Use the flooding threshold command to set the up and down thresholds as a percentage of the total bandwidth
change. If the flooding threshold command is configured, flooding occurs only if the change from the previous
flooding is greater than the configured thresholds.

Task ID

Examples

Task  Operations
ID

mpls-te read,
write

The following example shows how to set the reserved bandwidth thresholds as a percentage of the
total bandwidth change. Flooding occurs only if the change from the previous flooding is greater
than the configured thresholds. In this example, the up and down thresholds are configured as 10
percent. That means, if the last flooded bandwidth percentage is 50 percent, then the flooding occurs
only if the bandwidth goes below 40 percent, or if the bandwidth goes above 60 percent.

RP/0/RP0/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te) # flooding threshold up 10 down 10
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flooding thresholds

To set the reserved bandwidth thresholds for a link, use the flooding thresholds command in MPLS-TE
interface configuration mode. To return to the default behavior, use the no form of this command.

flooding thresholds down | up percent [percentl percent2 percent3 ... percent 15]

Syntax Description down Configures the threshold for decreased resource availability.

up Configures the threshold for increased resource availability.

percent [ percent | Bandwidth threshold level. Range is 0 to 100 for all 16 levels.

Command Default _ down: 100, 99, 98, 97, 96, 95, 90, 85 , 80, 75 , 60, 45, 30, 15
up: 5, 30, 45, 60, 75, 80, 85, 90, 95, 97 , 98, 99, 100

Command Modes MPLS-TE interface configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines You can configure up to 16 flooding threshold values. The first value is mandatory; the next 15 are optional.

When a threshold is crossed, MPLS-TE link management advertises updated link information. If no thresholds
are crossed, changes can be flooded periodically unless periodic flooding was disabled.

Task ID Task Operations
ID
mplste read,
write
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Examples The following example shows how to set the reserved bandwidth threshold for the link for decreased
resource availability (down) and for increased resource availability (up) thresholds:
RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# interface POS 0/7/0/0
RP/0/RPO/CPUO:router (config-mpls-te-if)# flooding thresholds down 100 75 25
RP/0/RP0O/CPUO:router (config-mpls-te-if)# flooding thresholds up 25 50 100

Related Commands | Command Description

interface (MPLS-TE), on page 287 Enables MPLS-TE on an interface and enters MPLS-TE
interface configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

link-management timers periodic-flooding, on page | Sets the length of the interval used for periodic flooding.

306

show mpls traffic-eng link-management Displays local link information currently being flooded

advertisements, on page 445 by MPLS-TE link management into the global TE
topology.

show mpls traffic-eng link-management Displays current local link information.

bandwidth-allocation, on page 448
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forward-class

To define the forwarding path in the MPLS-TE interface, use the forwar d-class command in MPLS-TE
configuration mode. To remove forward-class configuration, use the no form of this command.

forward-class forward-class

forward-class Forward class for the tunnel.

Range is 0 to 7.

Command Default No default behavior or values

Command Modes MPLS-TE configuration

Command History Release Modification

Release 4.3.1 This command was

introduced.
Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID
mplste read,

write

Examples The following example shows how to define forwarding path in the MPLS-TE interface:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) #interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) #forward-class 1
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forwarding-adjacency

To configure an MPLS-TE forwarding adjacency, use the forwar ding-adjacency command in interface
configuration mode. By configuring forwarding adjacency, the MPLS-TE tunnels are considered to be links
by the IGP. If no forwarding adjacency is to be defined, use the no form of this command.

forwarding-adjacency [ holdtime time][include-ipv6 ]

Syntax Description

Command Default

Command Modes

holdtimetime (Optional) Configures the hold time value, in milliseconds, that is associated with each
forwarding-adjacency LSP. The hold time is the duration after which the state change of
LSP is advertised to IGP. The default value is 0.

include-ipv6  (Optional) Announces the MPLS-TE tunnel as an IPv6 forwarding adjacency.

holdtimetime: 0

Interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.4.0 This command was introduced.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 5.1.1 The include-ipv6 keyword was added to support IPv6 forwarding adjacency announcements.

If you do not specify a holdtime time value, a delay is introduced with the following results:

» When forwarding-adjacency is configured on a tunnel that is up, TE notifies IGP without any additional
delay.

* When forwarding-adjacency is configured on a tunnel that is down, TE does not notify IGP.

* When a tunnel on which forwarding-adjacency has been configured comes up, TE holds the notification
to IGP for the period of holdtime (assuming non-zero holdtime). When the holdtime elapses, TE notifies
IGP if the tunnel is still up.

The paths that traffic is taking to the destination can be manipulated by adjusting the forwarding adjacency
link metric. To do that, use the bandwidth command. The unit of possible bandwidth values is in kbps.
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Task ID Task  Operations
ID
mpls-te read,
write
Examples This example shows how to configure forwarding adjacency with a holdtime value of 60 milliseconds:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config)# interface tunnel-te 888
RP/0/RPO/CPUO:router (config-if) # forwarding-adjacency holdtime 60

This example shows how to announce MPLS-TE tunnel as an IPv6 forwarding adjacency:

RP/0/RP0O/CPUO:routerf#configure
RP/0/RP0O/CPUO:router (config) #interface tunnel-te 65534
RP/0/RPO/CPUO:router (config-if) #forwarding-adjacency
RP/0/RP0O/CPUO:router (config-if-tunte-fwdadj) #include-ipvé

Related Commands Command Description

bandwidth (RSVP), on page 565 Configures RSVP bandwidth on an
interface using prestandard DS-TE
mode.

interface tunnel-te, on page 294 Configures an MPLS-TE tunnel
interface.

show mpls traffic-eng forwarding-adjacency, on page 437 Displays forwarding-adjacency
information.
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index exclude-address

To exclude an address from a tunnel path entry at a specific index, use the index exclude-address command
in explicit path configuration mode. To return to the default behavior, use the no form of this command.

index index-id exclude-address{ ipv4 unicast |IP address}

Syntax Description

Command Default

Command Modes

index-id Index number at which the path entry is inserted or modified. Range is 1 to 65535.

ipv4 unicast IP address Excludes the IPv4 unicast address.

No default behavior or values

Explicit path configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced.

Release 3.0  No modification.

Release 3.2 Support for the ipv4 unicast keyword was added.

Release 3.3.0 No modification.

Release 3.4.0 The index (explicit path) command was modified to create two separate commands: index
exclude-address and index next-address.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

You cannot include or exclude addresses from an IP explicit path unless explicitly configured using the
exclude-address keyword.

Use the exclude-addresskeyword only after entering the explicit path configuration mode.

If you use the exclude-address keyword and specify the IP address of a link, the constraint-based routine
does not consider that link when it sets up MPLS-TE paths. If the excluded address is a flooded MPLS-TE
router ID, the constraint-based shortest path first (SPF) routine does not consider that entire node.

Note

The person who performs the configuration must know the IDs of the routers, as it may not be apparent if the
value refers to the link or to the node.
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index exclude-address .

MPLS-TE accepts IP explicit paths composed of all excluded addresses configured using the exclude-address

keyword.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to exclude address 192.168.3.2 at index 3 of the explicit path 200:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0/CPUO:router (config) # explicit-path identifier 200
RP/0/RP0O/CPUO:router (config-expl-path) # index 3 exclude-address ipv4 unicast 192.168.3.2

Related Commands

Command

Description

index next-address, on page 285

Specifies path entries at a specific
index.

show explicit-paths, on page 406

Displays the configured IP explicit
paths.
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index exclude-srlg

To exclude an address to get SRLGs from a tunnel path entry at a specific index, use the index exclude-srlg
command in explicit path configuration mode. To return to the default behavior, use the no form of this
command.

index index-id exclude-srlg ipv4 unicast IP address

Syntax Description

Command Default

Command Modes

index-id Index number at which the path

entry is inserted or modified. Range
is 1 to 65535.

exclude-srig Specifies an IP address to get
SRLG values from for exclusion.

ipv4 unicast IP address Excludes the IPv4 unicast address.

No default behavior or values

Explicit path configuration

Command History

Usage Guidelines

Release Modification

Release 4.0.0 This command was
introduced.

No specific guidelines impact the use of this command.

Task ID

Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to exclude the SRLG values from the IP address 192.168.3.2 at
index 1 of the explicit path 100:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config)# explicit-path identifier 100
RP/0/RPO/CPUO:router (config-expl-path)# index 1 exclude-srlg ipv4 unicast 192.168.3.2
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index next-address

To include a path entry at a specific index, use the index next-addr esscommand in explicit path configuration
mode. To return to the default behavior, use the no form of this command.

index index-id next-address [loose | strict] ipv4 unicast |P-address

Syntax Description  index-id Index number at which the path entry is inserted or modified. Range is 1
to 65535.
ipv4 unicast |P-address Includes the IPv4 unicast address (strict address).

looseipv4 unicast IP-address  (Optional) Specifies the next unicast address in the path as a loose hop.

strict ipv4 unicast IP-address  (Optional) Specifies the next unicast address in the path as a strict hop.

Command Default No default behavior or values
Command Modes Explicit path configuration
Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.2 Support for the ipv4 unicast keyword was added.

Release 3.3.0 No modification.

Release 3.4.0 The index (explicit path) command was added to create two separate commands: index
exclude-address and index next-address.

Support was added for loose and strict keywords for the index next-address command.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines You cannot include addresses from an IP explicit path unless explicitly configured using the next-address
keyword.

Use the next-address keyword only after entering the explicit path configuration mode.

MPLS Command Reference for the Cisco CRS Router .



MPLS Traffic Engineering Commands |
. index next-address

A\

Note The person who performs the configuration must know the IDs of the routers, as it may not be apparent if the
value refers to the link or to the node.

Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to insert the next-address 192.168.3.2 at index 3 of the explicit
path 200:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # explicit-path identifier 200
RP/0/RP0/CPUO:router (config-expl-path)# index 3 next-address ipv4 unicast 192.168.3.2

Related Commands Command Description

index exclude-address, on page 282 | Specifies the next IP address to exclude from the explicit path.

show explicit-paths, on page 406 | Displays the configured IP explicit paths.
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interface (MPLS-TE)

To enable MPLS-TE on an interface and to enter MPLS-TE interface configuration mode, use the interface
command in Global Configuration mode. To return to the default behavior, use the no form of this command.

interface type interface-path-id

Syntax Description type Interface type. For more information, use the question mark (?) online help function.

interface-path-id Physical interface or virtual interface.
Note Use the show interfaces command to see a list of all possible interfaces currently

configured on the router.

For more information about the syntax for the router, use the question mark (?) online help
function.

Command Default No default behavior or values

Command Modes Global Configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines You must enter MPLS-TE interface mode to configure specific interface parameters on physical interfaces.

Configuring MPLS-TE links or a tunnel TE interface begins the TE-control process on RP.

Task ID Task Operations
ID
mplste read,
write
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Examples The following example shows how to enter the MPLS-TE interface configuration mode:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# interface POS 0/7/0/1

The following example shows how to remove an interface from the MPLS-TE domain:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# no interface POS 0/7/0/1
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interface (SRLG)

To enable Shared Risk Link Groups (SRLGs) on an interface and to enter SRLG interface configuration mode,
use the interface command in SRLG configuration mode. To return to the previous configuration mode, use

the no form of this command.

interface type interface-path-id

interface (SRLG) [}

Syntax Description

Command Default

Command Modes

type Interface type. For more information, use the question mark (?) online help function.

interface-path-id Physical interface or virtual interface.

Note Use the show interfaces command to see a list of all possible interfaces
currently configured on the router.

For more information about the syntax for the router, use the question mark
(?) online help function.

No default behavior or values

SRLG configuration

Command History

Release Modification

Release 4.0.0 This command was
introduced.

Task ID

Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to enter SRLG interface configuration mode:

RP/0/RP0O/CPUO:router (config) # srlg

RP/0/RPO/CPUO:router (config-srlg-if)# wvalue 10

(

RP/0/RP0/CPUO:router (config-srlg) # interface POS 0/1/0/1
(
(

RP/0/RP0O/CPUO:router (config-srlg-if) #value 50

Related Commands

Command

Description

interface (MPLS-TE), on page 287

Enables MPLS-TE on an interface and enters MPLS-TE interface
configuration mode.

mpls traffic-eng, on page 325

Enters MPLS-TE configuration mode.
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interface tunnel-gte

To configure an MPLS-TE tunnel interface for GMPLS interfaces, use the interface tunnel-gte command in
Global Configuration mode. To return to the default behavior, use the no form of this command.

interface tunnel-gte tunnel-id

Syntax Description  tunnd-id Tunnel number. Range is 0 to 65535.

Command Default Tunnel interfaces are disabled.
Command Modes Global Configuration
Command History Release Modification

Release 3.8.0 This command was introduced

Release 3.9.0 No modification.

Usage Guidelines
S

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.

You cannot have two tunnels using the same encapsulation mode with exactly the same source and destination
address. The workaround is to create a loopback interface and use the loopback interface address as the source
address of the tunnel.

Configuring MPLS-TE links or a tunnel TE interface begins the TE-control process on RP.

The interface tunnel-gte command indicates that the tunnel interface is for an MPLS-TE tunnel and enables
the various tunnel MPLS-TE GMPLS tunnel interface options.

Task ID Task  Operations
ID
interface read,
write
Examples

The following example shows how to configure tunnel-gte interface 1:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-gte 1
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Related Commands | Command Description
match (GMPLS), on page 323 Matches an active tunnel to a passive tunnel.
passive (GMPLS), on page 350 Configures passive GMPLS tunnels.

switching endpoint (GMPLS), on page | Specifies the switching capability and encoding types for all
548 endpoint TE links used to signal the optical tunnel that is
mandatory to set up the GMPLS LSP.

switching transit (GMPLS), on page 550 | Specifies the switching capability and encoding types for all transit
TE links used to signal the optical tunnel to configure an optical
LSP.
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interface tunnel-mte

To configure an MPLS-TE P2MP tunnel interface, use the interface tunnel-mte command in Global
Configuration mode. To return to the default behavior, use the no form of this command.

interface tunnel-mte tunnel-id

Syntax Description  tunnd-id Tunnel number. Range is from 0 to 65535.

Command Default Tunnel interfaces are disabled.
Command Modes Global Configuration
Command History Release Modification

Release 3.9.0 This command was introduced.

Usage Guidelines Configuring MPLS-TE links or tunnel-te, tunnel-gte, or tunnel-mte interfaces begins the TE-control process
on route processor (RP).

The interface tunnel-mte command indicates that the tunnel interface is for an MPLS-TE P2MP tunnel and
enables these MPLS-TE P2MP configuration options.

\}

Note  You must configure record-route on TE tunnels that are protected by multiple backup tunnels merging at a
single node.

To use the P2MP tunnels, you must configure a Loopback address and use the ipv4 unnumbered command
for the Loopback interface type.

Task ID Task ID Operations

interface read,
write

Examples This example shows how to configure tunnel interface 1:
RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-mte 1
RP/0/RP0O/CPUO:router (config-if) # ipv4 unnumbered loopbackO

Related Commands Command Description

affinity, on page 202 Configures affinity (the properties that the tunnel requires in
its links) for an MPLS-TE tunnel.
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Command Description

backup-bw, on page 230 Configures backup bandwidth for FRR.

fast-reroute, on page 269 Enables FRR protection for an MPLS-TE tunnel.

path-selection metric (interface), on page | Configures a path selection metric—TE or IGP.

369

priority (MPLS-TE), on page 390 Configures setup and reservation priority for an MPLS-TE
tunnel.

record-route, on page 392 Configures record-route on an MPLS-TE tunnel.

signalled-bandwidth Configures the bandwidth required for an MPLS-TE tunnel.

signalled-name, on page 536 Configures the name of the tunnel required for an MPLS-TE
tunnel.
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interface tunnel-te

To configure an MPLS-TE tunnel interface, use the interface tunnel-te command in Global Configuration
mode. To return to the default behavior, use the no form of this command.

interface tunnel-te tunnel-id

Syntax Description  tunnd-id Tunnel number. Range is 0 to 65535.

Command Default Tunnel interfaces are disabled.
Command Modes Global Configuration
Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 Policy-based tunnel selection example was added.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines You cannot have two tunnels using the same encapsulation mode with exactly the same source and destination
address. The workaround is to create a loopback interface and to use the loopback interface address as the
source address of the tunnel.

Configuring MPLS-TE links or Tunnel-TE interface begins the TE-control process on RP.

The interface tunnel-te command indicates that the tunnel interface is for an MPLS-TE tunnel and enables
the various tunnel MPLS configuration options.

\}

Note  You must configure record-route on TE tunnels that are protected by multiple backup tunnels merging at a
single node.
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Task ID

Examples

Task ID Operations

interface read,
write

interface tunnel-te .

The following example shows how to configure tunnel interface 1:

RP/0/RPO/CPUO:router# configure

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if)# ipv4 unnumbered loopbackO

The following example shows how to set the tunnel-class attribute to map the correct traffic class to

the tunnel:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0O/CPUO:router (config)# interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # policy-class 1

Related Commands

Command

Description

affinity, on page 202

Configures affinity (the properties that the tunnel requires in
its links) for an MPLS-TE tunnel.

autoroute metric, on page 225

Instructs the IGP to use the tunnel in its enhanced SPF
calculation, if the tunnel is in an up state.

backup-bw, on page 230

Configures backup bandwidth for FRR.

fast-reroute, on page 269

Enables FRR protection for an MPLS-TE tunnel.

path-option (MPLS-TE), on page 352

Configures a path option for an MPLS tunnel.

path-selection metric (interface), on page
369

Configures a path selection metric—TE or IGP.

policy-class

Configures PBTS to direct traffic into specific TE tunnels.

priority (MPLS-TE), on page 390

Configures setup and reservation priority for an MPLS-TE
tunnel.

record-route, on page 392

Configures record-route on an MPLS-TE tunnel.
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ipcc interface (MPLS-TE)

To configure an interface-bound IP based control channel to a specific LMP neighbor with the option to
specify a custom destination address that is useful for GigabitEthernet interfaces, use the ipcc interface
command in MPLS-TE neighbor configuration mode. To disable this feature, use the no form of this command.

ipccinterface typeinterface-path-id [dest ipv4 address]

Syntax Description type Interface type. For more information, use the question mark (?) online help function.

interface-path-id Physical interface or virtual interface.
Note Use the show interfaces command to see a list of all interfaces currently

configured on the router.

For more information about the syntax for the router, use the question mark (?) online help
function.

dest (Optional) Configures the remote endpoint address.

ipv4 address  (Optional) Configures the IPv4 address.

Command Default No default behavior or values

Command Modes MPLS-TE neighbor configuration

Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to configure the IPCC interface for LoopbackO:

RP/0/RP0/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) # lmp neighbor OXCl
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RP/0/RPO/CPUO:router (config-mpls-te-nbr-0XCl) # ipcc interface LoopbackO

Related Commands | Command Description

ipcc routed (MPLS-TE), on page 298 | Configures an IPCC that is routable.

Imp neighbor (MPLS-TE), on page 315 | Configures or updates an LMP neighbor and its associated
parameters and enters MPLS-TE neighbor configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

show mpls traffic-eng Imp, on page 462 | Displays information about the LMP.
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ipcc routed (MPLS-TE)

To configure a routed IP-based control channel for a specific LMP neighbor, use the ipcc routed command
in MPLS-TE neighbor configuration mode. To return to the default behavior, use the no form of this command.

ipcc routed

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes MPLS-TE neighbor configuration

Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to configure a routed IPCC for neighbor routerl in which the

destination IP address is the node ID of the neighbor router1 on an interface determined dynamically
by an IP routing protocol:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# lmp neighbor routerl
RP/0/RP0O/CPUO:router (config-mpls-te-nbr-routerl)# ipecc routed

Related Commands Command Description

ipcc interface (MPLS-TE), on page 296 | Configures an IPCC.

Imp neighbor (MPLS-TE), on page 315 | Configures or updates an LMP neighbor and its associated
parameters and enters MPLS-TE neighbor configuration mode.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
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Command Description

show mpls traffic-eng Imp, on page 462 | Displays information about the LMP.
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ipv4 unnumbered (MPLS)

To specify the MPLS-TE tunnel Internet Protocol Version 4 (IPv4) address, use the ipv4 unnumbered
command in interface configuration mode. To return to the default behavior, use the N0 form of this command.

ipv4 unnumbered type interface-path-id

Syntax Description type Interface type. For more information, use the question mark (?) online help function.

interface-path-id Physical interface or virtual interface.
Note Use the show interfaces command to see a list of all interfaces currently

configured on the router.

For more information about the syntax for the router, use the question mark (?) online help
function.

Command Default No IP address is set.

Command Modes Interface configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines Tunnel-te is not signaled until an IP address is configured on the tunnel interface; therefore, the tunnel state
stays down without IP address configuration.

Loopback is commonly used as the interface type.

Task ID Task ID Operations

network read,
write
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Examples The following example shows how to configure the MPLS-TE tunnel to use the IPv4 address used

on loopback interface 0:

RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # ipv4 unnumbered loopbackO
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Ipv6 enable

To enable IPv6 routing over IPv4 MPLS TE tunnels, use the ipv6 enable command MPLS-TE tunnel
interface configuration mode. To disable IPv6 routing over IPv4 MPLS TE tunnels, use the no form of this
command.

ipv6 enable

Syntax Description ~ This command has no keywords or arguments.

Command Default None

Command Modes MPLS-TE tunnel interface

Command History Release Modification

Release This command was introduced.
5.1.1

Task ID Task ID Operation

network read,
write

ipv6  read,
write

This example shows how to enable [Pv6 routing for MPLS TE tunnel interfaces:

RP/0/RPO/CPUO:routerf#configure
RP/0/RP0O/CPUO:router (config) #interface tunnel-te 65534
RP/0/RP0/CPUO:router (config-if) #ipv6é enable
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keychain

To configure keychain based authentication for a path computation client (PCC), use the keychain command
in MPLS-TE pce configuration mode.

keychain keychain-name

Syntax Description keychain-name Specifies the name of the keychain. The name can have a maximum of 32 characters.

Command Default No default behavior or values

Command Modes MPLS-TE pce configuration

Command History Release Modification

Release This command was introduced.
5.3.0

Task ID Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to configure keychain based authentication for a PCC for an IPv4
peer:

RP/0/0/CPUO:ios#configure
RP/0/0/CPUO:ios (config) #mpls traffic-eng pce
RP/0/0/CPUO:ios (config-mpls-te-pce) #peer ipv4 192.168.0.2 keychain foo
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link-management timers bandwidth-hold

To set the length of time that bandwidth is held for a Resource Reservation Protocol (RSVP) Path (setup)
message to wait for the corresponding RSVP Resv message to return, use the link-management timers
bandwidth-hold command in MPLS-TE configuration mode. To return to the default behavior, use the no
form of this command.

link-management timers bandwidth-hold holdtime

Syntax Description hddtime Number of seconds that bandwidth can be held. Range is 1 to 300. Default is 15.

Command Default holdtime: 15

Command Modes MPLS-TE configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines The link-management timer sbandwidth-hold command determines the time allowed for an RSVP message
to return from a neighbor RSVP node.

Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to set the bandwidth to be held for 10 seconds:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
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link-management timers bandwidth-hold .

RP/0/RP0/CPUO:router (config-mpls-te) # link-management timers bandwidth-hold 10

Related Commands

Command

Description

link-management timers periodic-flooding, on page
306

Sets the length of the interval used for periodic
flooding.

mpls traffic-eng, on page 325

Enters MPLS-TE configuration mode.

show mpls traffic-eng link-management
bandwidth-allocation, on page 448

Displays current local link information and bandwidth
hold time.
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link-management timers periodic-flooding

To set the length of the interval for periodic flooding, use the link-management timers periodic-flooding
command in MPLS-TE configuration mode. To return to the default behavior, use the no form of this command.

link-management timers periodic-flooding interval

Syntax Description interva  Length of the interval, in seconds, for periodic flooding. Range is 0 to 3600. A value of 0 turns off
periodic flooding. The minimum value is 30.

Command Default interval: 180

Command Modes MPLS-TE configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines The link-management timer s periodic-flooding command advertises the link state information changes that
do not trigger immediate action, such as a change to the allocated bandwidth that does not cross a threshold.

Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to set the interval length for periodic flooding to 120 seconds:

RP/0/RP0/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
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RP/0/RPO/CPUO:router (config-mpls-te)# link-management timers periodic-flooding 120

Related Commands | Command Description

flooding thresholds, on page 277 Sets the reserved bandwidth flooding thresholds for a link.

link-management timers bandwidth-hold, on | Sets the length of time that bandwidth is held for a RSVP
page 304 Path (setup) message to wait for the corresponding RSVP
Resv message to return.

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

show mpls traffic-eng link-management Displays the current periodic flooding interval.
summary, on page 460
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link-management timers preemption-delay

To set the length of the interval for delaying LSP preemption, use the link-management timers
preemption-delay command in MPLS-TE configuration mode. To disable this behavior, use the no form of
this command.

link-management timer s preemption-delay bundle-capacity sec

Syntax Description

Command Default

Command Modes

bundle-capacity sec  Specifies the bundle-capacity preemption timer value in seconds.

None

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release This command was
42.0 introduced.

The value 0 as bundle-capacity value in the link-management timer s preemption-delay command disables
this timer. This means there is no delay before preemption sets in when the bundle capacity goes down.

Task ID

Task Operation
ID

mplste read,
write

This example shows how to set the interval length for preemption-delay:

RP/0/RPO/CPUO:router# configure

RP/0/RP0O/CPUO:router (config) # mpls traffic-eng

RP/0/RP0O/CPUO:router (config-mpls-te) # link-management timers preemption-delay bundle-capacity
180
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load-share .

To determine load-sharing balancing parameters for a specified interface, use the load-share command in
interface configuration mode. To return to the default behavior, use the no form of this command.

load-share value

Syntax Description

Command Default

Command Modes

value Load-share value, equivalent to the bandwidth in kbps (that is, the same value in configuration). Range
is 1 t0 4294967295. Default is 0.

The default load-share for tunnels with no explicit configuration is the configured signalled bandwidth.

value: 0 (if no value is assigned)

Interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.5.0 This command was introduced.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Configuration schemas are supported for load balancing.

To enable the load-share command, you must enable unequal load balancing using the load-share unequal
command.

Task ID

Examples

Task  Operations
ID

mpls-te read,
write

The following example shows how to configure load-sharing parameters on a specified interface:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-te 100
RP/0/RP0/CPUO:router (config-if) # load-share 100

Related Commands

Command Description

load-share unequal | Enables unequal load-sharing.
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Command Description

interface tunnel-te | Configures an MPLS-TE tunnel interface.

signalled-bandwidth | Configures the bandwidth required for an MPLS-TE tunnel.
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load-share unequal

Syntax Description

Command Default

Command Modes

To configure unequal load-sharing for an MPLS-TE tunnel, use the load-shareunequal command in MPLS-TE
configuration mode. To return to the default behavior, use the no form of this command.

load-share unequal
This command has no arguments or keywords.
By default, unequal load-balancing is disabled and equal load-balancing occurs.

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.5.0 This command was introduced.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

The auto-bw and load-share unequal commands should not be used together.

The load-share unequal command determines the load-share for a tunnel based on the bandwidth. However,
the MPLS-TE automatic bandwidth feature changes the bandwidth around. If you are configuring both the
load-share unequal command and the MPLS-TE automatic bandwidth feature, we recommend that you
specify an explicit load-share value configuration under each MPLS-TE automatic bandwidth tunnel.

Task ID

Examples

Task  Operations
ID

mpls-te read,
write

The following example shows how to enable unequal load-sharing:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# load-share unequal

Related Commands

Command Description

load-share Configures load-sharing balancing parameters for a specified interface.
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Command Description

mpls traffic-eng Enters MPLS-TE configuration mode.

signalled-bandwidth | Configures the bandwidth required for an MPLS-TE tunnel.
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Imp hello (GMPLS)

To configure Link Management Protocol (LMP) IPCC management hello settings, use the Imp hello command
in global MPLS-TE neighbor Imp configuration mode. To return to the default behavior, use the no form of
this command.

Imp hello hello-send -interval  hello-dead-interval

Syntax Description hello-send-interval  Time, in milliseconds, between sending hello keep alive message. Range is 100 to
21845.

hello-dead-interval  Time, in milliseconds, to wait without receiving a hello from the neighbor before
declaring the IPCC down again. Range is 100 to 21845.

Command Default No default behavior or values

Command Modes MPLS-TE neighbor Imp configuration mode

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines You can disable hellos using the Imp static command.

\}

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.

Task ID Task Operations
ID
mplste read,
write
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Examples The following example shows how to configure Link Management Protocol (LMP) IPCC management

hello settings:

RP/0/RPO/CPUO:router# configure

RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) # lmp neighbor lmp
RP/0/RP0/CPUO:router (config-mpls-te-nbr-1lmp)# lmp hello 400 1200

Related Commands | Command Description

destination (MPLS-TE), on page 257 | Configures bidirectional optical tunnels.

Imp neighbor (MPLS-TE), on page 315 | Configures or updates an LMP neighbor and its associated
parameters and enters MPLS-TE neighbor configuration mode.

match (GMPLS), on page 323 Configures or matches active and passive tunnels.
mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.

passive (GMPLS), on page 350 Configures passive GMPLS tunnels.

remote (GMPLYS), on page 395 Configures remote TE links.

switching (GMPLS), on page 546 Configures TE-link switching attributes.
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Imp neighbor (MPLS-TE)

To configure or update an LMP neighbor with its associated identifier and enter MPLS-TE neighbor
configuration mode, use the Imp neighbor command in MPLS-TE configuration mode. To return to the
default behavior, use the no form of this command.

Imp neighbor name

Syntax Description

Command Default

Command Modes

reve Text string representing the name of the LMP neighbor.

No default behavior or values

MPLS-TE configuration

Command History

Usage Guidelines

N

Release

Modification

Release 3.8.0 This command was

introduced.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Note

The LMP and GMPLS-NNI features are not supported on x86 RPs.

Task ID

Examples

Task Operations

ID

mplste read,
write

The following example shows how to enter MPLS-TE neighbor configuration mode for routerl:

RP/0/RP0O/CPUO
RP/0/RP0O/CPUO
RP/0/RP0O/CPUO
RP/0/RPO/CPUO

:router# configure

:router (config) # mpls traffic-eng

:router (config-mpls-te) # lmp neighbor routerl
:router (config-mpls-te-nbr-routerl) #

Related Commands

Command Description
Imp hello (GMPLS), on page 313 Configures LMP management hello settings.
mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
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Command Description

show mpls traffic-eng Imp, on page 462 | Displays information about the LMP.
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Imp router-id (MPLS-TE)

To configure the router ID for the optical instance using the LMP protocol, use the Imp router-id command
in MPLS-TE configuration mode. To return to the default behavior, use the no form of this command.

Imp router-id ipv4 address type interface-path-id

Syntax Description  ipv4 address  Router ID expressed as an IPv4 address.

type Interface type. For more information, use the question mark (?) online help function.

interface-path-id Physical interface or virtual interface.
Note Use the show interfaces command to see a list of all interfaces currently

configured on the router.

For more information about the syntax for the router, use the question mark (?) online help
function.

Command Default No default behavior or values

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
S

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.
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Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how configure the LMP router ID for IPv4 address 172.24.20.164:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# 1lmp router-id router 127.0.0.1

Related Commands | Command Description

clear mpls Imp, on page 239 | Clears LMP management hello settings.

mpls traffic-eng, on page 325 | Enters MPLS-TE configuration mode.
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logging events link-status (MPLS-TE)

To enable the logging events so that the software sends a log message when a tunnel goes up or goes down,
use the logging events link-status command in tunnel-mte interface configuration mode. To disable this
feature, use the no form of this command.

logging events link-status

Syntax Description ~ This command has no arguments or keywords.

Command Default By default, no logs are sent out.
Command Modes Tunnel-mte interface configuration
Command History Release Modification
Release This command was
3.9.0 introduced.
Usage Guidelines The logging events link-statuscommand enables the configuration to be notified of tunnel state changes

through log messages.

In addition, the logging events link-status command applies to both tunnel-mte and tunnel-te interfaces.

Task ID Task ID Operation

interface read,
write

The following example shows how to enable logging events for the interface and line-protocol state
change alarms:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config)# interface tunnel-mte 10
RP/0/RP0O/CPUO:router (config-if) # logging events link-status

Related Commands Command Description

interface tunnel-mte, on page 292 Configures an MPLS-TE P2MP tunnel interface

logging events Isp-status (MPLS-TE), on page | Sends out a log message when LSP events occur.
320

logging events sub-lsp-status state (MPLS-TE), | Sends out a log message when a point-to-multipoint sub-Isp
on page 322 goes up or goes down when the software is enabled.
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logging events Isp-status (MPLS-TE)

To send out a log message when LSP events occur, use the logging eventslsp-status command in tunnel-mte
interface configuration mode. To disable this feature, use the no form of this command.

logging events|sp-statusreoptimize | reroute | state | switchover

Syntax Description

Command Default

Command Modes

reoptimize Sends out the log message when the tunnel LSP is reoptimized when the software is enabled.

reroute Sends out the log message when the tunnel LSP is rerouted due to an FRR event when the
software is enabled.

Note Only FRR tunnels are applicable.

state Sends out the log message when the tunnel LSP goes up or down when the software is enabled.

switchover  Sends out the log message when the tunnel LSP switches to the standby LSP due to a path
protection event when the software is enabled.

Note Only applicable to path protected tunnels.

By default, no logs are sent out.

Tunnel-mte interface configuration

Command History

Usage Guidelines

Release Modification

Release This command was
3.9.0 introduced.

The logging eventsIsp-status command can be configured to notify the various LSP status changes through
log messages. One or several of these LSP status changes can be enabled at once.

In addition, the logging events |sp-status command applies to both tunnel-mte and tunnel-te interfaces.

Task ID

Task  Operation
ID

mpls-te read,
write

The following example shows how to enable the interface LSP state change alarms for reoptimization:

RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # interface tunnel-mte 10
RP/0/RP0O/CPUO:router (config-if) # logging events lsp-status reoptimize
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Related Commands

Command

Description

interface tunnel-mte, on page 292

Configures an MPLS-TE P2MP tunnel interface

logging events link-status (MPLS-TE), on
page 319

Enables the logging events so that the software sends a log
message when a tunnel goes up or goes down.

logging events sub-Isp-status state
(MPLS-TE), on page 322

Sends out a log message when a point-to-multipoint sub-lsp
goes up or goes down when the software is enabled.
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logging events sub-Isp-status state (MPLS-TE)

Syntax Description

Command Default

Command Modes

To send out a log message when a point-to-multipoint sub-1sp goes up or goes down when the software is
enabled, use the logging events sub-Isp-status state command in tunnel-mte interface configuration mode.
To disable this feature, use the no form of this command.

logging events sub-Isp-status state

This command has no arguments or keywords.

By default, no logs are sent out.

Tunnel-mte interface configuration

Command History

Usage Guidelines

Release Modification

Release This command was
3.9.0 introduced.

The logging events sub-Isp-status state command can be configured to notify the state changes per-destination
for the P2MP tunnel.

logging events sub-Isp-status state command applies only to the tunnel-mte interface.

Task ID

Task  Operation
ID

mpls-te read,
write

The following example shows how to enable the console logging for sub-Isp events to change the
alarms state:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-mte 10
RP/0/RP0O/CPUO:router (config-if) # logging events sub-lsp-status state

Related Commands

Command Description

interface tunnel-mte, on page 292 Configures an MPLS-TE P2MP tunnel interface.

logging events link-status (MPLS-TE), on page | Enables the logging events so that the software sends a log
319 message when a tunnel goes up or goes down.

logging events Isp-status (MPLS-TE), on page |Sends out a log message when LSP events occur.
320
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match (GMPLS)

To match an active tunnel to a passive tunnel, use the match command in interface tunnel-gte configuration
mode. To return to the default behavior, use the no form of this command.

match identifier tunnel-number

Syntax Description

Command Default

Command Modes

identifier Configures the identifier of the active tunnel to match with this passive tunnel.

tunnd-number  Tunnel number. Range is 0 to 65535.

No default behavior or values

Interface tunnel-gte configuration

Command History

Usage Guidelines

)

Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 GMPLS interfaces were supported under the tunnel-gte interface type.

Release 3.9.0 No modification.

Note

The LMP and GMPLS-NNI features are not supported on x86 RPs.

GMPLS interfaces are used under the tunnel-gte interface type.

You must enter the hostname for the head router then underscore _t, and the tunnel number for the head router.
If tunnel-gtel is configured on the head router with a hostname of gmpls1, CLI is match identifier gmpls1 t1.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to match the active tunnel ID to the passive tunnel:
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RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-gte 1
RP/0/RPO/CPUO:router (config-if) # match identifier gmplsl_ tl

Related Commands | Command Description

destination (MPLS-TE), on page 257 | Configures bidirectional optical tunnels.

interface tunnel-gte, on page 290 Configures an MPLS-TE tunnel interface for GMPLS interfaces.

Imp hello (GMPLS), on page 313 | Configures LMP IPCC management hello settings.

passive (GMPLS), on page 350 Configures passive GMPLS tunnels.

remote (GMPLS), on page 395 Configures remote TE links.

switching (GMPLS), on page 546 | Configures TE-link switching attributes.
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mpls traffic-eng
To enter MPLS-TE configuration mode, use the mplstraffic-eng command in Global Configuration mode.

mplstraffic-eng

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes Global Configuration

Command History Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Task ID Task  Operations
ID
mpls-te read,
write
Examples

The following example shows how to enter MPLS-TE configuration mode:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO: router (config-mpls-te) #
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mpls traffic-eng auto-bw apply (MPLS-TE)

To apply the highest bandwidth collected on a tunnel without waiting for the current application period to
end, use the mplstraffic-eng auto-bw apply command in EXEC mode.

mplstraffic-eng auto-bw apply all | tunnel-te tunnel-number

Syntax Description all Applies the highest bandwidth collected instantly on all the automatic
bandwidth-enabled tunnels.

tunnel-te tunnel-number  Applies the highest bandwidth instantly to the specified tunnel. The range is
from 0 to 65535.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Usage Guidelines The mplstraffic-eng auto-bw apply command can forcefully expire the current application period on a
specified tunnel and immediately apply the highest bandwidth recorded so far instead of waiting for the
application period to end on its own.

\}

Note The predefined threshold check still applies on the configuration, and if the delta is not significant enough,
the automatic bandwidth functionality overrides this command.

The bandwidth application is performed only if at least one output rate sample has been collected for the
current application period.

To guarantee the application of a specific signaled bandwidth value when triggering a manual bandwidth
application, follow these steps:

1. Configure the minimum and maximum automatic bandwidth to the bandwidth value that you want to
apply by using the bw-limit (MPLS-TE), on page 236 command.

2. Trigger a manual bandwidth application by using the mplstraffic-eng auto-bw apply command.

3. Revert the minimum and maximum automatic bandwidth value back to their original value.

Task ID Task Operations
ID

mplste execute
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Examples The following example applies the highest bandwidth to a specified tunnel:

RP/0/RPO/CPUO:router# mpls traffic-eng auto-bw apply tunnel-te 1

Related Commands | Command Description
auto-bw collect frequency Configures the automatic bandwidth collection frequency and controls
(MPLS-TE), on page 220 the manner in which the bandwidth for a tunnel collects output rate

information, but does not adjust the tunnel bandwidth.

show mpls traffic-eng tunnels auto-bw | Displays the list of automatic-bandwidth-enabled tunnels, and
brief, on page 526 indicates if the current signaled bandwidth of the tunnel is identical
to the bandwidth that is applied by the automatic bandwidth.
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mpls traffic-eng fast-reroute promote

To configure the router to assign new or more efficient backup MPLS-TE tunnels to protected MPLS-TE
tunnels, use the mplstraffic-eng fast-reroute promote command in EXEC mode. To return to the default
behavior, use the no form of this command.

Syntax Description

Command Default

Command Modes

mplstraffic-eng fast-reroute promote

This command has no arguments or keywords.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 3.2  This command was
introduced.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

No specific guidelines impact the use of this command.

Task ID

Examples

Task Operations
ID

mplste read,
write

MPLS Traffic Engineering Commands |

The following example shows how to initiate backup tunnel promote and assignment:

RP/0/RPO/CPUO:router# mpls traffic-eng fast-reroute promote

Related Commands

Command

Description

fast-reroute, on page 269

Enables FRR protection for an MPLS-TE tunnel.
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mpls traffic-eng level

To configure a router running Intermediate System-to-System (IS-IS) MPLS-TE at IS-IS Level 1 and Level
2, use the mplstraffic-eng level command in router configuration mode. To return to the default behavior,
use the nNo form of this command.

mplstraffic-eng level isis-level

Syntax Description igslevd IS-IS level (1, 2, or both) where MPLS-TE is enabled.

Command Default No default behavior or values

Command Modes Router configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 Support was added to enable MPLS Traffic Engineering in both IS-IS Level 1 and Level
2.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines The mplstraffic-eng level command is supported for IS-IS and affects the operation of MPLS-TE only if
MPLS-TE is enabled for that routing protocol instance.

Task ID Task Operations
ID
isis read,
write
Examples The following example shows how to configure a router running IS-IS MPLS to flood TE for IS-IS

level 1:

RP/0/RP0/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # router isis 1
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RP/0/RPO/CPUO:router (config-isis) # address-family ipv4 unicast
RP/0/RP0O/CPUO:router (config-isis-af)# mpls traffic-eng level 1
RP/0/RP0/CPUO:router (config-isis-af) # metric-style wide

Related Commands | Command Description

mpls traffic-eng router-id (MPLS-TE router), | Specifies that the TE router identifier for the node is the IP
on page 341 address associated with a given interface.
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mpls traffic-eng link-management flood

To enable immediate flooding of all the local MPLS-TE links, use the mplstraffic-eng link-management
flood command in EXEC mode. To return to the default behavior, use the no form of this command.

mpls traffic-eng link-management flood

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes EXEC

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
)

Note If there is no change in the LSA since last flooding, IGP may dampen the advertisement.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to initiate flooding of the local MPLS-TE links:

RP/0/RPO/CPUO:router# mpls traffic-eng link-management flood
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Related Commands | Command Description

show mpls traffic-eng link-management advertisements, | Displays MPLS-TE link-management
on page 445 advertisements.
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mpls traffic-eng path-protection switchover gmpls

To trigger a manual switchover for path protection for a GMPLS optical LSP, use the mplstraffic-eng
path-protection switchover gmpls command in EXEC mode. To disable this feature, use the no form of this
command.

mpls traffic-eng path-protection switchover gmpls tunnel name

Syntax Description

Command Default

Command Modes

tunnel Name of the tunnel that is used for a switchover.
name

No manual path protection is invoked on either the head or tail router.

EXEC

Command History

Usage Guidelines

)

Release Modification

Release 3.9.0 This command was
introduced.

The mplstraffic-eng path-protection switchover gmpls command is used for the following functions:

* Runs on both tunnel head and tunnel tail at the same time.

* Configures both head and tail router of the GMPLS LSP to achieve the complete path switchover at both
ends.

Note

The LMP and GMPLS-NNI features are not supported on x86 RPs.

Task ID

Examples

Task Operations
ID

mplste execute

The following example triggers the switchover for path-protection for GMPLS:

RP/0/RPO/CPUO:router# mpls traffic-eng path-protection switchover gmpls

Related Commands

Command Description

path-option (MPLS-TE), on page 352 | Configures a path option for an MPLS-TE tunnel.
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mpls traffic-eng pce activate-pcep

To force idle peers to be reestablished without waiting for a timer, use the mplstraffic-eng pce activate-pcep
command in EXEC mode. To return to the default behavior, use the no form of this command.

mplstraffic-eng pce activate-pcep address | all

Syntax Description

Command Default

Command Modes

address Address of the idle peer.

all Activates all the idle
peers.

No default behavior or values

EXEC

Command History

Usage Guidelines

Release Modification

Release 3.5.0 This command was
introduced.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

No specific guidelines impact the use of this command.

Task ID

Examples

Task Operations
ID

mplste read, write,
execute

The following example shows how to trigger a path computation client (PCC) or PCE to activate an
idle path computation element protocol (PCEP) session:

RP/0/RP0/CPUO:router# mpls traffic-eng pce activate-pcep all

Related Commands

Command Description

mpls traffic-eng pce reoptimize, on page 336 | Triggers reoptimization manually either for all tunnels or a
specific PCE-based tunnel.
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mpls traffic-eng pce redelegate

To manually redelegate all tunnels to the available explicit peer, use the mplstraffic-eng pce redelegate
command in EXEC mode.

mpls traffic-eng pce redelegate [peer ipv4 address | node-id name]

Syntax Description

Command Default

peer (Optional) Redelegates all static tunnels to the specific peer.

ipv4 address  Specifies the peer IPv4 address in A.B.C.D format.

node-id name Specifies the peer node ID name.

No default behavior or values

Command Modes EXEC mode

Command History Release Modification
Release This command was introduced.
5.3.0

Usage Guidelines

If the IPv4 address or the node-id is not specified, the pce redelegate command delegates all the tunnels to
the peer with the best precedence. If the peer is specified by an IP address or a node ID, all tunnels will be
delegated to the specified peer.

Task ID

Task Operation
ID

mpls-te read,
write

Example

The following example shows how manually redelegate all tunnels to the available explicit peer:
RP/0/0/CPUO:ios#mpls traffic-eng pce redelegate

The following example shows how to manually redelegate all tunnels to the specified IPv4 address:
RP/0/0/CPUO:ios#mpls traffic-eng pce redelegate peer ipv4 192.168.0.2

The following example shows how to manually redelegate all tunnels to the specified node-id:

RP/0/0/CPUQO:ios#mpls traffic-eng pce redelegate peer node-id pcel
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mpls traffic-eng pce reoptimize

To trigger reoptimization manually either for all or a specific PCE-based tunnel, use the mplstraffic-eng pce
reoptimize command inEXEC mode. To disable this feature, use the no form of this command.

mplstraffic-eng pcereoptimize [tunnel ID] [force]

Syntax Description

Command Default

Command Modes

tunnel  (Optional) Tunnel ID to be reoptimized. Range is from 0 to 65535.
ID

force  (Optional) Forces the router to start using the newly calculated route even if the used path has a
better metric.

Reoptimizes all the PCE tunnels.

EXEC

Command History

Usage Guidelines

Release Modification

Release 3.5.0 This command was
introduced.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

If you do not run the mplstraffic-eng pce reoptimize command, the system tries to reoptimize at an interval
of 3600 seconds.

Task ID

Examples

Task Operations
ID

mplste read, write,
execute

The following example shows how to trigger reoptimization for all PCE-based tunnels:

RP/0/RPO/CPUO:router# mpls traffic-eng pce reoptimize

Related Commands

Command Description

mpls traffic-eng pce activate-pcep, on page 334 | Forces idle peers to be re-established without waiting for a
timer.
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mpls traffic-eng reoptimize (EXEC)

To trigger the
EXEC mode.

reoptimization interval of all TE tunnels, use the mplstraffic-eng reoptimize command in

mplstraffic-eng reoptimize [tunnel-id] [tunnel-name] [all] [p2mp alltunnel-id] [p2pall tunnel-id]

Syntax Description

Command Default

tunnel-id  (Optional) MPLS-TE tunnel identification expressed as a number. Range is from 0 to 65535.
tunnd-name (Optional) TE tunnel identification expressed as a name.

all (Optional) Forces an immediate reoptimization for all P2MP tunnels.

p2mp (Optional) Forces an immediate reoptimization of all P2MP TE tunnels.

tunnel-id ~ P2MP TE tunnel identification to be reoptimized. Range is from 0 to 65535.

p2p (Optional) Forces an immediate reoptimization of all P2P TE tunnels.

all (Optional) Forces an immediate reoptimization for all P2P tunnels.

tunnel-id  P2P TE tunnel identification to be reoptimized. Range is from 0 to 65535.

No default behavior or values

Command Modes EXEC

Command History Release Modification
Release 2.0  This command was introduced.
Release 3.0  No modification.

Release 3.3.0

No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 The following keywords and arguments were added to support the P2MP TE feature and P2P

feature:

« all keyword
* p2mp keyword, all keyword, and tunnel-id argument
* p2p keyword, all keyword, and tunnel-id argument
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Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task  Operations
ID

mpls-te execute

Examples The following example shows how to immediately reoptimize all TE tunnels:

RP/0/RPO/CPUO:router# mpls traffic-eng reoptimize
The following example shows how to immediately reoptimize TE tunnel-te90:
RP/0/RPO/CPUO:router# mpls traffic-eng reoptimize tunnel-te90

The following example shows how to immediately reoptimize all P2MP TE tunnels that originated
from this TE LSR:

RP/0/RPO/CPUO:router# mpls traffic-eng reoptimize p2mp all
The following example shows how to immediately reoptimize all P2P TE tunnels:

RP/0/RPO/CPUO:router# mpls traffic-eng reoptimize p2p all
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mpls traffic-eng resetup (EXEC)

To trigger the re-setup of TE tunnels, clearing the LSP states, use the mplstraffic-eng resetup command in
EXEC mode.

mplstraffic-eng resetup P2MP | P2P | name

Syntax Description P2MP tunnel-id Re-setup a specific P2MP tunnel by tunnel-id. The P2MP tunnel ID range is from 0 to

65535.

P2P tunnel-id  Re-setup a specific P2P tunnel by tunnel-id. The P2MP tunnel ID range is from 0 to
65535.

name name Re-setup a specific tunnel by the given name.

Command Default No default behavior or values

Command Modes EXEC mode

Command History Release Modification

Release 5.1.1 This command was introduced.

Task ID Task  Operations
ID

mpls-te execute

Examples The following example shows how to re-setup a specific tunnel by the given name (tunnel-tel):

RP/0/RPO/CPUO:router#mpls traffic-eng resetup name tunnel-tel

The following example shows how to re-setup a specific P2P tunnel based on the specified tunnel-id
(tunnel-id 1):

RP/0/RP0O/CPUO:router#mpls traffic-eng resetup P2P tunnel-id 1

The following example shows how to re-setup a P2MP tunnel based on the specified tunnel-id
(tunnel-id 2):

RP/0/RPO/CPUO:router#mpls traffic-eng resetup P2MP tunnel-id 2
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mpls traffic-eng reoptimize events link-up

To turn on automatic reoptimization of Multiprotocol Label Switching (MPLS) traffic engineering when
certain events occur, such as, when an interface becomes operational, use the mpls traffic-eng reoptimize
events link-up command in Global Configuration mode. To disable automatic reoptimization when link-up
event occurs, use the No form of this command.

mpls traffic-eng reoptimize events link-up

Syntax Description ~ This command has no arguments or keywords.

Command Modes Global Configuration

Command History Release Modification

Release This command was introduced.
522

Task ID Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to turn on automatic reoptimization when an interface becomes
operational:

RP/0/RP0/CPUO:router# mpls traffic-eng reoptimize events link-up

Related Commands | Command Description

mpls traffic-eng reoptimize timers delay | Delays removal of old LSPs or installation of new LSPs after tunnel
reoptimization.
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mpls traffic-eng router-id (MPLS-TE router)

To specify that the TE router identifier for the node is the IP address associated with a given interface, use
the mplstraffic-eng router-id command in the appropriate mode. To return to the default behavior, use the
no form of this command.

mplstraffic-eng router-id type interface-path-id

Syntax Description type Interface type. For more information, use the question mark (?) online help function.

interface-path-id Physical interface or virtual interface.
Note Use the show interfaces command to see a list of all interfaces currently

configured on the router.

For more information about the syntax for the router, use the question mark (?) online help
function.

Command Default No default behavior or values

Command Modes OSPF configuration

IS-IS address family configuration

Command History Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 3.9.1 The Usage Guidelines was updated

Usage Guidelines A routers identifier acts as a stable IP address for the TE configuration. This IP address is flooded to all nodes.
You must set the destination on the destination node TE router identifier for all affected tunnels. This router
ID is the address that the TE topology database at the tunnel head uses for its path calculation.
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\}

Note

When the mplstraffic-eng router-id command is not configured, global router ID is used by MPLS-TE if
there is one configured.

We suggest that you configure the mplstraffic-eng router-id command explicitly under the IGP; otherwise,
TE uses the default algorithm to pick up the TE router-id, which can be the highest IP address of the loopback
interfaces or physical interfaces. When TE uses the algorithm to select a TE router-id dynamically, it can be
different from what is configured for the static RPF check on the P2MP tunnel tail . If the static RPF check

mismatch happens, the P2MP tail does not pass the incoming P2MP traffic to the egress of P2MP tail router.

A TE router-id configuration is highly recommended to ensure that the tunnel head-end picks up the correct
source address, and the configured static RPF address at the tail-end matches the tunnel source which avoids
unexpected traffic drops.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following examples show how to specify the TE router identifier as the IP address associated
with loopback interface:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # router ospf CORE AS
RP/0/RP0/CPUO:router (config-ospf) # mpls traffic-eng router-id 7.7.7.7

RP/0/RPO/CPUO:router# configure

RP/0/RP0O/CPUO:router (config) # router isis 811

RP/0/RP0/CPUO:router (config-isis) # address-family ipv4 unicast
RP/0/RPO/CPUO:router (config-isis-af)# mpls traffic-eng router-id 8.8.8.8

Related Commands

Command Description

mpls traffic-eng level, on page 329 | Configures a router running OSPF MPLS so that it floods TE for the
indicated IS-IS level.

. MPLS Command Reference for the Cisco CRS Router




| MPLS Traffic Engineering Commands
mpls traffic-eng repotimize mesh group .

mpls traffic-eng repotimize mesh group

To reoptimize all tunnels of a mesh group, use the mplstraffic-eng repotimize mesh groupcommand in
EXEC mode.

mpls traffic-eng reoptimize auto-tunnel mesh group group id

Syntax Description group_id Defines auto-tunnel mesh group ID that is to be reoptimized. Range is 0 to 4294967295.

Command Default None

Command Modes MPLS Transport profile configuration
Command History Release Modification
Release This command was
4.1.1 introduced.
Usage Guidelines No specific guidelines impact the use of this command.
Task ID Task Operations
ID

mplste execute

Examples This is sample out from the mpls traffic-eng reoptimize mesh group command:

RP/0/RP0/CPUO:router mpls traffic-eng reoptimize mesh group 10
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mpls traffic-eng tunnel preferred

By default, IS-IS installs multiple ECMPs for a route in the RIB through MPLS TE tunnels and physical
interfaces. To limit IS-IS to use only MPLS TE tunnels for ECMP, use the mplstraffic-eng tunnel preferred
command in XR Config Mode. To return to the default behavior, use the no form of this command.

mplstraffic-eng tunnel preferred
no mplstraffic-engtunnel preferred

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values

Command Modes XR Config Mode

Command History Release Modification
Release This command was introduced.
7.6.1

Usage Guidelines The mplstraffic-engtunnel preferred command is supported for IS-IS and affects the operation of MPLS-TE
only if MPLS-TE is enabled for that routing protocol instance.

Task ID Task  Operations
ID
isis read,
write
Examples

The following example shows how to configure the tunnel preference:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0O/CPUO:router (config) # router isis 1

RP/0/RP0O/CPUO:router (config-isis)# address-family ipv4 unicast
RP/0/RP0/CPUO:router (config-isis-af) # mpls traffic-eng tunnel preferred
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mpls traffic-eng timers backoff-timer

To update MPLS-TE backoff timer duration, use the mplstraffic-eng timer s backoff-timer command in
global configuration mode. To revert to the default backoff timer duration, use the no form of the command.

mplstraffic-eng timer s backoff-timer initial-interval seconds final-interval seconds
no mplstraffic-eng timer s backoff-timer

Syntax Description

Command Default

Command Modes

initial-interval seconds Specifies the initial wait period after which the head-end router
attempts to send traffic over an LSP, when a path error occurs.

The default value of the initial wait period after an LSP error
occurs is 3 seconds.

final-interval seconds Specifies the total time duration for which the head-end router
attempts to send traffic over the LSP after an LSP error occurs.

The default value of the total time is 300 seconds.

The MPLS-TE backoff timer duration is enabled with the default values mentioned in the Syntax Description
section.

Global configuration (config)

Command History

Usage Guidelines

Release Modification
Release This command was introduced.
7.3.2

If you want MPLS-TE to send traffic over a different LSP immediately after a path error occurs, set the initial
and final backoff timer values to 0.

Example

This example shows how to set an MPLS-TE backoff timer initial duration of 10 seconds, for a total
timer duration of 600 seconds.

Router# configure

Router (config) # mpls traffic-eng timers backoff-timer initial-interval 10 final-interval
600

Router (config) # commit

This example shows how to enable MPLS-TE to send traffic over a different LSP, immediately after
an LSP error occurs.

Router# configure
Router (config) # mpls traffic-eng timers backoff-timer initial-interval 0 final-interval 0
Router (config)# commit
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named-tunnels tunnel-te

To name the TE (Traffic Engineering) tunnels in the network with unique tunnel IDs (STRING names), use
the named-tunnels tunnel-te command in MPLS-TE configuration mode. To delete the named tunnels, use
the no form of this command.

named-tunnels tunnel-te tunnel-name

Syntax Description  tunnel-name Configures the given name to the
TE tunnel.

Note If the tunnel name
contains more than one
word, use hyphens to
separate the words.

Command Default None

Command Modes MPLS-TE configuration

Command History Release Modification

Release This command was introduced.
6.1.2

Usage Guidelines No specific guidelines impact the use of this command.

Task ID Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to name a TE tunnel:
RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) #mpls traffic-eng

RP/0/RP0O/CPUO:router (config-mpls-te) #named-tunnels
RP/0/RP0O/CPUO:router (config-mpls—-te-named-tunnels) #tunnel-te FROM-NY-TO-LA
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nhop-only (auto-tunnel backup)

Syntax Description

Command Default

Command Modes

To configure only a next-hop automatic backup tunnel with only link protection, use the nhop-only command
in MPLS-TE auto-tunnel backup interface configuration mode. To return to the default configuration setting
for automatic backup tunnels, use the no form of this command.

nhop-only

This command has no arguments or keywords.

Both NHOP and NNHOP protection are enabled.

Auto-tunnel backup configuration

Command History

Usage Guidelines

Release Modification

Release 4.0.0 This command was
introduced.

If you configure the nhop-only command, you destroy any next-next-hop (NNHOP) tunnel created to provide
node protection for tunnels running over the specified interface.

If you unconfigure the nhop-only command, you trigger a backup assignment on primary tunnels running
over that link. The automatic backup tunnel feature attempts to create NNHOP backup tunnnels to provide
node protection for the specified tunnels.

Task ID

Task  Operation
ID

mpls-te read,
write

Example

In the following example, NNHOP automatic backup tunnels are destroyed and only NHOP tunnels
with link protection is configured:

RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO: router (config-mpls-te) # interface pos 0/1/0/1
RP/0/RPO/CPUO:router (config-mpls-te-if) # auto-tunnel backup
RP/0/RP0O/CPUO:router (config-mpls-te-if-auto-backup)# nhop-only

Related Commands

Command Description
auto-tunnel backup (MPLS-TE), on page 228 Builds automatic NHOP and
NNHOP backup tunnels.
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overflow threshold (MPLS-TE)

To configure the tunnel overflow detection, use the overflow threshold command in MPLS-TE automatic
bandwidth interface configuration mode. To disable the overflow detection feature, use the no form of this
command.

overflow threshold percentage [min bandwidth] limit limit

Syntax Description  percentage Bandwidth change percent to trigger an overflow. The range is from 1 to 100.

min bandwidth (Optional) Configures the bandwidth change value, in kbps, to trigger an overflow.
The range is from 10 to 4294967295. The default is 10.

limit limit Configures the number of consecutive collection intervals that exceeds the threshold. The
bandwidth overflow triggers an early tunnel bandwidth update.

The range is from 1 to 10. The default is none.

Command Default The default value is disabled.
Command Modes MPLS-TE automatic bandwidth interface configuration
Command History Release Modification

Release 3.8.0 This command was introduced.

Release 3.9.0 The Usage Guidelines was updated to describe overflow detection.

Usage Guidelines If you modify the limit keyword, the consecutive overflows counter for the tunnel is also reset.

If you enable or modify the minimum value, the current consecutive overflows counter for the tunnel is also
reset, which effectively restarts the overflow detection from scratch.

Several number of consecutive bandwidth samples are greater than the overflow threshold (bandwidth
percentage) and the minimum bandwidth configured, then a bandwidth application is updated immediately
instead of waiting for the end of the application period.

Overflow detection applies only to bandwidth increase. For example, an overflow can not be triggered even
if bandwidth decreases by more than the configured overflow threshold.

Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to configure the tunnel overflow detection for tunnel-te 1:

RP/0/RPO/CPUO:router# configure

. MPLS Command Reference for the Cisco CRS Router



| MPLS Traffic Engineering Commands

overflow threshold (MPLS-TE) [Jj

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # auto-bw
RP/0/RP0O/CPUO:router (config-if-tunte-autobw) # overflow threshold 50 limit 3

Related Commands

Command

Description

adjustment-threshold (MPLS-TE), on page
198

Configures the tunnel bandwidth change threshold to trigger
an adjustment.

application (MPLS-TE), on page 209

Configures the application frequency in minutes for the
applicable tunnel.

auto-bw (MPLS-TE), on page 218

Configures automatic bandwidth on a tunnel interface and
enters MPLS-TE automatic bandwidth interface configuration
mode.

bw-limit (MPLS-TE), on page 236

Configures the minimum and maximum automatic bandwidth
to set on a tunnel.

collect-bw-only (MPLS-TE), on page 254

Enables only the bandwidth collection without adjusting the
automatic bandwidth.

show mpls traffic-eng tunnels, on page 489

Displays information about MPLS-TE tunnels.
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passive (GMPLS)

To configure a passive GMPLS tunnel, use the passive command in interface tunnel-gte configuration mode.
To return to the default behavior, use the no form of this command.

passive

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values
Command Modes Interface tunnel-gte configuration
Command History Release Modification

Release 3.3.0 This command was introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 GMPLS interfaces were supported under the tunnel-gte interface type.

Release 3.9.0 No modification.

Usage Guidelines GMPLS interfaces are used under the tunnel-gte interface type.

N

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to configure a passive GMPLS virtual interface tunnel:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-gte 99
RP/0/RP0/CPUO:router (config-if) # passive
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Related Commands

Command

Description

destination (MPLS-TE), on page 257

Configures bidirectional optical tunnels.

interface tunnel-gte, on page 290

Configures an MPLS-TE tunnel interface for GMPLS interfaces.

Imp hello (GMPLS), on page 313

Configures LMP IPCC management hello settings.

match (GMPLS), on page 323

Configures or matches active and passive tunnels.

remote (GMPLS), on page 395

Configures remote TE links.

switching (GMPLS), on page 546

Configures TE-link switching attributes.
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path-option (MPLS-TE)

MPLS Traffic Engineering Commands |

To configure a path option for an MPLS-TE tunnel, use the path-option command in tunnel-te interface
configuration mode. To return to the default behavior, use the no form of this command.

path-option preference-priority [protecting number] dynamic [pce [address ipv4 address]]| explicit
name path-name | identifier path-number [attribute-set name] [isis instance-name level level]
[lockdown] [ospf instance-name area value address] [verbatim]

Syntax Description preference-priority

Path option number. Range is from 1 to 1000.

protecting number

Specifies a path setup option to protect a path. The range is from 1 to 1000.

dynamic Specifies that label switched paths (LSP) are dynamically calculated.

pce (Optional) Specifies that the LSP is computed by a Path Computation
Element (PCE).

address (Optional) Configures the address for the PCE.

ipv4 address Configures the IPv4 address for the PCE.

explicit Specifies that LSP paths are IP explicit paths.

name path-name

Specifies the path name of the IP explicit path.

identifier path-number

Specifies a path number of the IP explicit path.

protected-by path-option-level

(Optional) Configures path protection for an explicit path that is protected
by another explicit path.

isis instance-name

(Optional) Limits CSPF to a single IS-IS instance and area.

attribute-set name

(Optional) Specifies the attribute set for the LSP.

level level

Configures the level for IS-IS. The range is from 1 to 2.

lockdown

(Optional) Specifies that the LSP cannot be reoptimized.

ospf instance-name

(Optional) Limits CSPF to a single OSPF instance and area.

area Configures the area for OSPF.

value Decimal value for the OSPF area ID.

address IP address for the OSPF area ID.

verbatim (Optional) Bypasses the Topology/CSPF check for explicit paths.
Command Default No default behavior or values
Command Modes Tunnel-te interface configuration
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Command History

Usage Guidelines

Release Modification

Release 2.0  This command was introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.3.2 The protecting keyword was added to support GMPLS protection and restoration.

Release 3.4.0 No modification.

Release 3.4.1 Both the verbatim and lockdown keywords can be used together.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 An IGP-area was specified with the path-option command. Both the isisand the ospf keywords
were added.

Release 3.8.0 The pce, address, and ipv4 keywords were added. The address argument was added.

Release 3.9.0 No modification.

Release 4.2.0 The attribute-set keyword was added.

Release 4.2.3 The protected-by keyword was added.

You can configure several path options for a single tunnel. For example, there can be several explicit path
options and a dynamic option for one tunnel. The path setup preference is for lower (not higher) numbers, so
option 1 is preferred.

When the lower number path option fails, the next path option is used to set up a tunnel automatically (unless
using the lockdown option).

The protecting keyword specifies that you can configure path-protection for the primary LSP. The protecting
keyword is available only for tunnel-gte interfaces.

You specify the backup path for the path-option command in case of the primary path failure.

CSPF areas are configured on a per-path-option basis.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure the tunnel to use a named IPv4 explicit path as
verbatim and lockdown options for the tunnel. This tunnel cannot reoptimize when the FRR event
goes away, unless you manually reoptimize it:

RP/0/RP0O/CPUO:router (config) # interface tunnel-te 1
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RP/0/RPO/CPUO:router (config-if) # path-option 1 explicit name test verbatim lockdown

The following example shows how to enable path protection on a tunnel to configure an explicit
path:

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # path-option 1 explicit name po4
RP/0/RPO/CPUO:router (config-if) # path-option protecting 1 explicit name po6

The following example shows how to limit CSPF to a single OSPF instance and area:

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # path-option 1 explicit name routerl ospf 3 area 7 verbatim

The following example shows how to limit CSPF to a single IS-IS instance and area:

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # path-option 1 dynamic isis mtbf level 1 lockdown

Related Commands Command Description

mpls traffic-eng path-protection switchover gmpls, on page | Specifies a switchover for path protection.

333
show explicit-paths, on page 406 Displays the configured IP explicit paths.
show mpls traffic-eng tunnels, on page 489 Displays information about MPLS-TE tunnels.

. MPLS Command Reference for the Cisco CRS Router



| MPLS Traffic Engineering Commands

path-option (Named Tunnels) .

path-option (Named Tunnels)

To configure one or more path options - each identified by a unique name - for a given MPLS-TE named
tunnel, use the path-option command in MPLS-TE named-tunnels configuration mode. To delete the path
option, use the No form of this command.

path-option path-name preference preference-priority | computation dynamic | explicit
explicit-path-name

Syntax Description

Command Default

Command Modes

path-name Configures the given name to the
path.

Note If the path-option name
contains more than one
word, use hyphens to
separate the words.

preference preference-priority Specifies the path option
preference. The range is from 1 to
4294967295. Lower values have a

higher preference.

computation Specifies the computation method
for the path.

dynamic Specifies that the path is
dynamically calculated.

explicit Specifies that an explicit path is
used.

explicit-path-name Configures the given name to the
explicit path.

None

MPLS-TE named tunnels configuration

Command History

Usage Guidelines

Release Modification
Release The path-name argument, and the preference and computation keywords were added to
6.1.2 support the named tunnels and named path option configurations.

No specific guidelines impact the use of this command.

Task ID

Task Operation
ID

mpls-te read,
write
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Example

The following example shows how to configure one or more path options for a given MPLS-TE
named tunnel:

RP/0/RP0O/CPUO:router# configure

RP/0/RP0/CPUO:router (config) #mpls traffic-eng

RP/0/RPO/CPUO:router (config-mpls-te) #fnamed-tunnels

RP/0/RP0/CPUO:router (config-mpls-te-named-tunnels) #tunnel-te FROM-NY-TO-SJ
RP/0/RP0O/CPUO:router (config-mpls-te-tunnel-name) #destination 192.168.0.1
RP/0/RP0O/CPUO:router (config-mpls-te-tunnel-name) #path-option VIA-SF
RP/0/RP0/CPUO:router (config-path-option-name) #preference 10
RP/0/RPO/CPUO:router (config-path-option-name) #computation explicit MyExplicitPath
RP/0/RP0O/CPUO: router (config-path-option-name) #exit

RP/0/RP0/CPUO:router (config-mpls-te-tunnel-name) #path-option SHORTEST
RP/0/RPO/CPUO:router (config-path-option-name) #preference 20

RP/0/RP0O/CPUO: router (config-path-option-name) #computation dynamic
RP/0/RP0O/CPUO:router (config-path-option-name) #exit
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path-option (P2MP TE)

To configure the primary or fallback path setup option for a Point-to-Multipoint (P2MP) TE tunnel, use the
path-option command in P2MP destination interface configuration mode. To return to the default behavior,
use the nNo form of this command.

path-option preference-priority dynamic|explicit name path-name|identifier path-number [verbatim]
[lockdown]

Syntax Description

Command Default

Command Modes

preference-priority Path option number. Range is from 1 to 1000.

dynamic Specifies that label switched paths (LSP) are dynamically calculated.
explicit Specifies that LSP paths are IP explicit paths.

name path-name Specifies the path name of the IP explicit path.

identifier path-number  Specifies a path number of the IP explicit path.

verbatim (Optional) Bypasses the Topology/CSPF check for explicit paths.
lockdown (Optional) Specifies that the LSP cannot be reoptimized.
None

P2MP destination interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.9.0 This command was introduced.

You can configure several path options for each destination of a P2MP tunnel. For example, for one tunnel,
there can be several explicit path options and a dynamic option. The path preference is for lower (not higher)
numbers, so option 1 is preferred over higher options.

When the lower number path option fails, the next path option under the destination is attempted.
Several path-options can be configured for each destination under a tunnel.

When configuring multiple path-options under each destination of a P2MP tunnel, the PCALC on the TE
tunnel source attempts to generate the P2MP tree starting from the preferred path-options (lower numbers)
for each destination. If some destinations use explicit paths that cause remerges with the dynamic generated
paths for other destinations in the P2MP tree, the PCALC source modifies the dynamic paths (for example,
optimal path); therefore, it follows the explicit path to correct the remerge problem.

The path-option command is common for both Point-to-Point (P2P) and P2MP tunnels.
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Task ID Task  Operations
ID
mpls-te read,
write
Examples

This example shows how to configure a P2MP tunnel with two destinations and several path-options
per destination:

RP/0/RPO/CPUO:router (config) # interface tunnel-mte 100

RP/0/RP0O/CPUO:router (config-if)# destination 10.0.0.1

RP/0/RP0O/CPUO:router (config-if-p2mp-dest) # path-option 1 explicit name po_destl
RP/0/RP0O/CPUO:router (config-if-p2mp-dest) # path-option 2 dynamic

This example shows that the fallback path option is dynamic:

RP/0/RP0O/CPUO:router (config) # interface tunnel-mte 100

RP/0/RPO/CPUO:router (config-if) # destination 172.16.0.1

RP/0/RP0O/CPUO:router (config-if-p2mp-dest) # path-option 1 explicit name po_dest2
RP/0/RP0O/CPUO:router (config-if-p2mp-dest) # path-option 2 dynamic

Related Commands | Command Description
destination (MPLS-TE), on page 257 Configures the destination address of a TE tunnel.
mplstraffic-eng path-protection switchover | Specifies a switchover for path protection.
gmpls
show explicit-paths, on page 406 Displays the configured IP explicit paths.
show mpls traffic-eng tunnels, on page 489 Displays information about MPLS-TE tunnels.
show mrib mplstraffic-eng fast-reroute Displays information about Multicast Routing Information

Base (MRIB) MPLS traffic engineering fast reroute.
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path-selection cost-limit

To set the upper limit on the path aggregate admin-weight when computing paths for MPLS-TE LSPs, use
the path-selection cost-limit command in an appropriate configuration mode. To remove the upper limit, use
the no form of this command.

path-selection cost-limit cost-limit-value

Syntax Description

Command Default

Command Modes

cost-limit-value Configures the path-selection cost-limit value. The range is from 1 to 4294967295.

The cost-limit is ignored.

Global configuration
Interface tunnel TE configuration

MPLS TE path-option attribute set configuration

Command History

Usage Guidelines

Release Modification
Release This command was introduced.
5.1.2

Path-selection cost-limit configuration works only on MPLS TE tunnels. The cost-limit configured under
path-option attribute-set configuration mode takes priority and will be in effect if the cost-limit is configured
under global configuration, interface tunnel TE, and path-option attribute-set configuration modes. The
cost-limit is ignored by default.

A LSP is created only if its path aggregate admin-weight is less than the specified path cost limit.

Task ID

Task Operation
ID

mpls-te read,
write

This example shows how to set the path-selection cost-limit for under MPLS TE path-option
attribute-set PO3ALtr Seat.

RP/0/RPO/CPUO:routerfconfigure

RP/0/RP0O/CPUO:router (confiqg) #mpls traffic-eng

RP/0/RP0/CPUO:router (config-mpls-te) #attribute-set path-option PO3AttrSet
RP/0/RPO/CPUO:router (config-te-attribute-set) #path-selection cost-limit 50000
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path-selection ignore overload (MPLS-TE)

To ignore the Intermediate System-to-Intermediate System (IS-IS) overload bit setting for MPLS-TE, use the
path-selection ignoreoverload command in MPLS-TE configuration mode. To return to the default behavior,
use the nNo form of this command.

path-selection ignore overload {head | mid | tail}

Syntax Description  head The tunnel stays up if set-overload-bit is set by ISIS on the head
router. Ignores overload node during CSPF for the head node.

mid The tunnel stays up if set-overload-bit is set by ISIS on the mid
router. Ignores overload node during CSPF for the mid node.

tail The tunnel stays up if set-overload-bit is set by ISIS on the tail
router. Ignores overload node during CSPF for the tail node.

Command Default None

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.4.0 This command was introduced.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Release 4.1.0 The head, mid, and tail keywords were added.

Usage Guidelines Use the path-selection ignore overload command to ensure that label switched paths (LSPs) are not broken
because of routers that have IS-IS overload bit as enabled.

When the IS-IS overload bit avoidance (OLA) feature is activated, all nodes with the overload bit set, which
includes head nodes, mid nodes, and tail nodes, are ignored. This means that they are still available for use
with label switched paths (LSPs). This feature allows you to include an overloaded node in constraint-based
shortest path first (CSPF).

Task ID Task Operations
ID
mplste read,
write
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This example shows how to use the path-selection ignore overload head command:

RP/0/RP0O/CPUO
RP/0/RP0O/CPUO
RP/0/RP0O/CPUOQ
RP/0/RPO/CPUO

:router# configure

:router (config) # mpls traffic-eng

:router (config-mpls-te) # path-selection ignore overload
:router (config-mpls-te) # path-selection ignore overload head
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path-selection invalidation

To configure the path invalidation timer such that when the timer expires, the path is either removed or the
data is dropped, use the path-selection invalidation command in MPLS-TE configuration mode. To remove
the path invalidation timer, use the no form of this command.

path-selection invalidation path-invalidation-timer-value{drop | tear}

Syntax Description

Command Default

Command Modes

path-invalidation-timer-value  Configures the path invalidation timer value in milliseconds. The range is

from 0 to 60000.
drop The data is dropped after the path invalidation timer expires.
tear The path is torn down after the path invalidation timer expires.

None

MPLS-TE configuration

Command History

Usage Guidelines

Release = Modification

Release This command was introduced.
6.0

No specific guidelines impact the use of this command.

Task ID

Task Operation
ID

mpls-te read,
write

This example shows how to set the path-selection invalidation timer in MPLS TE configuration
mode.

RP/0/RPO/CPUO:routerfconfigure
RP/0/RP0O/CPUO:router (confiqg) #mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te) #path-selection invalidation 1 drop
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path-selection loose-expansion affinity (MPLS-TE)

To specify the affinity value to be used to expand a path to the next loose hop for a tunnel on an area border
router, use the path-selection loose-expansion affinity command in MPLS-TE configuration mode. To return
to the default behavior, use the no form of this command.

path-selection loose-expansion affinity affinity-value mask affinity-mask [class-type type]

Syntax Description  affinity-value Attribute values required for links carrying this tunnel. A 32-bit decimal number.
Range is 0x0 to OxXFFFFFFFF, representing 32 attributes (bits), where the value of an
attribute is O or 1.

mask affinity-mask Checks the link attribute, a 32-bit decimal number. Range is 0x0 to OXFFFFFFFF,
representing 32 attributes (bits), where the value of an attribute mask is 0 or 1.

classtypetype (Optional) Requests the class-type of the tunnel bandwidth. Range is 0 to 1.

Command Default affinity-value : 0X00000000
mask-value : OXFFFFFFFF

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.4.0 This command was
introduced.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
S

Note The new affinity scheme (based on names) is not supported for loose-hop expansion. New configuration does
not affect the already up tunnels.

Task ID Task Operations
ID
mplste read,
write
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Examples The following example shows how to configure affinity 0x55 with mask OxFFFFFFFF:

RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) # path-selection loose-expansion affinity 55 mask

FFFFFFFF
Related Commands Command Description
path-selection loose-expansion metric Configures a metric type to be used to expand a path to the
(MPLS-TE), on page 365 next loose hop for a tunnel on an area border router.
path-selection metric (MPLS-TE), on page 367 | Configures the MPLS-TE tunnel path-selection metric.
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path-selection loose-expansion metric (MPLS-TE)

To configure a metric type to be used to expand a path to the next loose hop for a tunnel on an area border
router, use the path-selection loose-expansion metric command in MPLS-TE configuration mode. To return
to the default behavior, use the no form of this command.

path-selection loose-expansion metric igp |te [classtype type]

Syntax Description  igp Configures an Interior Gateway Protocol (IGP) metric.

te Configures a TE metric. This is the default.

class-typetype (Optional) Requests the class type of the tunnel bandwidth. Range is 0 to 1.

Command Default The default is TE metric.

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.4.0 This command was
introduced.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
S

Note New configurations do not affect tunnels that are already up.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to set the path-selection metric to use the IGP metric overwriting

default:
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RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te) # path-selection loose-expansion metric igp

Related Commands | Command Description
path-selection loose-expansion affinity Specifies the affinity value to be used to expand a path to
(MPLS-TE), on page 363 the next loose hop for a tunnel on an area border router.
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path-selection metric (MPLS-TE)

To specify the MPLS-TE tunnel path-selection metric, use the path-selection metric command in MPLS-TE
configuration mode. To return to the default behavior, use the no form of this command.

path-selection metric igp | te

Syntax Description

Command Default

Command Modes

ip Configures an Interior Gateway Protocol (IGP) metric.

te Configures a TE metric.

The default is TE metric.

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

The metric type to be used for path calculation for a given tunnel is determined as follows:

» If the path-selection metric command was entered to specify a metric type for the tunnel, use that metric

type.
* Otherwise, use the default (TE) metric.

Task ID

Task Operations
ID

mplste read,
write
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Examples The following example shows how to set the path-selection metric to use the IGP metric overwriting
default:
RP/0/RPO/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te) # path-selection metric igp

Related Commands | Command Description
path-selection loose-expansion affinity Specifies the affinity value to be used to expand a path to
(MPLS-TE), on page 363 the next loose hop for a tunnel on an area border router.
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path-selection metric (interface)

To configure an MPLS-TE tunnel path-selection metric type, use the path-selection metric command in
interface configuration mode. To return to the default behavior, use the no form of this command.

path-selection metric igp | te

Syntax Description

Command Default

Command Modes

ip Configures Interior Gateway Protocol (IGP) metrics.

te Configures TE metrics. This is the default.

The default is TE metrics.

Interface configuration

Command History

Usage Guidelines

Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

The metric type to be used for path calculation for a given tunnel is determined as follows:

» If the path-selection metric command was entered to either a metric type for the tunnel or only a metric
type, use that metric type.
* Otherwise, use the default (TE) metric.

Task ID

Task Operations
ID

mplste read,
write
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Examples
default:

RP/0/RPO/CPUO:router# configure

RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # path-selection metric igp

Related Commands Command

Description

show mpls traffic-eng topology

Displays the tunnel path
used.
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pce address (MPLS-TE)

To configure the IPv4 self address for Path Computation Element (PCE), use the pce address command in
MPLS-TE configuration mode. To return to the default behavior, use the no form of this command.

pceaddress ipv4 address

Syntax Description

Command Default

Command Modes

ipv4 address

Configures the IPv4 address for PCE.

No default behavior or values

MPLS-TE configuration

Command History

Usage Guidelines

Release

Modification

Release 3.5.0

This command was
introduced.

Release 3.6.0

No modification.

Release 3.7.0

No modification.

Release 3.8.0

No modification.

Release 3.9.0

No modification.

The IP address is used in the TCP communication with the other PCEs or PCCs. In addition, this address is
advertised using IGP.

Task ID

Examples

Task Operations

ID

mplste read,
write

The following example shows how to configure the [Pv4 self address for PCE:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te) # pce address ipv4 10.10.10.10

Related Commands

Command Description
pce keepalive (MPLS-TE), on page 375 Configures a PCEP keepalive interval.
path-option (MPLS-TE), on page 352 Configures a path option for an MPLS-TE tunnel.
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Command Description
pce peer (MPLS-TE), on page 377 Configures an IPv4 self address for a PCE peer.
pce reoptimize (MPLS-TE), on page 379 Configures a periodic reoptimization timer.

pce request-timeout (MPLS-TE), on page 381 Configures a PCE request-timeout.

pce tolerance keepalive (MPLS-TE), on page 384 | Configures a PCE tolerance keepalive (which is the
minimum acceptable peer proposed keepalive).
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pce deadtimer (MPLS-TE)

To configure a path computation element (PCE) deadtimer, use the pce deadtimer command in MPLS-TE
configuration mode. To return to the default behavior, use the no form of this command.

pce deadtimer value

Syntax Description

Command Default

Command Modes

\elle Keepalive dead interval, in seconds. The range is 0 to 255.

value: 120

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

When the dead interval is 0, the LSR does not time out a PCEP session to a remote peer.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure a PCE deadtimer:

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te) # pce deadtimer 50

Related Commands

Command Description

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
path-option (MPLS-TE), on page 352 Configures a path option for an MPLS-TE tunnel.
pce address (MPLS-TE), on page 371 Configures the IPv4 self address for a PCE.

pce keepalive (MPLS-TE), on page 375 Configures a PCEP keepalive interval.

pce peer (MPLS-TE), on page 377 Configures an IPv4 self address for a PCE peer.
pce reoptimize (MPLS-TE), on page 379 Configures a periodic reoptimization timer.
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Command Description

pce request-timeout (MPLS-TE), on page 381 Configures a PCE request-timeout.

pce tolerance keepalive (MPLS-TE), on page 384 | Configures a PCE tolerance keepalive (which is the
minimum acceptable peer proposed keepalive).
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pce keepalive (MPLS-TE)

To configure a path computation element protocol (PCEP) keepalive interval, use the pce keepalive command
in MPLS-TE configuration mode. To disable this command, use the no form of this command.

pce keepalive interval

Syntax Description inerval Keepalive interval, in seconds. The range is 0 to 255.

Command Default interval: 30

Command Modes MPLS-TE configuration

Command History Release Modification

Release 3.8.0 No modification.

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

Usage Guidelines When the keepalive interval is 0, the LSR does not send keepalive messages.
Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to configure PCEP keepalive interval for 10 seconds:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router# (config-mpls-te) pce keepalive 10

Related Commands | Command Description
mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
path-option (MPLS-TE), on page 352 Configures a path option for an MPLS-TE tunnel.
pce address (MPLS-TE), on page 371 Configures the IPv4 self address for a PCE.
pce deadtimer (MPLS-TE), on page 373 Configures a PCE deadtimer.
pce peer (MPLS-TE), on page 377 Configures an IPv4 self address for a PCE peer.
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Command Description

pce reoptimize (MPLS-TE), on page 379 Configures a periodic reoptimization timer.

pce request-timeout (MPLS-TE), on page 381 Configures a PCE request-timeout.

pce tolerance keepalive (MPLS-TE), on page 384 | Configures a PCE tolerance keepalive (which is the
minimum acceptable peer proposed keepalive).
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pce peer (MPLS-TE)

To configure an IPv4 self address for a path computation element (PCE) peer, use the pce peer command in
MPLS-TE configuration mode. To return to the default behavior, use the no form of this command.

pcepeer ipv4 address

Syntax Description

Command Default

Command Modes

ipv4 address Configures the IPv4 address for PCE.

TE metric

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.5.0 This command was
introduced.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

No specific guidelines impact the use of this command.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure an IPv4 self address for a PCE peer:

RP/0/RP0O/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RPO/CPUO:router (config-mpls-te)# pce peer ipv4 11.11.11.11

Related Commands

Command Description

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
path-option (MPLS-TE), on page 352 Configures a path option for an MPLS-TE tunnel.
pce address (MPLS-TE), on page 371 Configures the IPv4 self address for a PCE.

MPLS Command Reference for the Cisco CRS Router .



MPLS Traffic Engineering Commands |
. pce peer (MPLS-TE)

Command Description

pce deadtimer (MPLS-TE), on page 373 Configures a PCE deadtimer.

pce keepalive (MPLS-TE), on page 375 Configures a PCEP keepalive interval.

pce reoptimize (MPLS-TE), on page 379 Configures a periodic reoptimization timer.

pce request-timeout (MPLS-TE), on page 381 Configures a PCE request-timeout.

pce tolerance keepalive (MPLS-TE), on page 384 | Configures a PCE tolerance keepalive (which is the
minimum acceptable peer proposed keepalive).
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pce reoptimize (MPLS-TE)

To configure a periodic reoptimization timer, use the pce reoptimize command in MPLS-TE configuration
mode. To disable this feature, use the no form of this command.

pcereoptimize value

pce reoptimize (MPLS-TE) .

Syntax Description

Command Default

Command Modes

\elle Periodic reoptimization timer value, in seconds. The range is 60 to 604800.

value: 3600

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

When the dead interval is 0, the LSR does not time out a path computation element protocol (PCEP) session

to a remote peer.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure a periodic reoptimization timer for 200 seconds:

RP/0/RPO/CPUO:router# configure

RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) # pce reoptimize 200

Related Commands

Command

Description

mpls traffic-eng, on page 325

Enters MPLS-TE configuration mode.

path-option (MPLS-TE), on page 352

Configures a path option for an MPLS-TE tunnel.

pce address (MPLS-TE), on page 371

Configures the IPv4 self address for a PCE.

pce deadtimer (MPLS-TE), on page 373

Configures a PCE deadtimer.

pce keepalive (MPLS-TE), on page 375

Configures a PCEP keepalive interval.
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Command Description

pce peer (MPLS-TE), on page 377 Configures an IPv4 self address for a PCE peer.

pce request-timeout (MPLS-TE), on page 381 Configures a PCE request-timeout.

pce tolerance keepalive (MPLS-TE), on page 384 | Configures a PCE tolerance keepalive (which is the
minimum acceptable peer proposed keepalive).
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pce request-timeout (MPLS-TE)

To configure a path computation element (PCE) request-timeout, use the pce request-timeout command in
MPLS-TE configuration mode. To disable this feature, use the no form of this command.

pcerequest-timeout value

Syntax Description

Command Default

Command Modes

\elle PCE request-timeout, in seconds. The range is 5 to 100.

value: 10

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

PCC or PCE keeps a pending path request only for the request-timeout period.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure a PCE request-timeout for 10 seconds:

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) # pce request-timeout 10

Related Commands

Command Description

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
path-option (MPLS-TE), on page 352 Configures a path option for an MPLS-TE tunnel.
pce address (MPLS-TE), on page 371 Configures the IPv4 self address for a PCE.

pce deadtimer (MPLS-TE), on page 373 Configures a PCE deadtimer.

pce keepalive (MPLS-TE), on page 375 Configures a PCEP keepalive interval.

pce peer (MPLS-TE), on page 377 Configures an IPv4 self address for a PCE peer
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Command Description

pce reoptimize (MPLS-TE), on page 379 Configures a periodic reoptimization timer.

pce tolerance keepalive (MPLS-TE), on page 384 | Configures a PCE tolerance keepalive (which is the
minimum acceptable peer proposed keepalive).
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pce stateful-client

To enter the stateful PCE client configuration mode and enable stateful PCE capabilities, use the pce
stateful-client command in MPLS-TE configuration mode. To disable stateful PCE capabilities, use the no
form of this command.

pce stateful-client

This command has no keywords or arguments.

cOmmand Default Stateful PCE is disabled.

Command Modes MPLS-TE configuration

Command History Release Modification
Release This command was introduced.
5.1.1
Usage Guidelines When the stateful-client configuration is added to the TE-node, it will close all existing PCEP peer connections,

and add the stateful capabilities TLV to the OPEN object it exchanges during the PCEP session establishment.

When the stateful-client configuration is removed from the TE-node, it will delete all PCE instantiated tunnels,
close all existing PCEP connections, and no longer add the stateful capabilities TLV to the OPEN object it
exchanges during the PCEP session establishment.

Task ID Task Operation
ID
mplste read,
write

This example shows how to configure stateful PCE mode:

RP/0/RP0O/CPUO: routerfconfigure
RP/0/RPO/CPUO:router (config) #mpls traffic-eng
RP/0/RP0O/CPUO:router (config-mpls-te) #pce stateful-client
RP/0/RPO/CPUO:router (config-mpls-te-pce-stateful) #
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pce tolerance keepalive (MPLS-TE)

To configure a path computation element (PCE) tolerance keepalive (which is the minimum acceptable peer
proposed keepalive), use the pcetoler ance keepalive command in MPLS-TE configuration mode. To disable
this feature, use the no form of this command.

pcetolerance keepalive value

Syntax Description

Command Default

Command Modes

\elle PCE tolerance keepalive value, in seconds. The range is 0 to 255.

value: 10

MPLS-TE configuration

Command History

Usage Guidelines

Release Modification

Release 3.8.0 This command was
introduced.

Release 3.9.0 No modification.

No specific guidelines impact the use of this command.

Task ID

Examples

Task Operations
ID

mplste read,
write

The following example shows how to configure a PCE tolerance keepalive for 10 seconds:

RP/0/RP0/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # mpls traffic-eng
RP/0/RP0/CPUO:router (config-mpls-te)# pce tolerance keepalive 10

Related Commands

Command Description

mpls traffic-eng, on page 325 Enters MPLS-TE configuration mode.
path-option (MPLS-TE), on page 352 Configures a path option for an MPLS-TE tunnel.
pce address (MPLS-TE), on page 371 Configures the IPv4 self-address for a PCE.

pce deadtimer (MPLS-TE), on page 373 Configures a PCE deadtimer.

pce keepalive (MPLS-TE), on page 375 Configures a PCEP keepalive interval.
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Command Description

pce peer (MPLS-TE), on page 377 Configures an IPv4 self address for a PCE peer
pce reoptimize (MPLS-TE), on page 379 Configures a periodic reoptimization timer.
pce request-timeout (MPLS-TE), on page 381 | Configures a PCE request-timeout.

MPLS Command Reference for the Cisco CRS Router .



MPLS Traffic Engineering Commands |
. peer source ipv4

peer source ipv4

To configure PCEP session outgoing interface, use the peer source ipv4 command in MPLS-TE pce
configuration mode.

peer source ipv4 ip-address

Syntax Description  ip-address Specifies IP version 4 address of the source in A.B.C.D format.

Command Default No default behavior or values

Command Modes MPLS-TE pce configuration

Command History Release Modification

Release This command was introduced.
5.3.0

Task ID Task Operation
ID

mpls-te read,
write

Example

The following example shows how to configure PCEP session outgoing interface:

RP/0/0/CPU0:ios#configure
RP/0/0/CPUO:ios (config) #mpls traffic-eng pce
RP/0/0/CPUO:ios (config-mpls-te-pce) #peer source ipv4 10.0.0.1
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policy-class

To configure policy-based tunnel selection (PBTS) to direct traffic into specific TE tunnels, use the policy-class
command in interface configuration mode. To disable this feature, use the no form of this command.

Multiple EXP values can be specified as part of a policy-class, separated by spaces. The EXP values configured
to a TE tunnel effectively form a monolithic policy-class, which should not overlap with other policy-classes.
Once an EXP value is used in a policy-class configuration, it can only be reused if the subsequent policy-class
configurations containing that EXP value are identical. For example, if the configuration policy-class12 3
is applied to one or more tunnels, configurations such as policy-class 1, policy-class?2 3, or policy-class 3
45 become invalid.

policy-class 1-7

Syntax Description

Command Modes

1- Policy-class attribute to map the correct traffic class to this policy. Multiple EXP values can be specified,
7  separated by spaces.

Interface configuration

Command History

Usage Guidelines

Release Modification

Release 3.6.0 This command was introduced.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Use the policy-class command to enable policy-based tunnel selection (PBTS). See Cisco IOSXR MPLS
Configuration Guide for the Cisco CRS-1 Router for more information on PBTS.

To display the configured PBTS policy-class value, use the show mplstraffic-eng tunnels command.

To display information about PBTS configuration, use the show cef and show cef hardware commands in
Cisco IOS XR IP Addresses and Services Command Reference for the Cisco CRS-1 Router.

Task ID

Examples

Task Operations
ID

mpls-te read,
write

The following example shows how to configure a policy class:

RP/0/RP0O/CPUO:router# configure
RP/0/RP0O/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if) # policy-class 7

The following example shows how to configure a policy-class that maps to multiple traffic classes:
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RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # policy-class 1 2 3

The following example shows how to configure a default policy-class tunnel:

RP/0/RPO/CPUO:router# configure
RP/0/RP0/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0/CPUO:router (config-if) # policy-class default
RP/0/RPO/CPUO:router (config-if) # commit

Related Commands Command Description

interface tunnel-te, on page 294 Configures an MPLS-TE tunnel interface.

show cef Displays the IPv4 or IPv6 Cisco Express Forwarding table.

show cef hardware Displays Cisco Express Forwarding IPv4 or IPv6 hardware status
and configuration information.

show mpls traffic-eng tunnels, on page 489 | Displays information about MPLS-TE tunnels.
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precedence

To configure stateful path computation elements (PCEs) for delegating label switched paths (LSPs), use the
precedence command in MPLS-TE pce configuration mode. To remove the configuration, use the no form
of this command.

precedence N

Syntax Description

Command Default

Command Modes

N Precedence value. The range is from 0 to 255.

N: 255

MPLS-TE pce configuration

Command History

Usage Guidelines

Release Modification
Release This command was introduced.
5.3.0

The path computation client (PCC) uses the configured precedence value to select stateful PCEs for delegating
LSPs. Low precedence value corresponds to high priority.

Task ID

Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to configure precedence for a PCE IPv4 peer:
RP/0/0/CPUO:ios#configure

RP/0/0/CPUO:ios (config) #mpls traffic-eng pce

RP/0/0/CPUO:ios (config-mpls-te-pce) #peer ipv4 10.1.1.1
RP/0/0/CPUO:i0s (config-mpls-te-pce-peer) #precedence 255
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priority (MPLS-TE)

To configure the setup and reservation priority for an MPLS-TE tunnel, use the priority command in interface
configuration mode. To return to the default behavior, use the no form of this command.

priority setup-priority hold-priority

Syntax Description setup-priority Priority used when signaling a label switched path (LSP) for this tunnel to determine which
existing tunnels can be preempted. Range is 0 to 7 (in which a lower number indicates a higher
priority). Therefore, an LSP with a setup priority of 0 can preempt any LSP with a non-0
priority.

hold-priority Priority associated with an LSP for this tunnel to determine if it should be preempted by other
LSPs that are being signaled. Range is 0 to 7 (in which a lower number indicates a higher
priority).

Command Default setup-priority: 7
hold-priority: 7

Command Modes Interface configuration

Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines When an LSP is signaled and an interface does not currently have enough bandwidth available for that LSP,
the call admission software (if necessary) preempts lower-priority LSPs to admit the new LSP. Accordingly,
the new LSP priority is the setup priority and the existing LSP priority is the hold priority. The two priorities
make it possible to signal an LSP with a low setup priority (so that the LSP does not preempt other LSPs on
setup) and a high hold priority (so that the LSP is not preempted after it is established). Setup priority and
hold priority are typically configured to be equal, and setup priority cannot be numerically smaller than the
hold priority.
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Task ID Task Operations
ID
mplste read,
write
Examples

The following example shows how to configure a tunnel with a setup and hold priority of 1:

RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RPO/CPUO:router (config-if)# priority 1 1

Related Commands | Command Description

interface tunnel-te, on page 294 | Configures an MPLS-TE tunnel interface.
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record-route

To record the route used by a tunnel, use the record-route command in interface configuration mode. To
return to the default behavior, use the no form of this command.

recor d-route

Syntax Description ~ This command has no arguments or keywords.

Command Default No default behavior or values
Command Modes Interface configuration
Command History Release Modification

Release 2.0  This command was
introduced.

Release 3.0 No modification.

Release 3.3.0 No modification.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
)

Note  You must configure record-route on TE tunnels that are protected by multiple backup tunnels merging at a
single node.

Task ID Task Operations
ID
mplste read,
write
Examples The following example shows how to enable record-route on the TE tunnel:
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RP/0/RPO/CPUO:router# configure
RP/0/RPO/CPUO:router (config) # interface tunnel-te 1
RP/0/RP0O/CPUO:router (config-if) # record-route

record-route .

Related Commands

Command

Description

show mpls traffic-eng tunnels, on page 489

Displays information about MPLS-TE tunnels.
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redelegation-timeout

To configure the time (in seconds) that a path computation client (PCC) must wait before re-delegating LSPs
after a PCEP session with the active stateful PCE is disconnected, use the redelegation-timeout command
in MPLS-TE pce configuration mode.

redelegation-timeout seconds

Syntax Description

Command Default

Command Modes

seconds  Specifies redelegation timeout for LSPs after session failure in seconds. The range is from 0 to
3600.

seconds: 180

MPLS-TE pce configuration

Command History

Release Modification
Release This command was introduced.
5.3.0

Task ID

Task  Operation
ID

mpls-te read,
write

Example

The following example shows how to configure the time (in seconds) that a PCC must wait before
re-delegating LSPs:

RP/0/0/CPUO:ios#configure
RP/0/0/CPUO:ios (config) #mpls traffic-eng pce
RP/0/0/CPUO:ios (config-mpls-te-pce) #stateful-client timers redelegation-timeout 30
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remote (GMPLS)

To configure Link Management Protocol (LMP) Neighbor remote Traffic Engineering (TE) links, use the
remotecommand in MPLS-TE interface LMP data link adjacency configuration mode. To return to the default
behavior, use the no form of this command.

remote interface-id unnum identifier | switching capability |fsc | Isc | pscl| te-link-id | ipv4
address| unnum identifier

Syntax Description  interface-id Configures the LMP neighbor remote interface identifier.

unnum identifier ~ Configures the unnumbered interface identifier. Range is 1 to 4294967295.

switching-capability Configures the remote LMP MPLS-TE interface switching capability.

fsc|Isc| pscl Configures the capability types: Fiber-Switch Capable, Lambda-Switch Capable, and
Packet-Switch Capable.

te-link-id Configures the remote LMP MPLS-TE link ID address.

ipv4 address Configures the IPv4 address.

unnum identifier ~ Configures the unnumbered interface and identifier.

Command Default No default behavior or values

Command Modes MPLS-TE interface LMP data link adjacency configuration

Command History Release Modification

Release 3.3.0 This command was
introduced.

Release 3.4.0 No modification.

Release 3.5.0 No modification.

Release 3.6.0 No modification.

Release 3.7.0 No modification.

Release 3.8.0 No modification.

Release 3.9.0 No modification.

Usage Guidelines
“

Note The LMP and GMPLS-NNI features are not supported on x86 RPs.
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Task ID Task Operations
ID
mplste read,
write
Examples

The following example show