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Firmware Release Notes 
Cisco Ultra R eliable Wireless  Backhaul (formerly Fluidmesh) FM1000 and FM10000 (Generation 1) 

gateways  

First Published: April 27, 2021 

Last Updated: : April 27, 2021 

Applicability 
These firmware release notes are applicable to FM1000 and first-generation FM10000 gateways only. 

This document contains important change information regarding the most current device firmware version (1.4.1). 

Firmware changelog 
The following device-specific changes were introduced for firmware version 1.4.1: 

• FM-QUADRO (second release). This includes the following new features: 

o The FM-QUADRO user interface no longer needs Adobe Flash Player or Apache Flex to function.  

o FMQuadro 1.0 and Fluidity Quadro were previously two separate tools that needed users to toggle between them to 

effectively manage stationary and Fluidity networks. In contrast, FM-QUADRO 2.0 combines the functionality of both 

tools into a simpler, easier-to-use interface. 

o Operation of all aspects of the FM-QUADRO functionality has been streamlined and made more intuitive.  

o Visual cues have been incorporated that allow users to immediately distinguish between wired and wireless links and 

between stationary and mobile radios, and to immediately interpret the functional status of all components in the 

network cluster. 

o The user is only ever two clicks away from all functional information regarding individual radios and radio links.  

o The FM-QUADRO 2.0 view is completely customizable, and radio link information can be shown or suppressed as 

needed. 

o A representation file of the current network layout can be exported, allowing Fluidmesh Technical Support to visualize 

the network for troubleshooting purposes. 

• Telemetry: A new telemetry protocol has been introduced, featuring support for FM-QUADRO 2.0. 

• Fluidity: 

o An access-point coloring feature has been introduced to distinguish between Fluidmesh APs installed on different train 

tracks, in open sections of railway. 

o A pole-proximity safe MCS feature has been added. 

o A combined pole-proximity protocol has been added. This combines the established pole -ban functionality with LER 

detection: if a current pole to which it is possible to connect has been banned, and the LER at the currently connected 

pole is too high, the banned pole is unbanned, and the safe -mcs parameter is set to allow pole proximity. 
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o A pole-proximity dynamic duration feature has been added, allowing radios to automatically estimate pole ban 

durations. 

o The Webserver functionality has been updated with support for FM-QUADRO 2.0 and various security fixes. 

Bug fix changelog 
The following bug fix was introduced for firmware version 1.4.1: 

• A potential memory leak involving packet fragmentation was fixed.  

• A bug was fixed whereby Native VLAN tags were not preserved across the wireless network if radios are in Bridge Mode.  
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THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE WITHOUT NOTICE. ALL 
STATEMENTS, INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO BE ACCURATE BUT ARE PRESENTED 

WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY 

PRODUCTS. 

THE SOFTWARE LICENSE AND LIMITED WARRANTY FOR THE ACCOMPANYING PRODUCT ARE SET FORTH IN THE INFORMATION PACKET 

THAT SHIPPED WITH THE PRODUCT AND ARE INCORPORATED HEREIN BY THIS REFERENCE. IF YOU ARE UNABLE TO LOCATE THE 

SOFTWARE LICENSE OR LIMITED WARRANTY, CONTACT YOUR CISCO REPRESENTATIVE FOR A COPY.  

The Cisco implementation of TCP header compression is an adaptation of a program developed by the University of California, Berkeley 

(UCB) as part of UCB’s public domain version of the UNIX operating system. All rights reserved. Copyright © 1981, Regents of the 

University of California.  

NOTWITHSTANDING ANY OTHER WARRANTY HEREIN, ALL DOCUMENT FILES AND SOFTWARE OF THESE SUPPLIERS ARE PROVIDED “AS IS” 

WITH ALL FAULTS. CISCO AND THE ABOVE-NAMED SUPPLIERS DISCLAIM ALL WARRANTIES, EXPRESSED OR IMPLIED, INCLUDING, WITHOUT 
LIMITATION, THOSE OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT OR ARISING FROM A COURSE 

OF DEALING, USAGE, OR TRADE PRACTICE. 

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL DAMAGES, 

INCLUDING, WITHOUT LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA ARISING OUT OF THE USE OR INABILITY TO USE THIS 

MANUAL, EVEN IF CISCO OR ITS SUPPLIERS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.  

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses and phone 
numbers. Any examples, command display output, network topology diagrams, and other figures included in the document are show n for 

illustrative purposes only. Any use of actual IP addresses or phone numbers in illustrative content is unintentional and coincidental.  

All printed copies and duplicate soft copies are considered un-Controlled copies and the original on-line version should be referred to for 

latest version. 

Cisco has more than 200 offices worldwide. Addresses, phone numbers, and fax numbers are listed on the Cisco website at 

www.cisco.com/go/offices. 
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