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Cisco WAP371 Wireless Access Points Firmware Version, 
1.3.0.7

January 2019

These release notes describe the known issues in Cisco WAP371 Wireless 
Access Points firmware version 1.3.0.7. 
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Requirements

Your computer must meet the recommended hardware and software 
requirements.

A computer with Browser support for:

• Internet Explorer v7.0 or later

• Chrome v5.0 or later

• Firefox v3.0 or later 

• Safari v3.0 or later

Software Component Updates

• OpenSSL upgrade to version 1.0.2l

• NTP update to version 4.2.8p10

Resolved Issues

The following issue has been fixed in the firmware version 1.3.0.7:

• Security enhancements.

Cisco WAP371 Wireless Access Points Firmware Version, 
1.3.0.6

December 2017

These release notes describe the known issues in Cisco WAP371 Wireless 
Access Points firmware version 1.3.0.6. 

Requirements

Your computer must meet the recommended hardware and software 
requirements.

A computer with Browser support for:
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• Internet Explorer v7.0 or later

• Chrome v5.0 or later

• Firefox v3.0 or later 

• Safari v3.0 or later

Requirements

• OpenSSL upgrade to version 1.0.2l

• NTP update to version 4.2.8p10

Resolved Issues

The following issue has been fixed in the firmware version 1.3.0.6:

Known Issues

The following table lists the known issues in firmware version 1.3.0.6:

Ref Number Description

CSCvf96814 Symptom: Key Reinstallation attacks against WPA protocol.

Ref Number Description

CSCui10930 Symptom: Configure excluded view cannot access all MIB 
tree.

Workaround None.

CSCuh42442 Symptom: When users assign a schedule profile to VAP, the 
schedule rule ONLY impacts the defined scope. Weekend 
refers to Sunday and Saturday and daily means every day.

Workaround None.
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Cisco WAP371 Wireless Access Points Firmware Version, 
1.3.0.4

February 2017

These release notes describe the known issues in the Cisco WAP371 Wireless 
Access Points firmware version 1.3.0.4 

Requirements

Your computer must meet the recommended hardware and software 
requirements.

A computer with Browser support for:

• Internet Explorer v7.0 or later

• Chrome v5.0 or later

• Firefox v3.0 or later 

• Safari v3.0 or later

Resolved Issues

The following issue has been fixed in the firmware version 1.3.0.4:

Ref Number Description

CSCvd25514 Symptom: User Account configuration doesn’t propagate to 
cluster member completely.
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Known Issues

The following table lists the known issues in firmware version 1.3.0.4: 

Cisco WAP371 Wireless Access Points Firmware Version, 
1.3.0.3

September 2016

These release notes describe the known issues in the Cisco WAP371 Wireless 
Access Points firmware version 1.3.0.3.

Requirements

Your computer must meet the recommended hardware and software 
requirements.

A computer with Browser support for:

• Internet Explorer v7.0 or later

• Chrome v5.0 or later

• Firefox v3.0 or later 

• Safari v3.0 or later

Ref Number Description

CSCui10930 Symptom: Configure excluded view cannot access all MIB 
tree.

Workaround None.

CSCuh42442 Symptom: When users assign a schedule profile to VAP, the 
schedule rule ONLY impacts the defined scope. Weekend 
refers to Sunday and Saturday and daily means every day.

Workaround None.
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New Features and Enhancements

• Support of DHCP option 66/67

• Support of Cisco FindIt Network Management

Resolved Issues

The following issues have been fixed in the firmware version 1.3.0.3:  

Known Issues

The following table lists the known issues in firmware version 1.3.0.3: 

Ref Number Description

CSCva15301 Symptom: DFS turning on after reboot even after disabling it 
and saving.

CSCuq01234 Symptom: Captive Portal logo file size increase.

Ref Number Description

CSCui10930 Symptom: Configure excluded view cannot access all MIB 
tree.

Workaround None.

CSCuh42442 Symptom: When users assign a schedule profile to VAP, the 
schedule rule ONLY impacts the defined scope. Weekend 
refers to Sunday and Saturday and daily means every day.

Workaround None.
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Related Information
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© 2021 Cisco Systems, Inc. All rights reserved. 

Support

Cisco Support Community www.cisco.com/go/smallbizsupport

Cisco Support and Resources www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/
tsd_cisco_small_business 
_support_center_contacts.html

Cisco Firmware Downloads www.cisco.com/go/smallbizfirmware

Select a link to download firmware for Cisco 
Products. No login is required.

Cisco Open Source Requests www.cisco.com/go/
smallbiz_opensource_request

Cisco Partner Central (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Product Documentation

Cisco WAP371 www.cisco.com/go/300_wap_resources

Regulatory Compliance and 
Safety Information

www.cisco.com/en/US/docs/switches/lan/
csb_switching_general/rcsi/
Switch_ClassA_RCSI.pdf

Warranty Information www.cisco.com/go/warranty

http://www.cisco.com/go/smallbizsupport
http://www.cisco.com/go/smallbizhelp
http://www.cisco.com/en/US/support/tsd_cisco_small_business_support_center_contacts.html
http://www.cisco.com/go/smallbizfirmware
http://www.cisco.com/go/smallbiz_opensource_request
http://www.cisco.com/web/partners/sell/smb
http://www.cisco.com/go/300_wap_resources
http://www.cisco.com/en/US/docs/switches/lan/csb_switching_general/rcsi/Switch_ClassA_RCSI.pdf
http://www.cisco.com/go/warranty
http://www.cisco.com/go/trademarks
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