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• Software 
 clonezilla ISO file for respective CPU architecture 
 Reference: clonezilla.org 

• Hardware 
 Network-based storage (NFS, CIFS, SSHFS) or USB hard drive 
 Network-based storage can be a Windows or Linux server with respective file system listed above 
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• Network 
  Network devices management IP and console IP are accessible from Cisco corporate or internal 

network 
 Not all of the host devices will be accessible from Cisco corporate or internal network.  There are private 

networks utilized as part of the lab and demo process 

• Software 
 Required to have telnet client  
 Required to have Microsoft Remote Desktop client 
  Recommended to have either Chrome or Firefox browser 

• Reference 
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The console application file viewer.jnlp(172.29.21.213@0@1391192569073)  can't 
be opened by proper java application. 
  
Solution: 
Download following JRE version and reboot Apple MAC: 
java -version 
java version "1.7.0_51" 
Java(TM) SE Runtime Environment (build 1.7.0_51-b13) 
Java HotSpot(TM) 64-Bit Server VM (build 24.51-b03, mixed mode) 

mailto:172.29.21.213@0@1391192569073
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Solution: this is pure network configuration issue. 
  
I used user name "cisco" to access, but found that there is no such user on our repository, so I used "root". 
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After clonezilla iso is installed, can't choose boot option to pick Cisco KVM vHDD, and change BIOS boot 
order from CMIC GUI does not take effect: 
The following menu should be popped up after I try to change boot order (hit Fn+F6 keys), and then I can 
choose "Cisco vKVM-Mapped vHDD1.22) after clonzilla is installed, but if BIOS version is old (built in 
1/31/2013), so it always boot up the system from vKVM-Mapped vDVD.122. 
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Solution: 
The BIOs version is old. Upgraded BIOS with: ucs-c220-huu-1.5.4-3.iso 
  
 
<Lei> 1). On KVM console, "Virtual Media" tab, add the above bios  iso as the image. 2). Reboot the UCS 
and change the boot order to "Cisco vKVM-mapped vDVD1.22". 3). After root the screen pops up asking to 
upgrade the bios, select upgrade all. Click "yes" when prompt asking to reboot. 4). The KVM console and 
CMIC will be lost after reboot. Wait for  around 10 minutes and reconnect CMIC. Check on the CMIC GUI 
verify that the BIOS version is updated. 
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Solution: 
I went to the lab and unplug and plug in the power for the 2 UCSs, now it is connecting to it.  
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